
Make Sensing Matter

PSTI Statement of Compliance

This compliance statement is intended to provide transparency regarding Milesight’s security practices in line with the
requirements outlined in Schedule 4 of the Product Security and Telecommunications Infrastructure (Security
Requirements for Relevant Connectable Products) Regulations 2023, under the Product Security and
Telecommunications Infrastructure (PSTI) Act of the UK government.

Product Type: Milesight products covered under this statement include AI Network Cameras, AI Network Video
Recorders, Video Management Software (Milesight VMS).

Manufacturer:Milesight, Building Co9, Software Park Phase lll, Xiamen, Fuiian 361008, China

Compliance: According to the manufacturer's evaluation, the above-mentioned products meet the compliance
requirements specified in Schedule 2 of the Product Security and Telecommunications Infrastructure (Security
Requirements for Relevant Connectable Products) Regulations 2023.

Milesight aligns with the guidelines set forth in ETSI EN 303 645 v2.1.1 (2020-06).

Reference Support Detail
Provision 5.1-1 Y Milesight devices mandate password creation upon initial

setup, with credentials set by the user.
Passwords are required to be a minimum of 8 characters
and a maximum of 64 characters (64 characters are
supported in the new version). Additionally, all passwords
must contain a combination of both letters and numbers to
ensure stronger security.

Provision 5.1-2 N/A Milesight products are shipped without default or
pre-configured passwords.

Provision 5.2-1 Y Milesight offers comprehensive cybersecurity information,
updates, and policies on website.

Provision 5.3-13 Y Security updates will be made available for a minimum
period of three years after product release.
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