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Chapter 1. Copyright Statement

This manual may not be reproduced in any form or by any means to create any derivative
such as translation, transformation, or adaptation without the prior written permission of
Xiamen Milesight 10T Co., Ltd(Hereinafter referred to as Milesight).

Milesight reserves the right to change this manual and the specifications without prior
notice. The latest specifications and user documentation for all Milesight products are
available on our official website www.milesight.com.



http://www.milesight.com/

Chapter 2. Introduction

1.1 Introduction

The Milesight Central Management System(hereinafter referred to as CMS) software allows
you to access and control your Milesight High Definition Surveillance System. The Milesight
CMS provides multiple operating functionalities, including Live View, PTZ control, Fisheye
control, video playback, motion detection, alarm receiving, logs and so on.

This user manual describes the function, configuration and operation steps of CMS. To
ensure the proper use and stability of the CMS, please refer to the contents below and read
the manual carefully before operation.

The latest version of the software will be available on our official website. Please check our
official website www.milesight.com for upgrading.

1.2 Key Feature

« A central management system for Milesight cameras and Milesight NVRs

* User-friendly Ul design

» Support adding 256 devices(Include camera and NVR)

* Support alarm pop-up window

 Support multiple monitors

 Support 1/ 4/ 8/ 9/ 16/ 36/ 64 / 128/ 256 channels playing synchronously

* Support the custom live view layout

 Support alarm screen for displaying the alarm channel

« Support full screen for single or multiple channels

 Support H.265/H.264 video compression

» Support dual-stream

» Support Event Playback and Picture Playback

* Support Transcoding for remote playback

* Support P2P remote access and configuration.

* Support Milesight DDNS

 Support PTZ control and digital zoom

+ Support SD card and HDD recording files playback

« Support motion detection, alarm recording and image capture functions

 Support VCA(Video Content Analysis)

» Support the NVR ANPR (Automatic Number Plate Recognition) and camera LPR
(Lisence Plate Recognition) function


http://www.milesight.com

CMS User Manual | 2 - Introduction | 6

« Activate cameras and NVRs when using them for the first time

* Support People Counting solution

« Support Client-side Dewarping in Live View and Playback interface
» Support Smart Search function in the playback interface.

» Support Remote Maintenance of Milesight devices.

1.3 Recommended System

» OS: Windows 7/8/10/11/Vista/Server 2008/Server 2012
» CPU: 3GHZ or faster

* Memory: 16GB or more

» Graphic memory: 8GB or more



Chapter 3. Installation

2.1 Installation Guide

Run the installation file and install the programs on your computer by following the on-
screen instructions. After finishing installation, you will find the programs on the start menu
or on the desktop.

Stepl: Check the box ‘I accept the terms in the <License Agreement>’;

Milesight

Better Inside, More in Sight

2.4.0.16-r3

| accept the terms in the License Agreement Custom installation

Step2: Choose ‘Custom installation’ to select the destination folder where Milesight CMS
will be installed, or choose ‘Default installation’ to install it in the default destination folder;
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I\ﬁlesight

Better Inside, More in Sight

2.4.0.16-r3

v Create shortcut +| Auto start when startup

| accept the terms in the License Agreement Default installation

Step3: Click ‘Quick installation’ button to complete the installation.

I\ﬁlesight

Better Inside, More in Sight

2.4.0.16-r3

Start Now

|5 Note: The language of Milesight CMS is based on the language of computer system.
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2.2 Login/Logout

2.2.1 Login

Double click the icon to start the software, then choose the user and enter the
password, the default account Username is: admin; Password is: password. You can check
the checkbox to remember the password, then you can auto login by choosing Auto Login.

X

'®) Milesight CMS

‘ admin "

+ Save Password Auto Login

Copyright & 20271 Milesight. All Rights Reserved.

After login into the system, you can see the Live View page as below:

@ veview x || o Devices x || s Device Groups %
PXIHAQA2rORE KK LFTEDA ] [ B - 7| €

Milesight Milesight Milesight

Milesight Milesight Milesight

Milesight Milesight Milesight
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And the meanings of the icons on the top-right are as below:

Table 1. Description of the buttons

Item

Function Introduction

User name

Click the button to lock the software, and it needs to enter the password to unlock

Menu button

Minimize the interface

Restore the interface

Maximize the interface

EEIEIIHBE

Close the software

Switch to the previous group cameras / next group cameras when click the left arrow / right
arrow button.

Check the real-time CPU status on PC

Check the real-time RAM memory on PC

Click the Menu button , the interface is as below:

Table 2. Description of the buttons

ltem Function Introduction
Auto Login: Enable this option to automatically login CMS when running it.
£ Configuration General Run CMS when Windows startup: Enable this option to automatically run

CMS when Windows startup.

Run CMS as Administrator: Enable this option to run CMS as administrator.
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ltem Function Introduction

Quick Exit: Enable this option, you can close the CMS in one click without
confirming the password.

Language: There are 14 different languages available.

Log Retention Period: Six different periods are available(1, 2, 3, 4, 5 and 6
Weeks), and you can also set the log retention period to permanent.

_ ) Video Save Path: Click L to select a path for manual recording in Live View
3 Configuration General and Playback interface or video clips in Playback interface.

|5 Note: Please don't save Recording files under the installation path. The
recorded files would be deleted when CMS was uninstalled if they were saved
under installation path.

Snapshot Save Path: Click [ to select a path for snapshot in Live View and
Playback interface.

|5 Note: Please don't save Snapshot files under the installation path. The
recorded files would be deleted when CMS was uninstalled if they were saved
under installation path.

Play Mode: Select different modes to meet your needs.

* Least Delay: The most instantaneous mode;
» Best Fluency: The most fluent mode.

1} Configuration General
Recycle Mode: You can enable or disable Recycle Mode for video recording.

» Enable: Enable Recycle Mode in the case of insufficient storage capacity.
« Disable: Devices will stop recording when the storage capacity is
insufficient.

Video Card Info: You can check the video card information of this server
where CMS is installed, including Vendor, Renderer and Version.

7 ] Rendering Method: There are three options available, including Direct3D,
i+ Configuration Display OpenGL and RGB. If the video can't be previewed successfully, please adjust
this option to try again.

High resolution display adaptation: Enable this option to adapt to high
resolution monitor.
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ltem Function Introduction

Live Stream Information: Enable this option to display the Live Stream
Information in the live view page, including Video Codec, Resolution, Frame
Rate and Bitrate.

Channel Name: Enable this function to display the channel name in each
channel. There are four text positions available, including Top-Left, Top-
Right, Bottom-Left and Bottom-Right. And there are three font sizes available,
including Small, Medium and Large.

Event Detection Region: Enable this function to display the detection region
on the live view interface. The detection region will turn red when an event

is triggered. There are eight event detection regions available, including
Region Entrance, Region Exiting, Advanced Motion Detection, Loitering,

Line Crossing, Object Left/Removed, People Counting and Regional People
Counting. Only one Event Detection Region can be enabled at the same time

1} Configuration Display

= Note:
 Support up to 64 channels to display Event Detection Region at the same
time.
« Support in Live View Screen, Alarm Screen and Full Screen.
« Available for cameras and the cameras on the NVR.
» Make sure the camera’s version is 4X.7.0.78 or above and the NVR’s
version is 7X.9.0.12 or above.

Enable Alarm Popup: When the Motion Detection, VCA alarm, Camera /
NVR Alarm Input, Audio Alarm, 10T Alarm and NVR Disconnected are
triggered, the channel window will pop up.
1} Configuration Alarm |5 Note:

* You can disable it by pressing Hot Key Ctrl + F12.

» Support up to 4 alarm windows.
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ltem Function Introduction

You can set alarm actions for the following events, including Motion Detection,
Region Entrance and Exit, Advanced Motion Detection, Tamper Detection,
Line Crossing, Loitering, Human Detection, Object Left/Removed, Camera/
NVR Alarm Input, Audio Alarm, 10T, NVR Disconnected, Disk Full, Record
Failed, Disk Error, Disk Uninitialized, No Disk, and NVR Video Loss.

Alarm actions include alarm popup alarm and arm audio.
Alarm Popup Schedule: Set the schedule of channel alarm pop-up.

Alarm Audio: Enable this option to Play Audio when Alarm Popup is
triggered. You can choose to play Alarm Audio or Live Audio.

Audio File: There are two default alarm audios available. And you can also
upload your customized audio.

1. Only support ‘wav/MP3’ audio files and no more than 1M.
2. Currently it supports uploading 5 customized audio files.

Live Audio: If the camera supports audio, you can directly play the live audio
caught.

Dual Stream Connection Mode: Enable this option to optimize the speed of

Advanced switching stream but will increase the pressure to the network.

£ Configuration Import Configuration File:Click | to upload a selected configuration file,
then click ‘save’ button.
Maintenance

Export Configuration File:Click ~ 22€KUP

configuration file, then click ‘save’ button.

to back up a selected

About Information of the CMS, Milesight webpage link and Check for Update.
Logout Log out of the current account.
Exit Close the software.

2.2.2 Logout

Click E -->[Log out] to exit the current account, or click sl to exit the CMS.
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[®) Milesight CMS

‘ admin v|

¥ Save Password v Auto Login

Copyright & Milesight All rights reserved.

|=) Note: Password is necessary for logging out.



Chapter 4. Manage

3.1 Device Management

The Milesight CMS supports to add Milesight cameras and NVRs to get an efficient and
convenient management. The devices also can be removed or logged out from the CMS at
any time.

3.1.1 Adding Devices

There are two measures available for adding devices. First of all, click the Add button [+]-
>[Devices].

= camio

% camn

= vz

= M

T camu

= o

= camn
3 camr
W o

1. Adding a Single Device

Milesight CMS provides to add device one by one. Please refer to the steps as below:

Stepl: Click the T AddManualy o
Step2: Select the device type, “NVR” or “Camera”;

Step3: Enter device information.
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+ Adding Device by IP/Domain

Add Device Manually X

Device Type: | NVR v|
Name: [ |
Connection Type: | IP/Domain v|
IP Address: [ |
Port: 8o O |
User Name: ladmin O |
Password: [ |
Transport Protocol: | UDP v|
oK Add
Device Type: | Camera v|
Name: [ |
Connection Type: | IP/Domain v|
IP Address: [ |
Port: 8o O |
User Name: ladmin O |
Password: [ |
Transport Protocol: | UDP v|
oK Add

 Adding Device by P2P
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Add Device Manually X

Device Type:
MName:
Connection Type:
Mac Address:
User Mame:

Password:

Mote: P2P requires higher bandwidth for stability.

| NVR -
[ ]
| p2p -]
[1c:c3i6: O |
ladmin 0 |

l

OK

Add Device Manually X

Device Type:
MName:
Connection Type:
Mac Address:
User Name:
Password:

5G Data Mode:

[Camera "l
[ ]
[pzp -]
[1C:c2:16: O |
[admin [x ] ]
[ l
[ Low Data Maode "l
Mote: P2P requires higher bandwidth for stability.
OK

|=) Note: There will be a pop-up window as shown below if you manually add camera
under Multl-Channels mode, then you can choose the channel to add as needed.

« | All

OK
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The meanings of the items on the page can be referred to the table below.

Table 3. Description of the buttons

ltems Function Introduction
Device Type Camera and NVR are available
Name Name of the device

Connection Type

There are three options, IP/Domain, P2P and Milesight DDNS

IP Address

If you choose IP/Domain as connection type, enter the IP address of the device here

Mac Address

If you choose P2P as connection type, enter the MAC address of the NVR or camera here

=) Note: P2P requires higher bandwidth for stability

Port

The port of the device, the default port is 80

Domain Name

If you choose Milesight DDNS as connection type, enter the Domain Name of the device here

User Name The user name of the device, the default user name is “admin”
Enter the password for the account of the device, for camera version lower than V4x.7.0.69
and NVR version lower than V7x.9.0.3, the default passwords are:

Password

» Network Camera: ms1234
* NVR: ms1234

Transport Protocol

TCP and UDP are available

5G Data Mode

Low Data Mode and Standard Mode are optional. The Low Data Mode helps reduce cellular
data usage by pausing background tasks.

|5 Note: Support for P2P connection type of Camera.

2. Search

Milesight CMS can search devices which are in the same network automatically, and it can
add devices which have the same user name and password in bulk. Please refer to the

steps as below:
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Step1: Click A search  yitton to search the Milesight devices in the same network;
Step2: Select the devices;

Step3: Enter the user name and password of the selected devices ;

Step4: Click aliaidd button and the device will be displayed directly in “Devices Added”
interface if it is added successfully;

Step5: A window will pop up to inform you if the device fails to be added, and you need to
click the [OK] button to add the device again;

Step6: Click [Refresh] button to refresh the status of the added devices.

4 admin g Bllox Bls» ¥V _ O X

I@ uveview % | & evices x || W Device Conie.

4
User Name Passuord [senwse ||+ e |

1
Device seach 14 Epo— 3

No. 1P Address Port Type Status MAC Address Firmware Version Model
1 192.168.10.162 80 NVR Active 1GC3160AIAGS 72.9.0.11-manual-upnpss MS-N1008-UPT
3 192.168.2.144 80 NVR Active 1GCIH16:0AA276 7290.11-0em-a1 MS-NS5016-UPT
5 192.168.10.196 72901111 MS-NS016-UT

» State
6 192.168.7.92 £ 72901125 MS-N1008-UPT
192.168.10.31 Device failed to be added! Please check your User Name and Password.
7 192.168.5.200 £ 729011 MS-NS5016-UPT
8 192.168.3.100 i 719011 MS-NB064-UH
9 192.168.7.73 £ 72.9.0.11-manual-upnpss MS-NS5016-UPT
10 192.168.10.198 £ 739251111 MS-N1004-UPC.

‘

No. 1P Address 13 Port I Device Name. I Type I MAC Address I Status Edit Delete Enable/Disable
1 192.168.7.119 - 80 Cameral92.168.7.119 Camera 1C:C3:16:20110:43 Connected 4 m B
2 192.168.7.234 - 80 Cameral92.168.7.234 Camera 1CC3:16:287CT5 Connected 4 m B
3 19216814102 - 8081 Camera192.168.14.102 Camera 1CC3:16:21:09:91 Connected k4 m B
4 192.168.7.230 - 80 Camera192.168.7.230 Camera 1C:C316:21:C5:84 Connected 4 m B
5 192.168.14.105 1 8085 Camera192.168.14.105 Camera 1C:C3:16:22:00:8D Connected 4 m B
6 192.168.4.104 1 80 Camera192.168.4.104CH1 Camera 1CC3:16:22:1E:97 Connected 4 ﬂT] E.
7 192.168.7.83 - 80 NVR192.168.7.83 NVR 1CC31GONEBA2 Connected 4 m B

|=) Note:

« Click O Refresh button to refresh the status of the added devices;

* Click Ne- button to select all devices which were found,;

» The devices can be sorted by their IP Address, Port, Type, MAC Address, Model when
you click the corresponding button;

* Up to 256 devices can be added(Including cameras and NVRS).
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« Only devices that show "Active" status in the search list can be added. If the devices
show "Inactive" status, it needs to be activated before it can be added. You can refer to
3.1.2 for how to activate the device.

3.1.2 Activate the Device

. . . . Acti
1. If your device shows ‘Inactive’ in the status bar, you need to click - to set the

password when using it for first time.

Input the password and click ‘OK’.

Device Activation X
User Name: [admin l
Password: [ l
Confirm: [ l ‘

OK

It will display ‘Device has been activated successfully’ when activation is successful.

|=) Note: Password must be 8 to 32 characters long, contain at least one number and one
letter.

1P MAC State

192.168.7.112 1C:C3:16:04:30:92 Device has been activated successfully.

OK |

2. If your device shows ‘Active’ in the status bar, you can use it directly without activating

it. If you click " it will display ‘The selected device has been activated, cannot

activate twice’.
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Milesight CMS X

The selected device has been
activated, cannot activate twice.

oK

3.1.3 Removing or Disabling the Device

Milesight CMS can remove single/bulk added devices. First of all, enter [Device Manage]
and follow the steps:

1. Removing a Single Device

The steps to remove a Single device are as below:

Stepl: Click the I putton followed by the selected device;

Step2: Click [OK] to remove the device or [Cancel] button to cancel the action when the
window pops up.

admin @ Bllsx Ellsx ¥ _ O X

Device Search Qsearch ||+ Add Manualy UserName Password ]+ aa

No. 1P Address Port Type Status MAC Address Firmware Version Model

Milesight CMS X

©9 sure to delete this device?

2 oK Cancel
Activate Modify Network
Devices Added 15 O Refresh [ Delete.
No. 1P Address D Port Device Name Type MAC Address Status Edit Delete Enable/Disable
1 192.168.7.119 80 Camera192.168.7.119 Camera 1C:C3116:20:10:43 Disabled 4 1 51
2 192.168.7.234 80 Camera192.168.7.234 Camera 1C:C3:16:28:7C75 Connected 4 m B
3 192.168.14.102 - 8081 Camera192.168.14.102 Camera 1C:C3:16:21:09:91 Connected 4 m B
4 192.168.7.230 - 80 Camera92.168.7.230 Camera 1C:C3:16:21:C5:84 Connected 4 m B
B 192.168.7.83 - 80 NVR192.168.7.83 NVR 1C:C316:0MEBA2 Connected 4 m B
6 192.168.9.137 - 80 NVR192.1689.157 NVR 1CC3160A3T6E Connected 4 m P
7 192.168.14.105 1 8085 Camera192.168.14.105CH1 Camera 1C:C3:16:22:0D:8D Connected 4 m B
8 192.168.14.105 2 8085 Camera192.168.14.105CH2 Camera 1C:C3:16:22:0D:8D Disconnected 4 m B
9 192.168.14.105 3 8085 Camera92.168.14.105CH3 Camera 1C:C3:16:22:0D:8D Disconnected 4 m B
10 192.168.14.105 4 8085 Camera192.168.14.105CH4 Camera 1C:C3:16:22:0D:8D Disconnected 4 m B

2. Removing Group Devices

The steps to remove the devices for a group are as below:
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Stepl: Click = Ne- to select all the added devices or check the checkbox to
select several devices;

m Delete

Step2: Click the to remove the selected devices;

Step3: Click the [OK] to remove the devices or [Cancel] button to cancel the action when
the window pops up.

4 admin g Blx B ¥V _ O X

I @ tneview x 0 G veices x| W Device Config x

Ne. 1P Address Port Type MAC Address Firmware Version Model

Sure to delete these devices?

3 oK Cancel ||
Activate Modify Network 2
Devices Added 8 O Refresh | [ Delete
No. 1P Address D Port Device Name Type MAC Address Status Edit Delete Enable/Disable
1 192.1687.119 - 80 Camera192.168.7.119 Camera 1C:C3:16:20:1043 Connected 4 m B
2 192.168.7.234 - 80 Cameral92.168.7.234 Camera 1C:C3:16:287CT5 Connected 4 m B
3 192.168.14.102 - 8081 Camera192.168.14.102 Camera 1C:C3:16:21:0091 Connected 4 m B
4 192.168.7.230 - 80 Camera192.168.7.230 Camera 1C:C3:1621:C5:84 Connected 4 [i] B
5 192.168.14.105 1 8085 Camera192.168.14.105 Camera 1C:C3:16:22:00:8D Connected 4 m B
6 192.168.4.104 1 80 Camera192.168.4.104CH1 Camera 1C:C3:16:22:1E:97 Connected 4 m B
7 192.168.7.83 - 80 NVR192.168.7.83 NVR 1C:C316:0AE8:A2 Connected 4 [i] B
8 192.1689.137 - 80 NVR192.168.9.137 NVR 1C:C3116:0A37:6E Connected 4 m B
1

3.1.4 Disabling the Added Device

You can disable the added device rather than remove it in case that the device will be
needed again. Disable means that the device is disabled for the present.

You can click the 2 button to disable the device, and the icon will turn into = :
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admin @ BN~ BN«

I@ Live View, xl o Devices xl W Device Config %

Device Search 0/0 Qsearch |+ Add Maraally UserName [sdmin ] Password [sasssase ]+ Add

No. 1P Address Port Type Status MAC Address Firmware Version Model
Activate Modify Network
Devices Added 8 O Refresh [l Delete
v No. 1P Address D Port Device Name Type MAC Address Status Edit Delete Enable/Disable

1 192.168.7.119 - 80 Camera192.168.7.119. Camera 1C:C3:16:20:10:43 Disabled 4 m +]

2 192.1687.234 - 80 Camera92.168.7.234 Camera 1C:C3:16:287C75 Connected 4 m .

3 192.168.14,102 - 8081 Cameral92.168.14.102 Camera 1CC316:21:09:91 Connected 4 m B

4 192.168.7.230 - 80 Camera192.168.7.230 Camera 1C:C3:16:21:C5:84 Connected 4 m B

5 192.168.14.105 1 8085 Camera192.168.14.105 Camera 1C:C3:16:22:00:8D Connected 4 m B

3 192.168.4.104 1 80 Cammera192.168.4.104CH1 Camera 1C:C3:16:22:1E:97 Connected 4 m B

7 192.168.7.83 - 80 NVR192.168.7.83 NVR 1C:C316:0AEBA2 Connected 4 m B

8 192.168.9.137 - 80 NVR192.168.9.137 NVR 1C:C3:16:0A:37:6E Connected 4 m B

Or right-click the selected device and choose [Disable] in the device list.

admin @& B s
P XEa2OoE * K- S [ = E - |+ ozse s
e —

) TesT Tt
1 en
% Cameral92.168.69.245

TR Camera152.108.69.148

Play
wmaaw  Sop
Rename
Disable
W 12213 Device Config
Syme Nama
Refresh

) cTen

= v

Milesight

W o

|=) Note: You can click the -1 button on Device Management page or right-click the device
on Live View page and choose [Enable] to Enable again.
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3.1.5 Editing Device

1. If the device hasn't been added yet in “Device Search” interface, you can edit the

Maodify Network
device that has been activated by clicking fy Rt , you can edit IP Address, Port,

Netmask, Gateway and DNS by inputting the correct User Name and Password.

Modify Network X

Device Type:  |Camera ]
MAC Address: [1C:C2:16:2B:C4:C9 Q]
IP Address:  [192.168.69.134 Q|
Port: 80 O |
Netmask: |255.255.255.0 <}
Gateway: [192.168.69.1 <]
DNS: 8.8.8.8 (<]
User Name:  |admin |
Password: | |
oK

2. If the device has been added to “Devices Added” interface, you can edit the device by

clicking the Edit button <Al parameters can be edited except the Device Type. See as
below:

+ Device Modify window(General camera)

Device Type: [camera -]
Name: [IPc192.168.7.100 0|
IP Address: [192.168.7.100 <]
Port: 80 0|
User Name: [admin <]
Password: [e000000e Q|

Transport Protocol: ITCP Vl

Save



+ Device Modify window(Fisheye camera)

Device Type: [ Camera V]
Name: [IPc192.168.14.105 Q|
IP Address: [192.168.14.105 Q)
Port; [s08s Q|
Transfer Mode: [ Bundle Stream Mode V]
On-board Installation Mode: [Ceiling V]
On-board Display Mode: [ 10 V]
Channel 1D [1 V]
User Name: [admin [x] ]
Password: [.oooo--.o [x] ]
Transport Protocol: [TCF" V]
Save

* Device Modify window(NVR)
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Device Type: [ NVR -|
Device Name: [NVR192.168.8.163 |
IP Address: (192.168.8.163 |
Port: (20 |
User Name [admin |
Password (s0sses |
Transport Protacal: | UDP v

Save

The meanings of the items on the page can be referred to the table below.

Table 4. Description of the buttons
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ltem Function Introduction

Device Type Camera and NVR are available
Name Name of the device

IP Address If you choose IP/Domain as connection type, enter the IP address of the device here
Port The port of the device, the default port is 80

Transfer Mode

There are two options, “Bundle Stream Mode” and “Multi-Channel Mode”

=) Note:

=

« This function option is only available for fisheye camera.

* The Stream Mode can not be edited for fisheye under Multi-Channel mode unless
you select 10/1P/2P.

On-board
Installation Mode

There are three options, “Ceiling”, “Wall” and “Flat”

Note: This function option is only available for fisheye camera.

L=

On-board Display Mode

There are different options for different modes:

Bundle Stream Mode---Ceiling/Flat/-Wall: 10, 1P, 2P, 4R, 103R ,1P3R
Multi-Channel Mode---Ceiling/Flat: 10, 1P, 2P, 4R, 103R, 1P3R, 101P3R
Multi-Channel Mode---Wall: 10, 1P, 4R, 103R, 1P3R, 101P3R

Note: This function option is only available for fisheye camera.

L=

Channel ID

This option will show the number 1 for fisheye under Bundle Stream Mode, while show
current channel ID for fisheye under Multi-Channel mode

« This function option is only available for fisheye camera.

* You can choose other channel ID for fisheye under Multi-Channel mode. If the
channel ID has been added, then there is a pop-up prompt window like “Device
already exist” and switch failed; if the channel ID has not been added, then you can
modify channel ID successfully.

User Name

The user name of the device, the default user name is “admin”
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Item Function Introduction

Enter the password for the account of the device, for camera version lower than
V4x.7.0.69 and NVR version lower than V7x.9.0.3, the default passwords are:

Password
* Network Camera: ms1234
* NVR: ms1234
Transport Protocol TCP and UDP are available

|5/ Note: Password must be 8 to 32 characters long.

3.2 Device Config

In the Device Config, there are Channels, Event, Record and System parts for NVR, and
Video, Event, Record and System for Camera configurations.

Q |Se-3':|‘

Before configuration, you can click ' button and enter a keyword to
search for the target device in the added device list quickly.

admin & ENsx @lex ¥ 0 X

NVR192.168.69.48

- .
Video
=
Video Image Audio

NVR192.168.69.168

T Comera19216869.149

ra192.168.69.204

Camera192.168.69.147 Event :?O_ E ...
Comens192.16869216 2 VA 'y

T% Camers192.16869.175CHT

=% Comeral2.16260.175CH2 DZ'(ZSZZH Video Loss VCA People Counting

T Cameral0216360.175CH3
T% Camera192.168.69.175CH4

Camera192.168.69.251CH!

ra192.168.69.241

16860.218

r2192.166.69.193

7]
v

%

%
=
=

%
T Camera192168.69.113
=

%
T Camera192.168.69.187
T Camera192.168.69.151
T Camera 19216869213
T Camera192168.69.137
T Camera192.166.69.104
T Camera192.168.69.251
T Camera192168.69.116
T Camera192166.69.138
T Camera192166.69.61

%

T Comera19216869.249
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3.2.1 NVR

The NVR Configuration page is as below:

I @ tveview x| Fo pevices x| W Device contis ~ il admin & Elsx ERex ¥ _ @ X

e —

T Camera 19216869217

Channels a
T Camers 19216860162 o9
W NVR192.168.69.168 Channels
T Camera 19216868149
Event -
A
—_— _—

Y Cameral92.168.69.175CH1
Camestea 680.175CHD Alarm Input Alarm Output Exception
T Camers 7

T Comera192.166.69.175CH3

TR Camera 192.16060.175CHA
" Camera192.168.60251CH Storage n | 1 E
102.16060.113 38

= 192.168.60.241 Disk

192168.69.218

192.168.69.193

=% Comera192.168.69.187
amera192.166.69.151 System Q L /
& 2 @ LA B & X
T Comera 19216869137

amera192.166.60.251

192168.69.116

102162.69.138

%
TG

=«

TG

TG

=«

Y Cameral92.168.69.104
wc

wc

T

" Comeral92.168.69.61
=

T% Camera192.166.69.249

|5/ Note:

» The NVR added through IP/Domain and P2P supports the following configurations.
* Only NVR of V7x.9.0.4 and above and CMS of V2.4.0.5 and above support the
following configurations through P2P.

3.2.1.1 Channels

Channels management provides searching, adding, editing, and deleting channels function.
As for searching and deleting channels, please refer to the Chapter Il Device Management
3.1 Adding Device.
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a’g Channels Management X

Protocol [ MSSP V] NIC [A” V] [Fi|ter‘.. ] Q Search + Add Manually  User Name[admin ] Password[ ] + add
Activate Modify Network
Channels List 474 Edit Authentication O Refresh M Delete
Channel Edit Delete Status IP Address [} Pratocol Maodel Firmware Version
1 ! E Connected 192.168.7.234 - ONVIF MS-C2864-RFPC 45.7.0.77-PTZ-test02
2 ! E Connected 192.168.7.80 - ONVIF MS-C2975-PB 40.7.0.77
3 d ﬁ Disconnected  192,168.14.119 - ONVIF
4 ! m Connected 192.168.14.102 - ONVIF MS-C2962-FPB 40.7.0.77

[Adding Channel]

You can add Milesight cameras searched by CMS automatically, and by adding manually,
you can add third party cameras that have ONVIF and RTSP protocol.

Add Channel X

Channel: [ 2 V]
Channel Name:  [CAM2 |
IP Address: ’ ]
Port; [s0 |
User Name: ’admin ]
Password; [ |
Protocal: [ ONVIF V]
Transport Protocol: [Auto V]

[rtsp:t/ ]
Secondary (respur ]
Time Setting: Syne Time With NVR

Apply

* ONVIF: Camera which supports ONVIF protocol;
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* RTSP:
1. Primary: rtsp://IP:Port/main
2. Secondary: rtsp://IP:Port/sub

|5) Note: The default port for RTSP protocol is 554.

* MSSP is only for the Milesight products.

[Editing Channel]

You can edit the channel when adding it manually. Or you can edit it by click the button L

Edit Channel X

|r‘tsp:_a"_a"' 92.168.14.103:3554/main

Channel: [ 1 v]
Channel Name: [CAM1 ]
IP Address: [192.168.14.103 ]
Port: [so83 ]
User Name: [admin ]
Passward: [IIIIIIIII ]
Protocol: [ ONVIF -]
Transport Protocal: [Auto v]

|

|

|r‘tsp:;"_f"' 92.168.14.103:3554/sub

Time Setting: Sync Time With NVR

Apply

3.2.1.2 Event
1. Alarm Input

The setting window will pop up as below by clicking the Alarm Input button, and then you
can modify alarm input settings. Here are six options for Alarm Action [Audible Warning]
[Email Linkage] [PTZ Action] [Alarm Output] [White LED] [Others] that you can select.
After choose the alarm action you can choose the alarm channel. You can click [Copy] to
copy the settings to other channels. And then click [OK] or [Apply] after all set.

[NVR Alarm Input]

* Audible Warning



« Email Linkage

*« PTZ Action
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Alarm Inpu

NVR Alarm Input | IPC Alarm Input

Alarm Input Ne.: [ 1

Alarm Type: [No

Alarm Name: [

Select All Clear All

0 2 4 6 8 10 12 14 16 18 20 22 24

senday  [——
0

monday | ——
0

Tuesdey  ———
0 2 4 6 8 10 12 14 16 18 20 22 2

Wednesday [IE—
0 2 4 6 8 10 12 14 16 18 20 22 24

Thorsdzy  [E———
0 2

Fiday  [——
0

sawrday  [——

Hoiday  [——

4

Alarm Action

Audible Warning  Email Linkage  PTZ Action  Alarm Output ~ White LED  Others

Select All Clear All

0 2 4 6 8 10 12 14 16 18 20 22 24
Sunday

Apply

Alarm Action

Audible Warning  Email Linkage ~ PTZ Action  Alarm Quiput ~ White LED Others

Select All Clear All

0 2 4 6 8 10 12 14 16 18 20 22 24

Sunday

2 4 6 8 10 12 14 16 18 20 22 24
Monday

2 4 6 8 10 12 14 16 18 20 22 24
Tuesday

0 2 4 6 8 10 12 14 16 18 20 22 24
Wednesday
0 2 4 6 8 10 12 14 16 18 20 22 24

Thursday
2 4 6 8 10 12 14 16 18 20 22 24
Friday
0 2 4 6 8 10 12 14 16 18 20 22 24
Saturday
0 2 4 6 8 10 12 14 16 18 20 22 24
Holiday

Trigger Channel d:

All

1 2 3 4 5 6 7 8
2 10 n 12 13 14 15 16
17 18 19 20 21 22 23 24
25 26 27 28 29 20 Eal 32
33 34 35 36 37 38 39 40
41 42 43 44 45 46 47 48

Alarm Input

NVR Alarm Input | IPC Alarm Input

Apply
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Alarm Inp

NVR Alarm Input | IPC Alarm Input

Alarm Action

Audible Warning  Email Linkage ~ PTZ Action  Alarm Output  White LED  Others

Select All Clear All
0 2 4 6 8 10 12 14 16 18 20 22 24

Sunday
0 2 4 6 8 10 12 14 16 18 20 22 24

Menday
2 4 6 8 10 12 14 16 18 20 22 24

Tuesday

0 2 4 6 8 10 12 14 16 18 20 22 24

Wednesday
0 2 4 6 8 10 12 14 16 18 20 22 24

Thursday
2 4 6 8 10 12 14 16 18 20 22 2
Friday
0 2 4 6 8 10 12 14 16 18 20 22 24
Saturday
o 2 4 6 8 10 12 14 16 18 20 22 24
Holiday
Trigger PTZ :
Channels [ Select Channel ] Action Typer [Preset Ne: [+
Add Delete
Channel Edit Delete Action Type No.
Copy oK Apply

 Alarm Output

Alarm Inp

NVR Alarm Input | IPC Alarm Input

Alarm Action
Audible Warning  Email Linkage ~ PTZ Action  Alarm Output ~ White LED Others

Trigger Alarm Output:

Add Delete

Alarm Output No. Alarm Name Edit Delete

Copy oK Apply

* White LED
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Alarm Inp

NVR Alarm Input  IPC Alarm Input

Alarm Action

Audible Warning

0
Sunday
Monday

0
Tuesday

0
Wednesday
Thursday

0
Friday

0
Saturday
Holiday

Email Linkage
2 4
2 4
2 4
2 4
2 4
2 4
2 4
2 4

PTZ Action

Select

8

White LED:

Al
10

Alarm Output  White LED
Clear All
12 14 16 18 20
12 14 16 18 20
12 14 16 18 20
12 14 16 18 20
12 14 16 18 20
12 14 16 18 20
12 14 16 18 20
12 14 16 18 20

3
Channel [ Select Channel | Flash Mode Flash Time — ——

Add

Delete

Channel

Delete

Flash Mode

Copy

Others

22 24

22

22

2

2

2

2 4

2 4
Reset

Flash Time

oK Apply

» Others

Alarm Inp

NVR Alarm Input  IPC Alarm Input
Alarm Action
Audible Warning ~ Email Linkage  PTZ Action  Alarm Output  White LED  Others
Trigger Channel Record:

Al

1 2 3 4 5 6 7 8
9 10 1 12 iE 14 15 16
17 18 19 20 21 22 23 24
25 26 27 28 29 30 31 32
33 34 35 36 37 38 32 a0
/ 42 43 a4 45 46 a7 48
49 50 51 52 53 54 55 56
57 58 59 60 61 62 63 64

Trigger Channel Snapsh

Al

1 2 3 4 5 6 7 8
9 10 1 12 13 14 15 16
17 18 19 20 21 22 22 24
25 2% 27 28 2 30 31 32
33 34 35 36 37 28 39 40
4 42 43 a4 45 45 47 48
49 50 51 52 53 54 55 56
57 s8 50 50 61 52 63 54

Note: This page's configuration will not be copied into other channels.
Copy oK Apply

[Camera Alarm Input]

* Audible Warning
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Alarm Inp

NVR Alarm Input  1PC Alarm Input

Fiday  [—
0

sewrday  [I——
0 2

Hoiay  [—

Alarm Action

Audible Warning ~ Email Linkage ~ PTZ Action  Alarm Output  White LED Others

Select All Clear All
0 2 4 6 8 10 12 14 16 18 20 22 24

Sunday
2 4 6 8 10 12 14 16 18 20 22 24
Monday
2 4 6 8 10 12 14 16 18 20 22 24
Tuesday

0 2 4 6 8 10 12 14 16 18 20 22 24

Wednesday
0 2 4 6 8 10 12 14 16 18 20 22 24

Thursday
2 4 6 8 10 12 14 16 18 20 22 24

Friday
0 2 4 6 8 10 12 14 16 18 20 22 24

Saturday
0 2 4 6 8 10 12 14 16 18 20 22 24

Holiday

Copy oK Apply

» Email Linkage

Alarm Inp

NVR Alarm Input  IPC Alarm Input

Alarm Action

Audible Warning  Email Linkage ~ PTZ Action  Alarm Quiput ~ White LED Others

Select All Clear All
0 2 4 6 8 10 12 14 16 18 20 22 24

Sunday
2 4 6 8 10 12 14 16 18 20 22 24
Monday
0 2 4 6 8 10 12 14 16 18 20 22 24
Tuesday
0 2 4 6 8 10 12 14 16 18 20 22 24
Wednesday
2 4 6 8 10 12 14 16 18 20 22 24
Thursday
2 4 6 8 10 12 14 16 18 20 22 24
Friday
0 2 4 6 8 10 12 14 16 18 20 22 24
Saturday
0 2 4 6 8 10 12 14 16 18 20 22 24
Holiday

Copy oK Apply

* PTZ Action



 Alarm Output

» White LED
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Alarm Inp

NVR Alarm Input

1PC Alarm Input

Alarm Action

Audible Warning  Email Linkage

Sunday
Monday
Tuesday
Wednesday
Thursday
Friday
Saturday

Holiday

0o 2 4
2 4
0o 2z a4
0o 2z a4
2 4
2 4
o 2 4
0o 2z a4

PTZ Action  Alarm Output

Select All Clear All
6 8 10 12 14
6 8 10 12 14
6 8 10 12 14
6 8 10 12 14
6 8 10 12 1
6 8 10 12 14
6 8 10 12 14
6 8 10 12 14

‘White LED

16 18 20
16 18 20
16 18 20
16 18 20
16 18 20
16 18 20
16 18 20
16 18 20

Others

22

22

22

22

22

22

22

22

24

24

24

24

24

24

24

24

Trigger PTZ

Channel: [ Select Channel

Add

~] hction Type: [Preset v

Delete.

Channel

Edit

Delete

Action Type

Copy

No.

oK

Apply

Alarm Input

NVR Alarm Input

1PC Alarm Input

Alarm Action

Audible Warning  Email Linkage

Trigger Alarm

Alarm Qutput No.

Add

PTZ Action

Alarm Qutput

‘White LED

Others

Output:

Delete

Alarm Output No.

Alarm Name

Edit

I

Copy

Del

lete

OK

Apply
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Alarm Inp

NVR Alarm Input  1PC Alarm Input

Alarm Action

Audible Warning  Email Linkage  PTZ Action  Alarm Qutput  White LED Others

Select All Clear All
0 2 4 6 8 10 12 14 16 18 20 22 24

Sunday
2 4 6 8 10 12 14 16 18 20 22 24
Monday
0 2 4 6 8 10 12 14 16 18 20 22 24
Tuesday
0 2 4 6 8 10 12 14 16 18 20 22 24
Wednesday
2 4 6 8 10 12 14 16 18 20 22 24
Thursday
2 4 6 8 10 12 14 16 18 20 22 24
Friday
0 2 4 6 8 10 12 14 16 18 20 22 24
Saturday
0 2 4 6 8 10 12 14 16 18 20 22 24
Holiday
White LED:
H
Channel [ Select Channel | Flash Made Flash Time — ————  Reset
Add Delete
Channel Edit Delete Flash Mode Flash Time
Copy oK Apply

» Others

Alarm Inp

NVR Alarm Input  1PC Alarm Inp

Alarm Action

Audible Warning  Email Linkage ~ PTZ Action  Alarm Output ~ White LED Others

Trigger Channel

val
vl v 2 V3 V4 V|5 V|6 v 7 v 8
V9 v 10 v V12 V13 v 14 V15 V16

Trigger Channel Snapshot:

v Al

V1 v 2 v 3 v 4 V|5 v 6 V7 v 8

v 9 v 10 v vz V13 V14 V15 v16
Note: This page’s configuration will not be copied into other channels,

Copy oK Apply

2. Alarm Output
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The setting window will pop up as below by clicking the Alarm Output button, and then you
can modify alarm output settings.

[NVR Alarm Output]

A Alarm Output x

[Camera Alarm Output]

NVR Alarm Output

NVR Alarm Qutput

IPC Alarm Output

-]

Alarm Output No.: [1
[no

Alarm Type: -

Alarm Name: [ |

Delay: [5s -]
Select Al Clear All

o 2 4 6 8 10 12 14 16 18 20 22 24
Sunday

0o 2 4 6 8 10 12 14 16 18 20 2 24
Monday

o 2 4 & 8 10 12 14 16 18 20 22 24
Tuesday

2 4 6 8 10 12 14 16 18 20 22 24
Wednesday

2 4 6 8 10 12 14 16 18 20 22 24
Thursday

o 2 4 6 8 10 12 14 16 18 20 22 24
Friday

0 2 4 6 8 10 12 14 16 18 20 22 24
Saturday

o 2 4 6 8 10 12 14 16 18 20 22 24
Haliday
Copy to Al
| All
=

oK Apply

Alarm Output

IPC Alarm Output

- | ZZENEEE

[
Alarm Output No.: [ 1

~]
-]
-]

Alarm Name: | ]

Channel:

Alarm Type: [ne

Delay: [5s -]
Select Al Clear All

o 2 4 6 8 10 12 14 16 18 20 22 24
sunday  —

o 2 4 6 8 10 12 14 16 18 20 22 24
vonday  [E——

o 2 4 6 8 10 12 14 16 18 20 22 24
Tuesday [ ——

4 6 8 10 12 14 16 18 20 22 24
Thursday
4 6 8 10 12 14 16 18 20 22 24
Friday
o 2 4 6 8 10 12 14 16 18 20 22 24
sawrday  [E—
o 2 4 6 8 10 12 14 16 18 20 22 24
Holiday  [E—
Copy to C:
Al
V|1 2 3 4 5 6 7 8

OK Apply
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The “Alarm Input”/“Alarm Output” settings enable you to set up alarm input/output type,
effective time, corresponding triggers, and you also can copy the settings to other channels.

After setting up one channel or some channels, click the Apply button [Apply].

3. Exception

Click the Exception button, the setting window will pop up as below:

f

EXCBptiOI'I Type: Metwork Disconnected

Trigger Action Disk Full

Event Motification: Record Failed
Disk Error

Disk Uninitialized
NO Disk

Audible Warning:

NWVR Alarm Output
All
1 2 3 4

oK Apply

The meanings of the items on the Exception page can be referred to the table below:

Table 5. Description of the buttons

ltem Function Introduction

Exception Type There are “Network Disconnected”, “Disk Full”, “Record Failed”, “Disk Failed”, “Disk
P yp Uninitialized” and “NO Disk”

Enable or disable the Event Notification

Enable or disable the Audible Warning

Trigger Action

Enable or disable the E-mail Linkage

Select All or specify the number of NVR Alarm Output

After finishing the settings, you can click the Apply button [Apply] to apply your settings to
the CMS software.



3.2.1.3 Storage

1. Record

[Record Schedule]

Click the Schedule button, the setting window will pop up as below:
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Record Schedule = General Settings

Select All Clear All

Sunday
Monday
Tuesday

o 2 4 6 8
Wednesday

o 2 4 6 8
Thursday

0 2 4 6 8 10 12 14 16 18 20 22 24
Friday

o 2 4 6 8 10 12 14 16 18 20 22 24

Saturday

Holiday

Copy

- Continuous

o Event

Event:

Apply

You can set channel recording schedules in “Record Schedule”, If you want the channels
to record by schedule, you need to select one of the recording types and then set the time.
You can click [Copy] to copy the settings to other channels. After setting the schedule for

one channel or some channels, click the Apply button [Apply].

[General Settings]

Make general configuration for selected channels. Click [Copy] to copy the same
configuration to other channels.
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Record Schedule  General Settings

Channels: 1 -]

Pre Record: [1s ~]

Post Record: Disable "

Audio Record: | Enable 'J

Record Stream Type: Primary Stream - ‘

Video Due Time: Unlimit -

ANR: Disable -

Copy oK Apply

* Channel: Select the channel which will be set.

* Pre Record:Event pre-record duration time. It will start recording before the event is
triggered. Note that NVR model ends with letter T doesn’t support pre-record.

» Post Record:Event post-record duration time. It will keep recording after the event is
over.

» Audio Record: Select to record audio or not.

* Record Stream Type: Select Main stream or sub stream for record.

* Video Due Time: Set the due time of recording files, 1~120 days or unlimited are
available.

* ANR: With this option enabled, when the connection between camera and NVR is
lost, the camera would start continuous recording and store videos in SD card instead.
Then after reconnection, NVR automatically retrieves missed continuous videos from
camera SD card in a period of time to prevent data missing. And you can check the
corresponding ANR recording directly in the playback interface.

|5/ Note: NVR needs to be upgraded to v7X.9.0.6 or above, and CMS needs to be
upgraded to v2.4.0.6 or above to support ANR function.

2. Snapshot

[Snapshot Schedule]

Click the Schedule button, the setting window will pop up as below:
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Snapshot Schedule  General Settings
Channel:E}
Select All Clear All

- CoOntinuous

sncay  [——
monday  [———
0 2

4 6 8 10 == Motion Detection

Tuesday  [—

- Alarm

o 2 4 6 8
Wednesday
o 2 4 6 8

Thursdey [ —
(] 2

Friday I

Saturday

Holiday

Copy oK Apply

You can set channel snapshot schedules in “Snapshot Schedule”, If you want the channels
to snapshot by schedule, you need to select one of the snapshot types and then set the
time. You can click [Copy] to copy the settings to other channels. After setting the schedule
for one channel or some channels, click the Apply button [Apply].

[General Settings]

Make general configuration for selected channels. Click [Copy] to copy the same
configuration to other channels.
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Snapshot Schedule X

Snapshot Schedule  General Settings

Channel:

Snapshot Interval: [10 | [seconds ~] 10-86400 Seconds

Snapshot Due Time: [ Unlimit - ]

Copy OK Apply

» Channel: Select the channel which will be set.

* Snapshot Interval: Set the snapshot Interval, 10~86400 seconds are available.

* Snapshot Due Time: Set the due time of snapshot files, 1~120 days or unlimit are
available.

3. Disk Management

Click the Disk Management to manage the disk, as the window shows, you can check the
disk status and format the disk. In addition, you can enable or disable Recycle Mode for the
storage device.
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Recycle Mode: [Enable -
Port Vendor Status Total(GE) Free(GE) Type Property Delete
3 WDC WD20EZRX-00DC0BO Nermal 1863 0 LocAL
Total Capacity(GB): [1863 ]
Available Capacity(GBJ: [0 ]
Refresh Initialize oK Apply

3.2.1.4 System

There are six parts in the System pages: General, Network, Holiday, Users, Status,
Maintenance.

admin @& BEfisx @S

I @ veview x| W Device Confis x || oL Devicss X

e —

% Cameral92.168.69.217

Channels g
T Camera192.16860.162 N7
W NVR192.168.69.48 L
=% camt
= cam2
= caM3 Event - -
T & & A
= cams

e Comerator 1685018 Alarm Input Alarm Output Exception
=% Camera

T Cameral92.168.60.204

" Camera192.168.60.147

T Comera15216869.216 Storage L_| E

T Cameral92.168.69.175CH1 }G

X Cameral92.168.69.175CH2 Disk
Record Snapshot

T% Cameral92.168.69.175CH3 Management

T Camera192.168.60.175CH4

"5 Camera192.168.69.251CH1
T Camera19216860.113 - Q 5 /
T Cameral92.168.69.241 ﬁ P V4

X Cameral92.16869.218

General Network Holiday Users Status Log Maintenance
5 Camera192168.60.193

T Camera192.168.60.187
5 Cameral9216869.151
"5 Cameral92168.69.213
T Camera192.168.60.137
T Camera192.16869.104
5 Cameral9216869.251
T Camera19216869.116
5 Camera192.16869.138

T Camera192.168.60.61

T% Camera92.168.60.249 -

1. General

Click the General button, a window will pop up as below:
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Device Name: [NVR ]
Server Time: [2021-08-25 14:29:01 |
Time Zone: [(UTC+08:00) China(Beijing, Hong Kong, Taipei) V]
Daylight Saving Time: [Aulo V]
® NTP

Server Address: [pool.ntp.org ]

Manual Sync Time

Set Time: [282‘—88-25 14:28:58 v

OK Apply

Device name and ID can be made up by yourself, and Server Time depends on the time
zone and daylight saving time you choose, which can be synchronized through NTP or
manually. After complete the settings, click [Apply] to save and apply the settings to CMS.

2. Network

In the Network part, you can use several network functions.

[Basic]

Basic configuration includes Default Route, IP Address, Subnet Mask, Default Gateway,
Preferred DNS server, Alternative DNS server, MAC Address, MTU(Byte), PoE NIC IPv4
Address.



CMS User Manual | 4 - Manage | 45

Basic PPPoE

Default Route:

IP Address:

Subnet Mask:

Default Gateway:
Preferred DNS Server:

Alternative DNS Server:

MAC Address:
MTU(Byte):
PoE NIC IPv4 Address:

UPnP DDNS Email p2p More
[Lan -
[192.168.7.95 DHCP

[255.255.240.0

[192.168.9.2

[

[1ccai6:08:11:1D

[1500

l
]
]
]
(8888 |
]
]
]
]

[192.168.20.1

Apply

|5) Note: The Default Route is compatible with 7X.9.0.12 version or above of Milesight

NVRs.

[PPPOE]

With the function enabled, Ethernet hosts can be connected to a remote access
concentrator via a simple bridging device.
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Basic PPPoE UPnP DDNS Email p2p More

+ Enable PPPoE

User Name: [ ]

Password: [ ]

OK Apply

|5/ Note: If both UPnP and PPPOE are enabled, only PPPoE will take effect.
[UPNnP]

With the function enabled, you don’'t need to configure the port mapping for each port in
router. It will do the port mapping in router automatically once router supports UPnP.

Basic PPPoE UPnP DDNS Email p2p Maore
Enable UPnP

Forwarding Type: [Auto ']
Internal HTTP Port: [80 ]
External HTTP Port: (21202 |
HTTP Status: [In\ralid ]
Internal RTSP Port: [554 |
External RTSP Port: [23202 |
RTSP Status: [In\ralid ]

Apply
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[DDNS]
DDNS (Dynamic Domain Name System) solves the dynamic IP address problems.

Check DDNS check-box to enable it, then select a DDNS Server, input the user name,
password and host name. Do not forget to save the configuration.

Milesight has its own DDNS server. Please do port forwarding for HTTP port and RTSP port
before enabling Milesight DDNS. Then input corresponding information and you can use
http://ddns.milesight.com:MAC to access device remotely.

|=) Note: “Host Name” must begin with letters, and it can only contain number, letters, and
hyphen.

Basic PPPaE UPnP DDNS Email p2p More
Enable DDNS

DDNS Server: [ddns.milesight.com ']

External HTTP Port:  [80 |

External RTSP Port:  [554 |

DDNS URL:  http://ddns.milesight.com/0B111D

OK Apply

[Email]

Check whether the SMTP port can be set or not. Please enable SSL/TLS according to
actual mailbox. (Some SMTP server needs to secure connection)

Set the Sender E-mail Address, User Name, Password, and SMTP Server:
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Basic PPPaE UPnP DDNS Email p2p More

Enable:

User Name:

Password:

SMTP Server:

Port:

Encryption TLS SSL

Host Name: http:// [ Enable

Sender Address: [

Receiver Address 1:

[
Receiver Address 2: [
[

Receiver Address 3:

oK Test Apply

The meanings of the items on the Network page can be referred to the table below:

Table 6. Description of the buttons

Item Function Introduction
Check the checkbox to enable Email
Enable @ Note: You can edit the configuration only when you enable the function.
User Name The E-mail address you chose to send emails
Password The password of the E-mail
SMTP Server The SMTP Server of your E-mail
Port The port of SMTP Server, it's usually 25
Encryption Check the checkbox to enable SSL or TLS if it is required by the SMTP server.
Host Name The host address of the E-mail
Sender Name Named by yourself for the Sender E-mail
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Item Function Introduction
Sender Address It must be the same as [User name]
Select Receiver You can have 3 receivers at one time
Receiver Name Named by yourself for the Receiver E-mail
Receiver Address E-mail Address for the receivers

[ P2P]

You can watch remote NVR live view in WAN by P2P on M-Sight Pro without doing port
forwarding on router.

Click “Enable” and “Save” to enable P2P.
P2P is enabled successfully when P2P Status shows “Activated”.

After enabling, you can add the NVR on the APP M-Sight Pro for live view via scanning the
QR code on the “P2P” page directly, or inputting the MAC address manually.

Basic PPPoE UPnP DDNS Email p2p More
P2P Service: + Enable
P2P Status: |U|‘ac'.i-.-'a'.ec|

Please scan this OR code on App to get a remaote view.

Apply

[More]
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Basic PPPoE UPnP DDNS Email p2p More
S5H Port: 22 | | |Enable S5H
HTTP Port: [s0 ]
HTTPS Port: [443 |
RTSP Port: [554 ]
Push Message: ~ Enable
Push Stream Type: | Auto VJ
Push Message Settings: Edit
oK Apply

* SSH Port:The default SSH port is 22. Only for Milesight R&D debugging.

* HTTP Port: The default HTTP port is 80. Please modify HTTP ports according to actual
application.

*« HTTPS Port: The default HTTPS port is 443. Please modify HTTPS ports according to
actual application.

* RTSP Port:Real Time Streaming Protocol (RTSP) is an application layer protocol
in TCP/IP protocol system. The default RTSP port is 554. Please modify RTSP port
according to actual application.

» Push Message:With this option enabled, you can receive the alarm message on the
mobile application.

* Push Stream Type:Select video stream which will be pushed to APP M-Sight Pro.
Auto, Primary Stream and Secondary Stream are available.

* Push Message Settings:Select Push Event Type which will be pushed to APP M-sight
Pro.

(1) Camera Event: You can select different Event Types for different channels, including
Motion Detection, Video Loss, Region Entrance, Region Exiting, Advanced Motion
Detection, Tamper Detection, Line Crossing, Loitering, Human Detection, Object Left/
Removed , Alarm Input and ANPR. The ANPR event related message including Black List,
White List and Visitor List.
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Push Message Settings X

Camera Event ~ NVR Event

Channel: [ 1 V]

Push Event Type: v all
v|Motion Detection v Video Loss | Region Entrance
+|Region Exiting v Advanced Mation Detection v Tamper Detection
+|Line Crossing + Loitering +/Human Detection
| Object Left/Removed

Alarm Input
w1 v 2

ANPR
l +|Black List | White List | Visitor List

Copy OK Apply

|=) Note: The ANPR compatible in 7X.9.0.12 version or above of Milesight NVRs.

(2) NVR Event: Select channels which you want to push the Alarm Input Event of NVR.

Push Event Type X

Camera Event  NVR Event

Alarm Input
v All

vl [v]2 [v]3 [v|4 |[v|5 [v]6 [v|]7 |v|8
v 8 w10 w11 w12 w13 w14 w15 v|16

OK Apply

|=) Note:

» Check the DHCP checkbox if there is a DHCP server running in networks;

* The valid range of MTU is 500~9676;

« Do not input an IP address conflicted with another device;

« “Host Name” must begin with letters, and it can only contain number, letters, and
hyphen;

« It will email you a screenshot when motion detection is triggered,;

« If your NVR has a port forwarding IP for Host Name, please input the complete address
that contains the port;

* The default SSH port is 22, and the default HTTP port for IE browser is 80, while the
valid range of RTSP port is 554 or 1024~65535.

» There would be no NVR Event interface if your NVR doesn’'t have alarm input interface.
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3. Holiday

Click the Holiday button, the Holiday window will pop up. Click the Edit button to edit the
selected holiday schedule as below:

A

ID Haliday Name Status Start Date Fnd Date Edit
1 Holiday X r
> Holiday Holiday Edition [Hollday ] 4
Holiday Enable v Enable
- 4
3 Holiday Style: [Month V] r
4 Holiday Start Date: [January V] [ 30 V] f
End Date: [ February V] [ 1 V]
5 Holiday
* Holiday schedule takes precedence over other schedules.
6 Holiday 4
Apply Cancel
7 Holiday £
8 Holiday Disable 11 11 V4
g Holiday Disable 1-1 1-1 £
OK Apply

4. Users

Click the Users button, the setting window will pop up as below:

Security Question
Edit
Account Management

Add

ID User Name User Level Edit Delete

1 admin Admin £
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[Security Question]

You can set the Security Question for your NVR, in case you forget the password, you can
reset the password by answering the Security Question correctly.

Click “Edit” button, input Admin Password, and set three Security Question for your NVR,
then click “OK”.

A [ ]

dmin Password

Security Question 1: [ What's your father's name? V]

i Security Answer L: ’ ]

Security Question 2: [ What's your father's name? V]

‘ Security Answer 2: ’ ] “

Security Question 3: [ What's your father's name? V]

Security Answer 3: ’ ]

OK

There are twelve default questions below, you can also customize the Security Question.

-

What's your father's name?
What's your favorite sport?
What's your mother's name?
What's your mobile number?
What's your first pet's name?
What's your favorite book?
What's your favorite game?
What's your favorite food?
What's your lucky number?
What's your favorite color?
What's your best friend's name?
Where did you go on your first trip?
Customized Question

[Account Management]

There are three user levels in User option: Admin, Operator and Viewer, and you can click
the Delete icon [ to delete “Operator” and “User” while unable to delete “Admin”. Click the

Edit icon < , setting window will show as Figure below:
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User Information

Admin Password I

User Name ||

Password I

Confirm Password I

User Level

I Operator

Local
All

« Live View Operation
v Record
+ Snapshot
v Audio
v Two-way Audio
+|PTZ Control
« PTZ Settings
+ Image Configuration
« Camera Alarm Output
' Play Mode

v Taraet Mode Oneration

Operation Permissions Channel Permissions

Remote
All

+ Live View Operation

v Record

v Snapshot

| Audio

' Two-way Audio

| PTZ Control

« PTZ Settings

+ Image Configuration
« Camera Alarm Output
' Play Mode

Taroet Mode Oneratinn

Apply

The meanings of the items on the Edit User page can be referred to the table below:

Table 7. Description of the buttons

Item Function Introduction
User Level There are two user levels to choose from, operator and viewer
User Name A name made by yourself to identify users

Admin Password

You should input the admin password before editing the user type

Password

Set the password for different user type

Confirm password

Re-input the same password to ensure the password

Operation Permission

Show the permission including local permissions and remote permissions in different
user types, you can scroll the blue bar to get more information

Channel Permission

Choose different channels for different user types
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Click the Add button [Add], the setting window will pop up as below:

User Information |

Admin Password [

User Name [

Confirm Password [

J
J
Password [ |
]
]

User Level [ Operator -
_ Channel Permissions
Local Remote
All All -
« Live View Operation « Live View Operation
+ Record + Record
+ Snapshot + | Snapshot
+ | Audio +|Audio
+ Two-way Audio + Two-way Audio
' PTZ Control «|PTZ Control
' PTZ Settings + | PTZ Settings
+ Image Configuration + Image Configuration
+ Camera Alarm Output + Camera Alarm Output
+ Play Mode + Play Mode
| Tarast Made Oneration Tarnet Mode Oneration =

Apply
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User Information |

Admin Password [

User Name [l

Password [

Confirm Password [

User Level [ Operator V]
Operation Permissions _
Local Remote
+ Live View Operation + Live View Operation
vl v 2 v\ 3 v 4 vl w2 v 3 v 4
v 5 v 6 w7 V(8 “ 5 v b it +|B
| Playback Operation | Playback Operation
v v 2 w3 |4 v 1 v 2 v|3 |4
V|5 V|6 v|7 v|B v|5 v 6 v |7 v|B8

Apply

5. Status

Status includes Device Information, Network Status, Camera Status, Event Status and Disk
Status. Status adopts the page form to display the contents.

[Device Information]

From this page, you can check the Device ID, Product Model, Camera Number(The
maximum number of camera can be added to the NVR), HDD number(The maximum
number of HDD can be supported to the NVR), Alarm Input Number, Alarm Output Number,
MAC Address, Firmware Version, Hardware Version, Uptime and SDK Version.
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admin @ Effssx Blsex ¥ _ O X

) Live View x

Product Model: ‘I\’IS—NiCCE'UF’C

Network Status

Camera Number: 8
Camera Status HDD Number: E
Event Status Alarm Input Number: 4

Disk Status Alarm Output Number: [

MAC Address:
Group Status
Firmware Version:
Hardware Version:
Uptime: [16:12:50 up 7 days, 647

[Network Status]

It will show you information about the network, including: Receive Bandwidth, Connection,
Mode, DHCP, MTU(B), IP Address, Subnet Mask, Gateway, MAC Address, Preferred DNS
Server, Alternate DNS Server, Receive Rate, and Send Rate.

admin g BN MMsex ¥ _O X

I@ Live View xl W} Device Config xl ) Status  x

Device Information

[
Free: [67Mbps Used: 13Mbps

Camera Status

Event Status LAN1

Disk Status Connection: [Link is up - 100Mbps Duplex ]
1Pv4 DHCP: [Disable | 1Pv6 Mode: [Manual |

Group Status
1Pv4 Address: [192.1687.95 | 1Pv6 Address: [ |
1Pv4 Netmask: [255.255.2400 | 1P6 Prefix Length: | |
1Pv4 Gateway: [192.1689.2 | 1Pv6 Gateway: [ |
Preferred DNS Server: [8.8.8.8 | Alternate DNS Server: | ]
MAC: [1c:c3:16:08:11:1D | MTUE): [1500 |

|

Receive Rate: [22.91Mbps | send Rate: [9.00Mbps
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[Camera Status]

It will show you the Channel, Name, IP address, Record or not, Frame Rate, Bitrate,
Resolution of main stream, Status of connection.

admin @ BEfisx @lex ¥ _0 X

I @ tieview x| @ veicoconig x | o Dovices x| — s

Device Information

Channel Name IP Address. Record Frame Rate Bitrate Resolution Status.

Network Status

1 CAMT1111111111T1qw.. 192.168.60.204 off 0fps 0Kbps 0x0 Disconnec cted

2 cam2 192.168.69.60 off 0fps 0 Kbps ox0 Disconnec cted
Dk tat 3 cams 192.168.60.113 off 25 fps 4119 Kbps 1920x1080 Connected
Group Status 4 cama 192.168.60.135 off 75 fps 12467 Kbps 1920x1080 Connected

5 cams 192.168.60.162 off 25 fps 1007 Kbps 1920x1080 Connected

:

,

z

.

T

"

z

13

z

15

T

[Event Status]

The icon will turn to red when the device is in the event status:

 Camera Event

admin @ Efex @Wex ¥V _0X

I@ Live View, xl W Device Config xl & ostaws x

Camera Event Alarm Input List Alarm Output List vea

Camera Event

Channel Name 1P Address Video Loss Motion Alarm 1/0
1 cami 192.168.6.117 a
Group Statt 2 CAM2 192.168.69.204
3
4
5
5
7
8
9




 Alarm Input List

I © Live View xl W Device Config xl = ostaws x

B —

Network Status.

f—

E
ros

F—

Group Status bt
aos
o
xes
=
aer
aea
aes
o
e
ro

Camera Event

Alarm Input List

Alare Input List

Alarm Name

 Alarm Output List

I @ tiveview x | B bevcecorfia x | = s~ Il

Device Information
Network Status

Camera Status

I

A1

Disk Status.

Group Status A2
A3
A4

* VCA

Camera Event

Alarm Output List

Alarm Input List

Alarm Name

Alarm Output List

Alarm Type

NO
NO
NO
NO
NO
NO
NO
NO
NO
NO
NO

NO

Alarm Type

NO
NO
NO

NO

Duration Time.
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State

State
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I @ tveview x| W bevicecontig x| = sorus x admin & ENsx Elex ¥ _0 X

Device Information Camera Event Alarm Input List Alarm Output List vea

Netuwork Status
Smart Event

Camera Status

m Channel Name 1P Address Region Entrance  Region Exiting  Advanced Motion Detection | Tamper Detection  Line Crossing Loitering  Human Detection Object Left/Removed

cam1 192.168.60.117
Disk Status.

Group Status camz 192.168.60.204

[Disk Status]

It will show you the Disk port, Vendor, Status, Total capability, Used capability, Free
capability HDD type, In use or not and Recycle Mode on or off.

admin @ BEMex s v _ QX

@) Live View x 2 staws  x

Device Information

Disk Status
Network Status
Port Vendor Status. Total(GB) Free(GB) Type Property
Camera Status
1 ‘WDC WD10EJRX-BIN74Y0 Offline 0 0 LOCAL R/W

Event Status

2 ‘WDC WD10PURX-64E5EY0 Uninitialized 931 0 LOCAL R/W

Group Status

Total Capacity(GB)  [021 |

Available Capacity(GB) [0 \
O Refresh

[Group Status]

The page will show data about NVR including Group, Disk and Channel.

* Sort by Group
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I@ e view. x| B Device conig. x| — seors

Sortby Channel
Netwerk Status

Group Disk Channel
Camera Status
Event Status

Disk Status

« Sort by Channel

l@ Live View xl W Device Config xl = status

Device Information Sort by Group ‘Sort by Ghannel
Netwerk Status
Channel Group

Camena Status

1 -
Event Status

2 -
Disk Status

6. Log
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In Log interface, you can check, search and export logs. By selecting the Main Type , Sub
Type, Channel, Start Time and End Time which can narrow down the scale of logs, you can
search for logs that you need and then export them locally.

The Logs page is as below:

= admin Bisx Blax w_ 0O
I @ tieview x [ © ploypack x| S veices x I @ veviceconiig x | 2 pevice 1ogs x 8 B BN« ¥ _0X
Log Search - NVR192.168.69.131  No. Main Type Sub Type Time Parameter Channel User Remote Host IP Details
Main Type 1 Event Start Motion Detection 2022-03-16 10:40:31 N/A 23 N/A N/A L]
2 Operaion Remote: Login 2022.03:16 194029 A admin 1921686920 =
Sub Type
3 Event Start Motion Detection 2022-03-16 19:40:28 N/A 5 N/A N/A L
Start Time 4 Information Start Record 2022-03-16 19:40:26 29 N/A N/A L]
[2022/03/01 00:0000 -] -
e T s Event Start Motion Detection 2022-03-16 18:40:25 N/A 2 N/A N/A &
End Time
[pzonTEes ) s Event Stop Motion Detection 2022.0316 194025 /A 2 NA /A &
Channel 7 Event Stop Motion Detection 2022-03-16 19:40:24 N/A 5 N/A N/A -
cH Nam -
8 Information Start Record 2022-03-16 19:40:22 15 N/A N/A &
N/A -
B o 9 Event Stop Motion Detection 2022-03-16 19:40:21 N/A 2 N/A N/A L]
2 came 10 e Start Motion Detection 2022-03-16 19:40115 N/A 2 N/A N/A -
3 cam3 1 Event Stop Motion Detection 2022.03-16 18:40115 N/A 2 /A N/A &
4 cam4
12 Event Start Motion Detection 2022-03-16 19:40:14 N/A 5 N/A N/A L
s cams
5 cavs 3 Event Stop Motion Detection 2022-03-16 19:40114 N/A 5 N/A N/A L
- 14 Event Start Motion Detection 2022-03-16 19:40:11 N/A 28 N/A N/A L
Q search 15 Operation Remote: Login 2022-03-16 19:40:08 N/A admin 192.168.69.19 -
2 Export 16 Event Start Motion Detection 2022-03-16 19:40:05 N/A 2 N/A N/A L]
7 Event Stop Motion Detection 2022.03-16 18:4005 N/A 2 /A N/A &
18 Event Start Motion Detection 2022-03-16 194004 N/A 5 N/A N/A -
19 Event Stop Motion Detection 2022.03-16 18:4004 N/A s /A N/A &
20 e Stop Motion Detection 2022.03-16 18:4000 N/A 7 /A N/A &
2 Event Start Motion Detection 2022-03-16 19:39:55 N/A 2 N/A N/A -
2 e Stop Motion Detection 2022.03-16 18:39:55 N/A 2 /A N/A &
23 Event Start Motion Detection 2022-03-16 19:39:54 N/A 5 N/A N/A L
2 Event Stoo Motion Detection 2022-03-16 18:39:54 N/A 5 N/A N/A ] hd
Total10000 4 4 b B Go Page1/100

The meanings of the items can be referred to the table below:
Table 8. Description of the buttons

Parameters Function Introduction

There are three main log types: [All], [Event], [Operation], [Information], [Exception],

Main Type [Debug]

On the premise of main type has been selected, select the sub type to narrow the

Sub Type range of logs

Start Time The time log starts

End Time The time log ends

Channel Check to select the log of the corresponding channel
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Parameters Function Introduction
Q search Click the button to search the matched logs
2 Export Export the log file

You can click the ™ button to check the log details, and you can also click the bar to list
the log by items such as Log ID, Time, User, Main Type, Sub Type, Device Name, Device

Type, etc.

7. Maintenance

The Maintenance page is as below:

N Maintenance

X |

System Management
Reboot the device: Reboot
Auto Reboot:
Reset: |Keep the IP Configuration

v Keep the User Information

Reset
Local Upgrade: m ] Upgrade
Restore after upgrading
Online Upgrade: Check
Import Configuration File: m ] Upload
Export Configuration File: Backup
Export Diagnose File: Backup
OK Apply

The meanings of the items on System page can be referred to the table below:
Table 9. Description of the buttons
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Parameters

Function Introduction

Reboot the device

) Reboot )
Click button to reboot the device

Auto Reboot

Set day and time for reboot, and the NVR will reboot automatically at the set time.

Day:Everyday, Monday, Tuesday, Wednesday, Thursday, Friday, Saturday and
Sunday.

Time: Adjustable range from 00:00:00 to 23:59:59.

|=) Note: Make sure the NVR'’s version is 7X.9.0.12 or above.

Reset

Reset
Click button to reset the settings to the default one.

Keep the IP Configuration: keep the IP configuration when resetting the device.
Keep the User Information: keep the User configuration when resetting the device.

Note: If you disable the “Keep the User Information” option when resetting the
device, the device will be reset to the ‘Inactive’ status, you need to set a password for
it again.

Local Upgrade

Click the button to import the firmware file from PC, and click

Upgrade

the button to upgrade.

Restore after upgrading . .
Enable option to restore the settings to the default one

after upgrading the device.

Online Upgrade

Check
Click the = button to check for update, then click OK to update to the

latest version when new version is detected.

Milesight CMS X

New version 70.7.0.10 detected, upgrade
now?

OK Cancel
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Parameters

Function Introduction

Import Configuration File

Click the button to import the configuration file from PC, and click

Upload
button to import the configuration file.

Export Configuration File

Backup
Click button to export the configuration file.

Export Diagnose File

Backup

Click button to export logs and system information of the device
operation status.

3.2.1.5 Camera

The Device Configuration for Network Camera which inside NVR is as below:

admin & Bfsx Eler ¥ _ 0 X

A © &

Image Heat Map

- ’ Video
=
W NVRIS2.168.69.48
W NVRI%2.16869.168 Video
= camn
= cam
- Event _30_
T A 2
= cams
Motion
T Comera192.168.69.149 Detection

Camera192.168.69.204
Camera192.168.69.147

Camera192168.69.216

Camera192.168.69.175CH!
Camera192.168.60.175CH2
Camera102.168.60.175CH3
Cameral02.163.60.175CH4

Camera192.168.69.251CH

Camera19216369.113
Camera102.168.60.241
Camera192168.69.218
Camera192.168.69.193
Camera192.168.69.187
Camera122.168.69.151
Camera122.168.69.213
Camera192.168.69.137
Camera192.168.69.104
Cameral02.16.60.251
Camera19216869.116
Camera192168.69,138

Camera192.168.69.61

dddddddddddddddAaddaqddd

Camera192.168.69.249

H v &

Video Loss vea People Counting

Video

The Video page is as below:
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Primary Stream

Secondary Stream

Secondary Stream:  + Enable

Video Codec: [ H.265 v]

Frame Size: [ 640%480 V]

Frame Rate: [ 25 V] fps

Bit Rate: [ 312 V] kbps

Smart Stream: [ Off ']

Bit Rate Control: [ CBR "']

I-frame Interval: [ 50 v] frame(1-120)

OK Apply

The meanings of the items on the page can be referred to the Table below:

Table 10. Description of the buttons

Parameters

Function Introduction

Record Stream Type

This function supports separate settings of different bit rate and frame rate for different
Recording Stream Types including General and Event.

For example, you can set lower frame rate or bit rate for General recording while higher
frame rate or bit rate for Event recording. The recording storage space can be greatly
reduced by using this function.

@ Note: Event Record Stream Configuration includes Events like Motion Detection,
VCA, Camera Alarm Input and Smart Analysis.

Video Codec

H.265/H.264 available

Frame Size

Options include 4M(2592*1520),3M(2048* 1536), 1080P(1920*1080), 2M(1600 *1200),
1.3M(1280*960), 720P(1280*720), D1 (704*576)

Maximum Frame Rate

Maximum refresh frame rate per second
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Parameters Function Introduction

Bit Rate Transmitting bits of data per second, this item is optional only if you select the H.264

Smart Stream mode remarkably reduces the bandwidth and the data storage
requirements for network cameras while ensuring the high quality of images, and it is a

10-level adjustable codec.
Smart Stream

It is optional to turn On/Off Smart Stream mode.

Level: Level 1~10 are available to meet your need.

CBR: Constant Bitrate. The rate of CBR output is constant

Bit Rate Control . . . . .
VBR: Variable Bitrate. The rate of VBR output will be variable according to the

occupation of bandwidth

Profile The option is for H.264. Base/Main/High can be selected according to your needs

I-frame Interval Set the I-frame interval to 1~120, this item is optional only if you selected the H.264

|5) Note: If you choose other display modes of fisheye under Multi-channel mode except
10/1P/2P, then you can not edit secondary stream page as shown below:

Video X

Primary Stream  Secondary Stream

Record Stream Type: | General v|
| Video Codec: | H.264 v |
Frame Size: | 2560°640 v |
Maximum Frame Rate: | 25 v | fps |
Bit Rate: | 4096 v | kbps
Smart Stream: | off v
Bit Rate Control: [ CER "]
Profile: | Main v |
I-frame Interval: 50 #| frame(1-120)

8]4 Apply
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Display Enhancement  Day/Night Settings osD Privacy Mask ROI

Power Line Frequency: [ 30Hz V]
Day/Night Mode: [Aulo Made V]
Day to Night Value: o Reset
Night to Day Value: o Reset
IR Light Sensor Value: 100 Q
Smart IR Mode: [Aulo Mode V]
IR Strength Value: MNear:0 Far:0 Q
Day/Might Switch Refocus: [ On V]
QOutdoor/Indoor Mode: [ Qutdoor V]
Corridor Mode: [ off V]
v
OK Apply

Referring to the following table for the illustration of each item on the image page:
Table 11. Description of the buttons

Parameters Function Introduction

Power Line Frequency 60HZ flicker for NTSC mode and 50HZ flicker for PAL mode
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Parameters

Function Introduction

Day/Night Mode

There are several parameters associated with this mode such as Exposure Level,
Maximum Exposure Time and IR-CUT Interval, etc.

Night Mode: Shown in the live view based on Night Mode settings
Day Mode: Shown in the live view based on Day Mode settings

Auto Mode: Shown in the live view based on environment, set the sensitivity for
switching Day Mode to Night Mode, or Night Mode to Day Mode

Customize: Shown in the live view based on your own settings’ time to start/end
Night Mode

Day To Night Value

This is the sensitivity for switching Day Mode to Night Mode. When IR Light Sensor
Current Value is lower than this value, it will switch Day Mode to Night Mode

Night To Day Value

This is the sensitivity for switching Night Mode to Day Mode. When IR Light Sensor
Current Value is higher than this value, it will switch Night Mode to Day Mode

IR Light Sensor Value

The current value of the IR light sensor

Smart IR Mode

With the combination of the High Beam and Low Beam,The IR LEDs technology has
been upgraded to provide better image clarity and quality regardless of the object
distance. Also, the Low Beam and High Beam's brightness can be adjusted manually
or automatically on the basis of the Zoom ratio. Moreover, with the IR anti-reflection
panel, the infrared light transmittance is highly increased.

Support to set the intensity of the IR to Auto Mode or Customize to achieve the
best effect.

Near view level

Adjust the light intensity of Low-Beams LED light level from 0 to 100.

Far view level

Adjust the light intensity of High-Beams LED light level from 0 to 100.

IR Strength Value

The current value of Low-Beams LED and High-Beams LED light value

Outdoor/Indoor Mode

Select indoor or outdoor mode to meet your needs

Corridor Mode

There are three options available, you can select one to meet your need
Off: Keep the image in normal direction
Clockwise 90°: Rotate the image by 90° clockwise

Anticlockwise90°: Rotate the image by 90° anticlockwise
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Parameters

Function Introduction

Image Rotation

There are four options available, you can select one to meet your need
Off: Keep the image in normal direction

Rotating 180°: Invert the image

Flip Horizontal: Flip the image horizontally

Flip vertical: Flip the image vertically

Keep Correct Aspect Ration With this option enabled, the camera will prevent the image from distortion when

resolution ratio is changed

Enhancement

Display Enhancement  Day/Might Settings osD Privacy Mask ROI

IR Balance Mode: [ off V]
Defog Mode: [OH V]
Reduce Motion Blur: [ Off V]
Digital Image Stabilisation: [ off V] |
White Balance: [Auto White Balance V]
Exposure Mode: [ Auto Mode V]
BLC/WDR/HLC Mode: [ single Mode -
BLC/WDR/HLC: [off -
OK Apply

The meanings of the items on Image page can be referred to the table below:

Table 12. Descript

ion of the buttons
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Parameters Function Introduction

There is an option to turn On/Off the IR LED.

IR Balance Mode .
IR Balance Mode would avoid the problem of overexposure and darkness, and the IR

LED will change according to the actual illumination.

Defog Mode Better image effect in foggy weather.

) Enable this function to reduce the motion blur of objects effectively.
Reduce Motion Blur

You can adjust the deblur level from 1 to 100.

Digital Image Stabilisation | pecrease the blur and shakiness of the image.

To restore white objects, removed color distortion caused by the light of the
environment

Auto White Balance:This option will automatically enable the White Balance
function

Manual White Balance: This option is only for H.265 series. Set Red Gain Level and
Blue Gain Level manually.

White Balance Incandescent Lamp: Select this option when light is similar with incandescent lamp
Warm Light Lamp: Select this option when light is similar with warm light lamp
Natural Light: Select this option when there is no other light but natural light
Fluorescent Lamp: Select this option when light is similar with Fluorescent Lamp

Schedule mode: Select this option that you can customize the schedule to enable/
disable above modes

Auto Mode, Manual Mode and Schedule Mode are available.

Auto Mode: The camera will adjust the brightness according to the light environment
automatically;

Exposure Mode Manual Mode: The camera will adjust the brightness according to the value you set,
you can set the exposure time from 1~1/100000s, the higher the value is, the brighter
the image is;

Schedule Mode: You can customize the schedule to enable/disable Auto Mode and
Manual Mode.

Single Mode: Set single mode for BLC/WDR/HLC.

BLC/WDR/HLC Mode Day/Night Mode: Support BLC/WDR/HLC on Day Enhancement Mode/Night
Enhancement Mode separately.

Schedule Mode: Set schedule mode for BLC/WDR/HLC.
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Parameters Function Introduction
Off, Customize, and Centre are available (in single mode, only enable when WDR is
disable)
Off: Calculate the full range of view and offer appropriate light compensation
Customize: This option enables you to customize inclusive or exclusive region
BLC Region manually

Centre: This option will automatically add an inclusive region in the middle of the
window and give the necessary light compensation

|5 Note: If you choose other display modes of fisheye under Multi-channel or
Bundle-Stream mode except display mode with Original view, then you can not set
the option.

Wide Dynamic Range

This function which can capture and display both bright and dark areas in the same
frame enables details of objects in both bright and dark areas to be visible.

Off: Disable WDR function
On: Enable the WDR, there are three levels of Low/High/Auto

Customize: Customize the schedule to enable/disable the WDR function and set the
levels with Low/High/Auto

Wide Dynamic Level

Set WDR with Low/High/Auto level

Anti-flicker Level

Reduce flickers that appear on screen in some lighting conditions and there are 10
levels of anti-flicker adjustments

High Light Compensation

This function is only for H.265 series to adjust the brightness to a normal range when
the light is strong, refers to Figure 4-4-11

Off: Disable HLC function

General Mode: Enable the general mode of HLC, and there is a setting for HLC
Level

Enhanced Mode: Enable the enhanced mode of HLC, and there is a setting for HLC
Level

HLC Level

Select level for HLC

Day Enhancement Mode

BLC/WDR/HLC are available.

Night Enhancement Mode

BLC/WDR/HLC are available.

Day/Night Settings
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Display Enhancement  Day/Night Settings osD Privacy Mask ROI

Day/Night Settings: Template Schedule

Template Time Exposure Level Minimum Shutter Maximum Shutter | Limit Gain Level | IR-CL

- Night 5 1/25 1/100000 100
= Day 5 125 1/100000 100
1 - 5 1/25 1/100000 100
2 = 5 1/25 1/100000 100
3 - 5 1/25 1/100000 100
4 = 5 1/25 1/100000 100
5 - 5 1/25 1/100000 100
« I >

Copy OK Apply
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@ uveview x| &% Devices x | W Device Config =

W NvR192168.60.182 .
i Video — Emege X
W Network Camers )
_ Display Enhancement  Day/Night Settings osD ROI

192168.69.60

WP coa6s Video Image Audio
Event g @
Basic Event ANPR
Storage =D Day/Night Settings: Template Schedule
[ —-]
== Template | Time | Exposure Level = Minimum Shutber ~ Maximurm Shutter | Limit Gain Level | IR-CL
Storage Template Schedule 1o
Templatel =) Default  SelectAll  Clear Al | (L
e 2 4 6 8 10 12 14 16 [B 20 2 24 . frooooo 100
System Template2 of Template
¥ - Templated
.'- o | Templated - Templat=2  [HODDOO 100
TemplateS .
—Template3  hioanon 100
Date&Time Nel
- 100000 100
f100000 100
Save
Y oK Apply

Referring to the following table for the illustration of each item on the image page:

Table 13. Description of the buttons

Parameters Function Introduction

Exposure Level Level 0~10 are available to meet your need

Minimum Shutter is the same as Maximum Exposure Time. Set the minimum Shutter

Minimum Shutter t0 1~1/1000005

Maximum Shutter is the same as Minimum Exposure Time. Set the maximum Shutter

Maximum Shutter t0 1~1/100000s

Limit Gain Level Set the Limit Gain Level to 1~100
IR-CUT Latency The interval time of switching one mode to another
IR-CUT Turn on or turn off IR-CUT
LED Turn on or turn off IR-LED
Color Mode Select B/W or Color mode under Day/Night mode
Edit Edit the parameters above

Template setting:

If you want to preset a template for day / night switching to the set image mode, you can do
it under the template schedule ,
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Set the corresponding time period under the template schedule, and then click the icon ©
to set the image parameters corresponding to the time.

It can currently support 5 template settings but please ensure that the version of the camera
reaches XX.8.0.1 or above

OSD

i Display Enhancement  Day/Night Settings osD Privacy Mask ROI

[ el e i e [ =

Video Stream: [ Primary Stream ']
Font Size: [ Large V]
Show Video Title: v
Video Title: [Nelwork Camera ]
Text Position: [ Top-Left V]
Display Date: v
Diate Position: [ Top-Right V]
Date Format: [ DDMMAYYY -
| Copy to other streams: ars w3
|
OK Apply

Referring to the following table for the illustration of each item on the image page:
Table 14. Description of the buttons

Parameters Function Introduction

Enable to set OSD for primary stream and secondary stream
Video Stream
@ Note: This option is not available for cameras that enable Area Cropping.

Font Size Smallest/Small/Medium/Large/Largest/Auto are available for title and date
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Parameters Function Introduction
Show Video Title Check the checkbox to show video title
Video Title Customize the OSD content
Text Position OSD display position on the image
Display Date Check the checkbox to display date on the image
Date Position Date display position on the image
Date Format The format of date
Copy the settings to other streams
Copy to Other Streams
|5 Note: This option is not available for cameras that enable Area Cropping.

Privacy Mask

* For non-Al series

It supports up to 24 areas, the setting steps are as below:
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Display Enhancement  Day/Might Settings osD Privacy Mask ROI

Clear All

Enable: v
Type: [ White - ]
1D Name Enable Delete

Note: Support up to 24 Privacy Mask areas.

oK Apply

Stepl: Enable the Privacy Mask function;
Step2: Choose the mask color;

Step3: Hold down the mouse to draw the area in the preview window and click [Add] button
to apply settings;

Step4: Click the I putton to delete mask area, or click [Delete All] button to clear all drawn
areas, then click the [Apply] button.

» For Al series

It supports up to 28 areas, which include 24 mask areas and 4 mosaic areas.
|5) Note: Make sure your camera version is Vxx.7.0.79 or above.

The setting steps are as below:
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Display Enhancement  Day/Might Settings 0S|

RO
| -

Enable: v

——— 'i\

L

Type: Mask
Mask Color: Mosaic
Add Clear Delete All
1D Name Type Color
1 Privacy Mask1 Mosaic
2 Privacy Mask2 Mask Blue

Note: Support up to 24 mask and 4 mosaic areas.

Delete

]
]

OK Apply

Stepl: Enable the Privacy Mask function;

Step2: Choose the mask type as Mask or Mosaic;

Step3: Hold down the mouse to draw the area in the preview window. If you choose
the mask type as Mask, you can Change the color of Mask area, there are eight colors
available: White, Black, Blue, Yellow, Green, Brown, Red and Purple.

Step4: Click “ button to enable or disable the corresponding areas, or click I putton to

delete the areas.

Step5: click the [Apply] button to apply the settings, or click [Delete All] button to clear all

drawn areas.

|=) Note: If you choose other display modes of fisheye camera under Multi-channel or
Bundle-Stream mode except display mode with Original view, then you can not use the

function.

ROI
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Display Enhancement  Day/Might Settings 0sD ROI

Enable:

1D Name Enable Delete

MNote: Support up to 8 ROl areas.

OK Apply

CMS supports ROI and supports setting up to 8 areas for primary and secondary streams
respectively. The setting steps are shown as below:

Stepl: Check the checkbox to enable the ROI function;

Step2: Choose the video stream type as primary or secondary stream;

Step3: Hold down the mouse to draw the area and click [Apply] button to apply settings;
Step4: Click the [Clear All] button to clear all drawn area.

Audio

This audio function allows you to hear the sound from the camera or transmit your sound to
the camera side. A two-way communication is also possible to be achieved with this feature.
Alarm can be triggered when the audio input is above a certain alarm level you set, and
configured audio can be played when an alarm occurs.
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Enable Audio: v

Audio Mode: ’ Both Audio Input & Output V]

Audio Input

Denoise: v

Encoding: ’ G.711-ULaw V]

Sample Rate: ’ﬂKHZ V]
. 100

Input Gain: )

Audio Output

Auto Gain Control: |+

100

Cutput Volume:

Copy OK Apply

The meanings of the items on Audio page can be referred to the table below:

Table 15. Description of the buttons

Parameters Function Introduction
Enable Audio Check the checkbox to enable audio feature
Audio Mode Only Mic, Only Speaker, Both Mic and Speaker are available
Denoise: Set it as On/Off. When you set the function on, the noise detected can be
filtered
Audio Input Encoding: G.711-ULaw, G.711-ALaw, AAC LC, G.722 and G.726 are available.

Sample Rate: 8KHz, 16KHz, 32KHz, 44.1KHz, and 48KHz are available.

Input Gain: Input audio gain level, 0-100

Audio Output

Auto Gain Control: Set it as On/Off

Output Volum: Output level, 0-100
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PTZ

Privacy Mask
Milesight CMS supports privacy mask with up to 24 areas.

& PTZ- Channel 2 X

Privacy Mask  Auto Tracking

Enable: |«

1 SN
Jloll]
IRy
5
Speed
=] # 4]
@ [+] o s
*
= 012 Preset 12 =
Add Clear Delete All
D Name Type Enable Active Zoom Ratio Delete
1 Privacy Mask1 White v 1 m

oK Apply

The meanings of the items on Privacy Mask page can be referred to the table below:
Table 16. Description of the buttons

Parameters Function Introduction

Enable Check the checkbox to enable the Privacy Mask function
Add Add the current drawing area as Privacy Mask

Clear Clear the current drawing area

Clear All Clear all areas you drew before
Name Support to customize the name of Privacy Mask
Type Select the color for the privacy areas, there are eight colors available: White, Black, Blue,
Yellow, Green, Brown, Red, Purple
Enable Check the checkbox to enable or disable the corresponding area

Set the value of Active Zoom Ratio according to your need, and then the mask will only

Active Zoom Ratio appear when the zoom ratio is greater than the predefined value
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Parameters Function Introduction

Delete click W to delete the selected area

The setting steps are shown as below:
Stepl: Check the checkbox to enable the Privacy Mask function;
Step2: Hold the mouse to draw the privacy area and click [Add] button to add the area;

Step3: You can edit the added area information including Name, Type and Active Zoom
Ratio;

Step4: Click [Apply] button to apply settings;

Step5: Click the [Clear] button to clear drawn area, while click the [Delete All] button to
delete all added area.

Auto Tracking

* Auto Tracking (for Al PTZ cameras)

& PTZ- Channel 4 X

Privacy Mask  Auto Tracking

001 Preset 1

002 preset 2

003 preset 3

004 Preset 4

005 LPR

006 Preset 6

' 007 Preset7

[

Primary Sream

Enable:

Show Tracking:

Sensitivity:

M. Tracking Time: :

Detection Region: Select All Clear All

Tracking Zoom Ratio: [Auto Mode |

Effective Time: Edit

Copy oK Apply
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Milesight CMS supports Auto Tracking function on PTZ Camera Series. The setting steps
are shown as below:

Stepl: Check the checkbox to enable Auto Tracking;
Step2: Enable “Show Tracking” to show tracking in Auto Tracking function;
Step3: Set detecting sensitivity;

Step4: Set Max. Tracking Time which must be between 5~300s. The camera will stop
tracking when the tracking time is up;

Step5:Set Detection Region;
Step6: Select Tracking Zoom Ratio, which includes Auto Mode and Customize.

Tracking Zoom Ratio is used to adjust the zoom ratio of the moving object when using Auto
Tracking. PTZ camera would adjust the zoom ratio automatically according to the distance
and speed of moving object under Auto Mode. If select Customize, PTZ camera would
adjust to the zoom ratio you set before when tracking the target.

How to set Customize Tracking Zoom Ratio:

 Set zoom ratio by clicking ‘;‘ # ‘i‘ button.
* Click to [Set] save your configuration.

Step7: Set Auto Tracking effective time;
Step8: Click the [Apply] button.

Heat Map

Milesight CMS supports to enable Heat Map and make some configurations for panoramic
cameras.
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‘ B Heat Map - Channel 3 X

Enable Heat Map

Set Heat Map Region

Select All Clear All

Sensitivity:

Min. Object Size:

Min. Dwell Time: o ] a-300s
1

Scene Change Adaptability:

Note: Please configure Heat Map schedule on camera side.

Copy OK Apply

The meanings of the items on Heat Map can be referred to the table below:
Table 17. Description of the buttons

Parameters Function Introduction
Enable Heat Map Check the checkbox to enable the Heat Map function
Set Heat Map Region Draw the heat map area
Select All Select the current drawing area as Heat Map Region
Clear All Clear all areas you drew before
Sensitivity Level 1'~10' are availaple, anq the default level is .5. The higher the sensitivity,
the easier it is for moving objects to be recorded in the results
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Parameters Function Introduction

Min. Object Size Set the minimum object size from 1 to 100, and the default value is 10. Objects
smaller than this value will not be recorded in the result

) i Set the minimum dwell time from 1 to 300, and the default value is 30. If the
Min. Dwell Time object stays in the area longer than the set "Minimum Dwell Time", it will not be
recorded in the result

Level 1~10 are available, and the default level is 5. Scene Change Adaptability
indicates the camera's adaptability to scene changes, which can increase the
accuracy of detection. The camera better adapts to faster changing scenes if
the value is higher

Scene Change Adaptability

|=) Note: If you choose other display modes of fisheye under Multi-channel mode except
display mode with O view, then there will be a pop-up prompt window as shown below when
you click the icon button.

Milesight CMS X

The current mode does not
support this function.

oK

Motion Detection

The Motion Detection page is as below:
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General Settings

Action Settings

Enable Motion Detection: -~

Sensitivity:

Select All

Clear All

&

Copy

OK

Apply

General Settings

Effective Time

sndey  [E——
vonday  E———
Tuesday  ———
0 2 4 6 8
Wednesday
0 2 4 6 8
Thesdsy  I—
0 2
ey ——
sawrdy  [—
0
Holidey  [—

Alarm Action

Audible Warning

Sunday

= Motion Detection - Channel 4

Action Settings

Select All

2 4 6 8 10
2 4 6 8 10
2 4 6 8 10
10

10

Email Linkage  PTZ Action

Select All

Clear All

12 14 16 18

Alarm Qutput  White LED

Clear All

Others

22

22

24

24

OK

Apply

[General Settings]
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Check the checkbox to enable the Motion Detection function, you can draw the interested
area or click the Select All button [Select All] to select all area interested. And the sensitivity
ranges from 0 to 10.

[Action Settings]

Set Effective Time of advance motion detection in this page. Here are five options for Action
Settings [Audible Warning] [Email Linkage] [PTZ Action] [Alarm Output] [White LED]
[Others] that you can select. After choosing the alarm action you can draw the schedule.
And then click [OK] or [Apply] after all set.

|=) Note: For fisheye camera, only when you choose the 2P/4P display under Multi-
Channel mode or 10/1P/4R display under Bundle-Stream mode, then you can use the
function.

Video Loss

The Video Loss page is as below:

& video Loss - Channel 2 X

Alarm Action

Audible Warning ~ Email Linkage ~ PTZ Action  Alarm Output ~ White LED

Select All Clear All

Sunday

Monday
0 2 4 6 8 0 12 14 16 18 20 22 24

Tuesday
0 2 4 6 8 10 12 14 16 18 20 22 24

‘Wednesday

Thursday
0 2 4 6 8 w0 12 14 1% 18 20 22 24

Friday

Saturdav
OK Apply

Here are four options for alarm action [Audible Warring] [Email Linkage] [PTZ Action]
[Alarm Output] [White LED] that you can select. After choose the alarm action you can
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draw the schedule. And then click [OK] or [Apply] after all set. You also can copy the
settings to other channels.

VCA

The VCA page is as below:

» VCA(for non-Al cameras)

VCA X

Region Entrance  Region Exiting ~ Advanced Motion Det...  Tamper Detection  Line Crossing Loitering Human Detection  Object Left/Removed

General Settings

Enable Region Entrance

Sensitivity:

Set Region

Detection Region: Select All Clear All
Object Size Limits: Edit Reset

Min. Size: (2 IE1E | pixel(1:x1~320x240)

Max, Size: [320 ] x [240 | pixel(1x1~320x240)
Effective Time

Select All Clear All e
OK Apply

* VCA(for Al cameras)
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VCA X

Region Entrance  Region Exiting ~ Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Object Left/Removed

General Settings
Region

Enable Region Entrance

W

Sensitivity:
Detection Object: v Vehicle
Set Region

Detection Region: Select All Clear All

Object Size Limits: Edit Reset

Min. Size: x ixel(1x1~320x240)
| J x| e

Max. Size: x pixel(1x1~320x240)
\ x| J

Effective Time

Copy OK Apply

|=) Note: For fisheye camera, only when you choose the original view and the panoramic
view under Multi-Channel mode or 10/1P display under Bundle-Stream mode, then you can
use the function.

Here are eight options for VCA page [Region Entrance] [Region Exiting] [Advanced
Motion Detection] [Tamper Detection] [Line Crossing] [Loitering] [Object Left/
Removed] that you can select.

Step 1: Select detection region or line and enable the VCA event that you choose. Then set
detecting sensitivity;

Step 2: Choose detection object. Check Human or Vehicle attribute, and the camera will
alarm once detecting people or vehicle and triggering related events;

|5) Note: All Al Cameras support this function.

Step 3: You can draw the interested area or click the Select All button [Select All] to select
all area interested, and set object size limits;

Step 4: Draw the schedule and set alarm action. And then click [OK] or [Apply] after all
set.
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[\l vea

Region Entrance  Region Exiting ~ Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Object Left/Remaved
L PR e
. . =
Effective Time
Select All Clear All
0 2 4 6 8 10 12 14 16 18 20 22 24
sndey
0 2 4 6 8 10 12 14 16 18 20 22 24
monday
0 2 4 6 8 10 12 14 16 18 20 22 24
Teesdy  ———
0 2 4 6 8 10 12 14 16 18 20 22 24
Wednesday
0 2 4 6 8 10 12 14 16 18 20 22 24
Ty ——
0 2 4 6 8 10 12 14 16 18 20 22 24
rday T
0 2 4 6 8 10 12 14 16 18 20 22 24
sarday [
0 2 4 6 8 10 12 14 16 18 20 22 24
Hoiday -
Alarm Action
Audible Warning  Email Linkage ~ PTZ Action  Alarm Output ~ White LED  Others
Select All Clear All
0 2 4 6 8 10 12 14 16 18 20 22 24
Sunday -
Copy OK Apply

admin @& BN

Q [sevech
W Cameral92168.60217 Al vea X

T Comers19216869.162

1 nRis216869.48 Region Entrance  Region Exiing  Advanced Motion Det...  Tamper Detection  Line Crossing  Loitering  Object Lafu/R

 camt General Settings
= e e ]
. Ensble Line Crossing =
T e Directien:
Sensifit: .
1 waricasanes Detection Object:  Human v Vehicie
= canr Set Detection Line
Dusacion Region: Do Cleas
T e Object Size Limits: Edit Reset

T Camera192.168.69.222

Copy to other channels

a

1 2 3 4 6 7 8
] v n 2 1 " 15 16
T e 2 2 2 24
3 % @ | m £ U] 32
13 s s (% 7 3 1 [ 4
a 4z a3 s a5 [lae [ o7 [ lea
@ s s 52 53 54 [155 56
st s6 | s [ 60 61 62 63 [ o4

Min. Size: | Jx[ | el ~320x240)

Apply
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People Counting

People Counting

People Counting is able to count how many people enter or exit during the setting period.

‘& People Counting X

People Counting ~ Regional People Counting

General Settings
Enable People Counting v

Show Counting QSD:

7] | Text Position: Top-Left - |

Clear Count: Clear
Set Detection Line
Detection Region: Finish Clear

Object Size Limits: Edit Reset

Min. Size: x pixel(1x1~320x240)
[ J x| ]

Max. Size: x pixel(1x1~320x240)
[ J x| l

OK Apply

Step 1: Enable People Counting

Step 2: You click the button to show Counting OSD, and select the Text Position of the
OSD.

Step 3: You can click the button to clear the current count;
Step 4: Set detection lines and object size limits.
|=) Note: Crossing along the direction of the arrow will record as “In”, opposite as “Out”.

Regional People Counting

When enabling Regional People Counting, users can check the real-time number of people
and the time of each person's stay in the detection region.
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‘& People Counting

People Counting  Regional People Counting

General Settings

Enable Regional People Counting:

Sensitivity:
Effective Time Edit
Set Detection Region

Detection Region: Select All Clear All

Object Size Limits: Edit Reset

Mir;, Size: | - ] x {3 . ] pixel(1x1~320x240)

Max. Size: (220 ] x [220 | pixel(1x1~320x240)
Alarm Trigger

Max. Stay:

IrrY

we o a e

0K Apply
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‘& People Counting X

People Counting  Regional People Counting

Alarm Trigger

1 Mex Length of stay B s

Alarm Action

Audible Warning ~ Email Linkage ~ PTZ Action ~ Alarm Output ~ White LED Others.

Select All Clear All

Sunday

0 2 4 6 8 10 12 14 16 18 20
Monday

0 2 4 6 8 10 12 14 16 18 20
Tuesday

0 2 4 6 8 10 12 14 16 18 20

Wednesday
0 2 4 6 8 10 12 14 16 18 20

Thursday

0 2 4 6 8 10 12 14 16 18 20
Friday

0 2 4 6 8 10 12 14 16 18 20
Saturday

0 2 4 6 8 10 12 14 16 18 20
Holiday

OK

24

24

24

24

24

24

24

24

Apply

Stepl: Select region and enable Regional People Counting. Then set detecting sensitivity;

Step2: Set Detection Region and Object Size Limits.

Step3: Set Alarm Trigger. Alarm will be triggered when the threshold exceeds the certain

value;
Step4: Set Alarm Action;

|=) Note:

* Users can check the real-time number of people and the time of each person's stay in

the detection region on Live View interface.

« For Regional People Counting, please make sure your camera model is MS-CXXXX-

XXC.

 Support up to 4 detection regions for Regional People Counting.
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ANPR

The ANPR function will automatically detect and capture license plate in real time and
compares to a predefined list, then takes appropriate action such as generating an alert
once the license plate is on the predefined black list.

General Settings

General Settings  List Management  Black List Mode  White List Mode  Visitor Made

Enable ANPR v -
License: [73062 |
License Status: [Valid ]
Processing Resalution: [ 19201080 ']
Schedule: Edit

Image Settings

Enable ANPR Night Mode:

Effective Time: Auto Mode -
Day to Night Value: = Reset
Night to Day Value: 2 Reset
IR Light Sensor Value: 0 Q

4
Level: —_—— @

General Settings  List Management  Black List Mode  White List Mode  Visitor Mode

Set ANPR Detection Region

Effective Region Settings: [ Normal V]

Effective with Presets: ‘ Presetl v] s

+ Add Clear Clear All

] MName Edit Delete
1 ROL1 rd ]

oK Apply
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&3 ANPR X
General Settings ~ List Management  Black List Mode  White List Mode  Visitor Mode
+ Add Clear Clear Al
ID Name Edit Delete
1 ROI1 Vi m
Detection Settings:
Detection Trigger: [Always ~|
1
Confidence Level:
Repeat Plate Checktime: ‘0 ¢‘ [ Milliseconds V] 0~60000ms.
License Plate Serial Format: Edit
All
Features Identification: o ) .
Direction Detection Region
Please config the Action in Black List / White List or Visitor Mode.
LPR Message Post Settings
Enable LPR Message Post: v
Post Type: Tcp A
Camera LPR Port: 3344

OK Apply

Stepl:Enable ANPR function;

 License: Generated by camera’s information
« License Status: Show present license status, including Valid, Invalid, Expired,
Inactivated

Step2: Select processing resolution. The further distance you detect, the higher resolution
is needed. 1280*720 by default;

Step3: Set Schedule.

Step4: Enable ANPR Night Mode, then you can set ANPR Night Mode Effective Time.
There are two options available: Customize and Auto Mode. Auto Mode option supports
automatic switch between day and night;

|5/ Note: Make sure your camera’s version is 4X.7.0.77 or above so that the Auto Mode is
available for Effective Time option.

Step5:Set the detected ROI region which can be up to 4 regions. License plate will only be
detected in the ROI regions;

Step6:Set Detection Settings including Detection Trigger, Confidence Level, Repeat Plate
Checktime, Lisence Plate Serial Format and Features Identification;
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* Detection Trigger: Always and Alarm Input are available. It will only detect when alarm
input is triggered if you select Alarm Input.

» Confidence Level:Set the degree of reliability according to the actual situation.

* Repeat Plate Checktime: The same license plate information won't be received on
network cameras within the time you set.

 Lisence Plate Serial Format: Set license plate format you want to recognize.

« Features Identification: The selected features identification will be shown in ANPR
logs interface.

Step7: Enable LPR Message Post. It will push information to some third-party devices or
software that are compatible with ours.

* Post Type: Information can be pushed by RTSP, TCP or HTTP.

* HTTP Method: There are two HTTP push methods, including Post and Get.

* Snapshot Type: Three kinds of snapshot can be chosen: All, License Plate and Full
Snapshot. When you choose All, License Plate Snapshot and Full Snapshot will be
pushed.

|5/ Note: This option is available just for Post HTTP Method.

« HTTP Notification URL: LPR camera can use the APl URL to send LPR information to
back-end devices when the license plate is recognized. APl URL format fills as follow:
http://IP:Port/api/lpr

« User Name: Receiver name.

» Password: Receiver Password.

List Management

Make a license plate list for your own camera ANPR system. You can upload license plates
and set them with different license type here. Besides, users can set the license plate to
Schedule Mode and choose a custom schedule rule that can configure the license plate as
Black List or White List at different times. 10000 plates can be added at most.
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General Settings  List Management  Black List Mede  White List Mode  Visitor Mode
License Plate Plate Type Search
Schedule Rule Edit
License Plate Plate Type Schedule Rule Valid Time Note Edit Delete
5609KFT White - Always K4 m
1Q25W9 Schedule Mode Rule 1 2021/08/26 - 2021/08/26 4 E

Total2 |4 4 | | z} Go Page1/1

add Delete it impon Export
Please upload co format Fle(ut-8)forbatch import. ik here to dowrload the tamplste

|=) Note: Support setting up to 4 Schedule Rules for Schedule Mode.

There are two methods to add license plates:

1. Add one by one.

Stepl: Click Add button;

Step2: Input the license plate and select license type, the valid time of select license type
and note;

Step3: Click [Save] and then the license plate will be added into the list;

2. Batch adding by importing template.

Stepl: Click ©'<here e devnloadihetemilaie. galact a path and click “Choose” to download
Template;

Step2: Input all license type and license plate number as Template shows;

Step3: Click [Import] button, select the file and click “Open” to add all license plates into list.
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Black List Mode /White List Mode /Visitor Mode

We provide you three modes for better event management, which is based on two license
types.

* Black List Mode: Manage event for license plates in black list.
* White List Mode: Manage event for license plates in white list
« Visitor Mode: Manage event for those license plates do not have license type.

@& ANPR - Channel 3 X

General Settings  List Management  Black List Mode ~ White List Mede  Visitor Mode

Black List Mode: |~
Effective Time

Select All Clear All

o 2 4 ] 8 10 12 14 16 18 20 22 24
Sunday

0 2 4 6 a8 10 12 14 16 18 20 22 24
Meanday

) 2 4 6 8 10 12 14 16 18 20 22 24
Tuesday

o 2 4 ] 8 10 12 14 16 18 20 22 24
Wednesday

0 2 4 6 a8 10 12 14 16 18 20 22 24
Thursday

) 2 4 6 8 10 12 14 16 18 20 22 24
Friday

o 2 4 ] 8 10 12 14 16 18 20 22 24
Saturday

0 2 4 6 a8 10 12 14 16 18 20 22 24
Holiday

Alarm Action

Audble Warning ~ Email Linkage ~ PTZ Action  Alarm Output  Other Channels

Select All Clear All

Sunday =

oK Apply
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&2 ANPR - Channel 3 X

General Settings  List Management  Black List Mode

0 2 4 6 8
Saturday
) 2 4 6 8
Holiday
Alarm Action

Audible Warning  Email Linkage ~ PTZ Action

o 2 4 ] 8
Sunday

0 2 4 6 8
Monday

) 2 4 6 8
Tuesday

0 2 4 6 8
Wednesday

o 2 4 6 8
Thursday

0 2 4 6 8
Friday

0 2 4 6 8
Saturday

) 2 4 6 8
Holiday

Triggered Intrua

Alarm Output

Select All

Other Channels.

Clear Al
12 14
12 14
12 14
12 14
12 14
12 14
12 14
12 14

White List Mode  Visitor Mode

18

18

20

20

20

20

20

20

20

20

20

20

22

22

22

22

22

22

22

22

22

22

OK

24 A

24

24

24

24

24

24

24

24

24

Apply

Step 1: Enable Black List Mode/White List Mode/Visitor Mode as needed;

Step 2: Set effective time which means Mode works during that period;

Step 3: Set action including Audible Warning, Email Linkage, PTZ Action, Alarm Output,

Other Channels.

Camera Maintenance

Upgrading the camera firmware version in the NVR is available under Camera Maintenance

interface.
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W& Device Config  x

Q_[search |

W NvR192.168.60.182
"= Network Camera

= 102.168.60.60

Channels

& |

Channels .
Maintenance

admin &

B

”l Camera Maintenance

Online Upgrade

«'| Channel | Channel Name | Status | 1P Address

v 1 CAM1 192.168.69.60
v 2 CAM2 192.168.64.32
v 3 CAM3 @  192168.69.204
v 4 CAM4 192.168.69.113
v 5 CAMS 192.168.69.115
v 6 CAMG 192.168.69.125
v 7 CAM7 192.168.69.88
v 8 CAMB 192.168.69.245
v ] CAMD 192.168.69.109
v 10 C2962-RFPA 192.168.69.166

Channel ID | Protocol MAC

ONVIF 1CC3162A0733
MSSP

1 MSSP 1CC3161158AD
MSSP
MSsSPp 1CC316300104
MSSP
ONVIF
MSSP
MSsSPp
MSSP 1CC31611D0ES

Firmware Version

45,8.0.3-LPR_EU-r1

32.8.80.3-r1-a1

44.7.0.72-323-test2

33.803

Maodel

MS§-C2967-X23RLPC

MS-C9674-PA

MS-C207E-5PB

MS-C2962-RFPA

Latest Version

Upgrade

e D e

©

Check

Upgrade Progress

Upgrade  Refresh

Step 1: If a new version of the camera is released, it will be displayed in the latest version

column.

”l Camera Maintenance

1 Online Upgrade
Channel  Channel Name | Status

1 CAM1
2 CAM2
3 CAM3

1 4 CAM4
6 CAMB
7 CAMT7
8 CAMSB
9 CAMY
10 CAM10
1 CAMI11

IP Address

192.168.11.203

192.168.11.204

192.168.11.205

192.168.11.206

192.168.11.208

192.168.11.209

192.168.11.210

192.168.11.211

192.168.11.212

192.168.11.213

Channel ID | Protocol MAC

- MESsSp 1CC31627F709
- MSSP 1CC31627F70A
- MSSP 1CC31627F707
- MSSP 1CC316247EBE
- MSSP 1CC31625F71F
- MSSP 1CC316247EBF
- MSSP 1CC316239099
= MESSp 1CC31627F708
- MSSP 1CC316247EBB
- MSSP

Firmware Version

40.7.0.80-r2

40.7.0.78-r1

40.7.0.78-r1

40.7.0.78-r1

40.7.0.78-r1

40.7.0.78-r1

40.7.0.78-r1

40.7.0.78-r1

40.7.0.78-r1

Maodel

MS-C2083-PH

MS-C2983-PH

M5-C2983-PH

MS5-C2873-PH

MS-C2983-PH

MS-C2973-PH

MS-C2973-PH

MS-C2083-PH

MS-C2973-PH

Latest Version

Already latest
40.7.0.80-r2
40.7.0.80-r2
40.7.0.80-r2
40.7.0.80-r2
40.7.0.80-r2
40.7.0.80-r2
40.7.0.80-r2
40.7.0.80-r2

N/A

Upgra

o

PSR S e S e S = S = S = SRTE

Upgrade

>

de | Upgrade Progress

Refresh

Step 2:When you click on the icon “ , the information displayed below will appear.
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—  Online Upgrade —
=
Channel Channel Name = Status IP Address Channel ID = Protocol MAC Firmware Version Model Latest Version Upgrade Upgrade Progress
1 CAM1 @  192168.11.203 - MSSP 1CC31627F709 40.7.0.80-r2 MS-C2983-PB  Already latest &
2 CAM2 @  192.168.11.204 5-C2983-PB  40.7.0.80-r2
3 CAM3 @  192.168.11.205 40.7.0.80-r2 &
A . The device will reboot A
4 CAM4 ®  192.168.11.206 automatically after upgrading, §-C2973-PE  40.7.0.80-r2 it
continue?
6 CAME @  192.168.11.208 5-C2983-PB  40.7.0.80-r2 &
1 oK Cancel
7 CAM7 @  192.168.11.209 S-C2073-PB  40.7.0.80-r2 a1
8 CAMSB @  192.168.11.210 - MSSP 1CC216239099 40.7.0.78-r1 MS-C2073-PE 40.7.0.80-r2 &
9 CAMS @ 19216811211 - MSSP 1CC31627F708 40.7.0.78-r1 MS-C2083-PB 40.7.0.80-r2 &
10 CAM10 @ 19216811212 - MSSP 1CC316247EBB 40.7.0.78-r1 MS-C2973-PB  40.7.0.80-r2 it
1 CAMT1 A0 19216811213 - MSSP N/A &
-
Check Upgrade Refresh

Step 3:After clicking the OK button, the device will display "Success" in the Upgrade
Progress column.

Maintenance

Online Upgrade
Cha:ne| Channel Name | Status 1P Address Channel ID | Protocol MAC Firmware Version Model Latest Version Upgrade Upgrade Progress.
v 1 CAM1 Q 192.168.11.203 - MSSP 1CC31627F709 40.7.0.78-r1 MS-C2083-PB 40.7.0.80-r2 @ i
2 CAMZ Q 192.168.11.204 - MSSP 1CC31627F70A 40.7.0.78-r1 MS-C2983-PB 40.7.0.80-r2 ?
3 CAM3 s 192.168.11.205 - MSSP 1CC31627F707 40,7.0.78-r1 MS-C2983-PB 40,7.0.80-r2 ?
4 CAM4 Fiy 192.168.11.206 - MSSP N/A ﬁ
6 CAMB Q 192.168.11.208 - MSSP 1CC31625F71F 40.7.0.78-r1 MS-C2983-PB 40.7.0.80-r2 @
7 CAMT7 0 192.168.11.209 - MSSP 1CC316247EBF 40.7.0.78-r1 MS-C2973-PB 40.7.0.80-r2 “2 ]
8 CAMB Q 192.168.11.210 - MSSP 1CC316239099 40,7.0.78-r1 MS-C2973-PB 40.7.0.80-r2 ﬁ
9 CAMO Q 192.168.11.211 - MSSP 1CC31627F708 40.7.0.78-r1 MS-C2083-PB 40.7.0.80-r2 @
10 CAM10 0 192.168.11.212 - MSSP 1CC316247EBB 40.7.0.78-r1 MS-C2973-PB 40.7.0.80-r2 ?
n CAMT1 A 192.168.11.213 - MSSP N/A ?
-
Check Upgraday] [ Rafresh

Step 4: If you need to upgrade camera versions in batches, select the corresponding
camera and click the upgrade button.
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© tieView x| W Device Confic x [Nl admin @ Bl EWex ¥_0 X
a
L3 TesT-Testt Channels N

& (s

T Cameral02.168.60245

T Comers192168.69.148 I} camera Maintenance X
TY Camers192.168.69.193
Online Upgrade

w =
U; 10 Channel | Channel Name | Status | IP Address | Channel ID | Protocol MAC Firmware Version Model Latest Version  Upgrade Upgrade Progress  *
Event v 1 cam @ 15216811208 . MSSP | 1CC31627F709 4070802  MS-C2983.PB  Abeadylatest .
e oMz @ 1sesiizes - MSSP | 1CC3I6TFIOA 4070781 Ms-C2083PB 40708002 O -
s cams © aeios - MSSP | 1CCIIGZTFIOT 4070781 Ms-C2083PB 40708002 O -
v 4 CAM4 (] 192.168.11.206 - MSSP 1CC316247EBE 40.7.0.78-r1 MS-C2973-PB 40.7.0.80-r2 Q -
Storage ol I avMs @ 1satesiizs - MSSP | 1CCIIGZSFTIE 4070781 Ms-C2083PB 4070802 O -
5l I oM @ ez - MSSP | 1CC31647EBF 4070781 Ms.Coo73PB 40708002 O -
s avs @ 1sesizio - MSSP | 1CC316239089 4070781 Ms-Co973PB 4070802 O -
s aMy @ iwesien - MSSP  1CCIIGZTFI08 4070781 Ms-C2983PB 40708002 O -
10 CAM10 192.168.11.212 - MssP 1CC316247EBB 40.7.0.78-r1 MS-C2973-PB 40.7.0.80-r2 @ -
System " cam11 192.168.11.213 2 Mssp. N/A ¢ °
Check Refresh

|5/ Note: Make sure the NVR’s version is 7X.9.0.17 or above.

3.2.2 Camera

The Device Configuration for Network Camera is as below:

W Device Config

N —

T Camera192.168.69.217

Video

57 Camera192.168.69.162

NVR192.168.69.48

& & % d

NVR192.168.60.168 Video Image Audio Heat Map

Camera192.168.69.147

Camera192.168.69.216

Camera192.168.69.251CH1 Event
Camera192.166.69.113 IA

Camera192.168.69.193

Basic Event vea People Counting
Camera192.168.69.151

Camera192.168.69.213
Camera192.168.60.251

Storage

Camera192.168.69.138

Camera192.168.69.61

Camera192.168.60.60 Storage

fisheye

dddddddddgddd

System

= i X

Date&Time Network Users Log System
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3.2.2.1 Video
Video

The Video page is as below:

» General camera

Primary Strearn  Secondary Stream  Tertiary Stream

Record Stream Type: ’ General V]

Video Codec: [ H.264 "]

Frame Size: [ 1080P(1920*1080) |

Maximum Frame Rate: ’ 20 V] fps

Bit Rate: [ 5000 "] kbps

Smart Stream: [ Off V]

Bit Rate Control: ’ CBR V]

Profile: [ Main "]

I-frame Interval: [20 ] frame(1-120)
OK Apply

« Area Cropping camera
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The meanings of the

Record Stream Type: [ General V]

Video Codec: [ H.264 "]

Frame Size: [ 1080P(1920*1080) |

Maximum Frame Rate: [ 25 "] fps

Bit Rate: | 4006 v | kbps

Smart Stream: [ Off "]

Bit Rate Control: ’ CBR V]

Profile: [ Main "]

|-frame Interval: ISO ] frame(1-120)
OK Apply

items on Video page can be referred to the table below:

Table 18. Description of the buttons

Parameters

Function Introduction

Record Stream Type

This function supports separate settings of different bit rate and frame rate for different
Recording Stream Types including General and Event.

For example, you can set lower frame rate or bit rate for General recording while higher
frame rate or bit rate for Event recording. The recording storage space can be greatly
reduced by using this function.

@ Note: Event Record Stream Configuration includes Events like Motion Detection,
VCA, Camera Alarm Input and Smart Analysis.

Video Codec

H.265/H.264 available

Frame Size

Options include 4M(2592*1520),3M(2048* 1536), 1080P(1920*1080), 2M(1600 *1200),
1.3M(1280*960), 720P(1280*720), D1 (704*576)

Maximum Frame Rate

Maximum refresh frame rate per second

Bit Rate

Transmitting bits of data per second, this item is optional only if you select the H.264
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Parameters Function Introduction

Smart Stream mode remarkably reduces the bandwidth and the data storage
requirements for network cameras while ensuring the high quality of images, and it is a

10-level adjustable codec.
Smart Stream

It is optional to turn On/Off Smart Stream mode.

Level: Level 1~10 are available to meet your need.

CBR: Constant Bitrate. The rate of CBR output is constant

Bit Rate Control . . . . .
VBR: Variable Bitrate. The rate of VBR output will be variable according to the

occupation of bandwidth

Profile The option is for H.264. Base/Main/High can be selected according to your needs

I-frame Interval Set the I-frame interval to 1~120, this item is optional only if you selected the H.264

|=) Note: If you choose other display modes of fisheye under Multi-channel mode except
10/1P/2P, then you can not edit secondary stream page as shown below:

Video X

Primary Stream  Secondary Stream

Record Stream Type: | General v|

Video Codec: | H.264 v |

Frame Size: | 2560°640 v |

Maximum Frame Rate: [ 25 "] fps |
Bit Rate: | 4096 v | kbps

Smart Stream: | off v

Bit Rate Cantrol: [ CBR v

Profile: | Main v |

I-frame Interval: 50 #| frame(1-120)

8]4 Apply
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Display Enhancement  Day/Night Settings osD Privacy Mask ROI

Power Line Frequency: [ 30Hz V]
Day/Night Mode: [Aulo Made V]
Day to Night Value: o Reset
Night to Day Value: o Reset
IR Light Sensor Value: 100 Q
Smart IR Mode: [Aulo Mode V]
IR Strength Value: MNear:0 Far:0 Q
Day/Might Switch Refocus: [ On V]
QOutdoor/Indoor Mode: [ Qutdoor V]
Corridor Mode: [ off V]
v
OK Apply

Referring to the following table for the illustration of each item on the image page:
Table 19. Description of the buttons

Parameters Function Introduction

Power Line Frequency 60HZ flicker for NTSC mode and 50HZ flicker for PAL mode
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Parameters

Function Introduction

Day/Night Mode

There are several parameters associated with this mode such as Exposure Level,
Maximum Exposure Time and IR-CUT Interval, etc.

Night Mode: Shown in the live view based on Night Mode settings
Day Mode: Shown in the live view based on Day Mode settings

Auto Mode: Shown in the live view based on environment, set the sensitivity for
switching Day Mode to Night Mode, or Night Mode to Day Mode

Customize: Shown in the live view based on your own settings’ time to start/end
Night Mode

Day To Night Value

This is the sensitivity for switching Day Mode to Night Mode. When IR Light Sensor
Current Value is lower than this value, it will switch Day Mode to Night Mode

Night To Day Value

This is the sensitivity for switching Night Mode to Day Mode. When IR Light Sensor
Current Value is higher than this value, it will switch Night Mode to Day Mode

IR Light Sensor Value

The current value of the IR light sensor

Smart IR Mode

With the combination of the High Beam and Low Beam,The IR LEDs technology has
been upgraded to provide better image clarity and quality regardless of the object
distance. Also, the Low Beam and High Beam's brightness can be adjusted manually
or automatically on the basis of the Zoom ratio. Moreover, with the IR anti-reflection
panel, the infrared light transmittance is highly increased.

Support to set the intensity of the IR to Auto Mode or Customize to achieve the
best effect.

Near view level

Adjust the light intensity of Low-Beams LED light level from 0 to 100.

Far view level

Adjust the light intensity of High-Beams LED light level from 0 to 100.

IR Strength Value

The current value of Low-Beams LED and High-Beams LED light value

Outdoor/Indoor Mode

Select indoor or outdoor mode to meet your needs

Corridor Mode

There are three options available, you can select one to meet your need
Off: Keep the image in normal direction
Clockwise 90°: Rotate the image by 90° clockwise

Anticlockwise90°: Rotate the image by 90° anticlockwise
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Parameters

Function Introduction

Image Rotation

There are four options available, you can select one to meet your need
Off: Keep the image in normal direction

Rotating 180°: Invert the image

Flip Horizontal: Flip the image horizontally

Flip vertical: Flip the image vertically

Keep Correct Aspect Ration With this option enabled, the camera will prevent the image from distortion when

resolution ratio is changed

Enhancement

Display Enhancement  Day/Might Settings osD Privacy Mask ROI

IR Balance Mode: [ off V]
Defog Mode: [OH V]
Reduce Motion Blur: [ Off V]
Digital Image Stabilisation: [ off V] |
White Balance: [Auto White Balance V]
Exposure Mode: [ Auto Mode V]
BLC/WDR/HLC Mode: [ single Mode -
BLC/WDR/HLC: [off -
OK Apply

The meanings of the items on Image page can be referred to the table below:

Table 20. Descript

ion of the buttons
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Parameters Function Introduction

There is an option to turn On/Off the IR LED.

IR Balance Mode .
IR Balance Mode would avoid the problem of overexposure and darkness, and the IR

LED will change according to the actual illumination.

Defog Mode Better image effect in foggy weather.

) Enable this function to reduce the motion blur of objects effectively.
Reduce Motion Blur

You can adjust the deblur level from 1 to 100.

Digital Image Stabilisation | pecrease the blur and shakiness of the image.

To restore white objects, removed color distortion caused by the light of the
environment

Auto White Balance:This option will automatically enable the White Balance
function

Manual White Balance: This option is only for H.265 series. Set Red Gain Level and
Blue Gain Level manually.

White Balance Incandescent Lamp: Select this option when light is similar with incandescent lamp
Warm Light Lamp: Select this option when light is similar with warm light lamp
Natural Light: Select this option when there is no other light but natural light
Fluorescent Lamp: Select this option when light is similar with Fluorescent Lamp

Schedule mode: Select this option that you can customize the schedule to enable/
disable above modes

Auto Mode, Manual Mode and Schedule Mode are available.

Auto Mode: The camera will adjust the brightness according to the light environment
automatically;

Exposure Mode Manual Mode: The camera will adjust the brightness according to the value you set,
you can set the exposure time from 1~1/100000s, the higher the value is, the brighter
the image is;

Schedule Mode: You can customize the schedule to enable/disable Auto Mode and
Manual Mode.

Single Mode: Set single mode for BLC/WDR/HLC.

BLC/WDR/HLC Mode Day/Night Mode: Support BLC/WDR/HLC on Day Enhancement Mode/Night
Enhancement Mode separately.

Schedule Mode: Set schedule mode for BLC/WDR/HLC.
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Parameters Function Introduction
Off, Customize, and Centre are available (in single mode, only enable when WDR is
disable)
Off: Calculate the full range of view and offer appropriate light compensation
Customize: This option enables you to customize inclusive or exclusive region
BLC Region manually

Centre: This option will automatically add an inclusive region in the middle of the
window and give the necessary light compensation

|5 Note: If you choose other display modes of fisheye under Multi-channel or
Bundle-Stream mode except display mode with Original view, then you can not set
the option.

Wide Dynamic Range

This function which can capture and display both bright and dark areas in the same
frame enables details of objects in both bright and dark areas to be visible.

Off: Disable WDR function
On: Enable the WDR, there are three levels of Low/High/Auto

Customize: Customize the schedule to enable/disable the WDR function and set the
levels with Low/High/Auto

Wide Dynamic Level

Set WDR with Low/High/Auto level

Anti-flicker Level

Reduce flickers that appear on screen in some lighting conditions and there are 10
levels of anti-flicker adjustments

High Light Compensation

This function is only for H.265 series to adjust the brightness to a normal range when
the light is strong, refers to Figure 4-4-11

Off: Disable HLC function

General Mode: Enable the general mode of HLC, and there is a setting for HLC
Level

Enhanced Mode: Enable the enhanced mode of HLC, and there is a setting for HLC
Level

HLC Level

Select level for HLC

Day Enhancement Mode

BLC/WDR/HLC are available.

Night Enhancement Mode

BLC/WDR/HLC are available.

Day/Night Settings
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Display Enhancement  Day/Night Settings osD Privacy Mask ROI

Day/Night Settings: Template Schedule

Template Time Exposure Level Minimum Shutter Maximum Shutter | Limit Gain Level | IR-CL

- Night 5 1/25 1/100000 100
= Day 5 125 1/100000 100
1 - 5 1/25 1/100000 100
2 = 5 1/25 1/100000 100
3 - 5 1/25 1/100000 100
4 = 5 1/25 1/100000 100
5 - 5 1/25 1/100000 100
« I >

Copy OK Apply
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@ uveview x| &% Devices x | W Device Config =

W NvR192168.60.182 .
i Video — Emege X
W Network Camers )
_ Display Enhancement  Day/Night Settings osD ROI

192168.69.60

WP coa6s Video Image Audio
Event g @
Basic Event ANPR
Storage =D Day/Night Settings: Template Schedule
[ —-]
== Template | Time | Exposure Level = Minimum Shutber ~ Maximurm Shutter | Limit Gain Level | IR-CL
Storage Template Schedule 1o
Templatel =) Default  SelectAll  Clear Al | (L
e 2 4 6 8 10 12 14 16 [B 20 2 24 . frooooo 100
System Template2 of Template
¥ - Templated
.'- o | Templated - Templat=2  [HODDOO 100
TemplateS .
—Template3  hioanon 100
Date&Time Nel
- 100000 100
f100000 100
Save
Y oK Apply

Referring to the following table for the illustration of each item on the image page:

Table 21. Description of the buttons

Parameters Function Introduction

Exposure Level Level 0~10 are available to meet your need

Minimum Shutter is the same as Maximum Exposure Time. Set the minimum Shutter

Minimum Shutter t0 1~1/1000005

Maximum Shutter is the same as Minimum Exposure Time. Set the maximum Shutter

Maximum Shutter t0 1~1/100000s

Limit Gain Level Set the Limit Gain Level to 1~100
IR-CUT Latency The interval time of switching one mode to another
IR-CUT Turn on or turn off IR-CUT
LED Turn on or turn off IR-LED
Color Mode Select B/W or Color mode under Day/Night mode
Edit Edit the parameters above

Template setting:

If you want to preset a template for day / night switching to the set image mode, you can do
it under the template schedule ,
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Set the corresponding time period under the template schedule, and then click the icon ©
to set the image parameters corresponding to the time.

It can currently support 5 template settings but please ensure that the version of the camera
reaches XX.8.0.1 or above

OSD

i Display Enhancement  Day/Night Settings osD Privacy Mask ROI

[ el e i e [ =

Video Stream: [ Primary Stream ']
Font Size: [ Large V]
Show Video Title: v
Video Title: [Nelwork Camera ]
Text Position: [ Top-Left V]
Display Date: v
Diate Position: [ Top-Right V]
Date Format: [ DDMMAYYY -
| Copy to other streams: ars w3
|
OK Apply

Referring to the following table for the illustration of each item on the image page:
Table 22. Description of the buttons

Parameters Function Introduction

Enable to set OSD for primary stream and secondary stream
Video Stream
@ Note: This option is not available for cameras that enable Area Cropping.

Font Size Smallest/Small/Medium/Large/Largest/Auto are available for title and date
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Parameters Function Introduction
Show Video Title Check the checkbox to show video title
Video Title Customize the OSD content
Text Position OSD display position on the image
Display Date Check the checkbox to display date on the image
Date Position Date display position on the image
Date Format The format of date
Copy the settings to other streams
Copy to Other Streams
|5 Note: This option is not available for cameras that enable Area Cropping.

Privacy Mask

* For non-Al series

It supports up to 24 areas, the setting steps are as below:
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Display Enhancement  Day/Might Settings osD Privacy Mask ROI

Clear All

Enable: v
Type: [ White - ]
1D Name Enable Delete

Note: Support up to 24 Privacy Mask areas.

oK Apply

Stepl: Enable the Privacy Mask function;
Step2: Choose the mask color;

Step3: Hold down the mouse to draw the area in the preview window and click [Add] button
to apply settings;

Step4: Click the I putton to delete mask area, or click [Delete All] button to clear all drawn
areas, then click the [Apply] button.

» For Al series

It supports up to 28 areas, which include 24 mask areas and 4 mosaic areas.
|5) Note: Make sure your camera version is Vxx.7.0.79 or above.

The setting steps are as below:
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Display Enhancement  Day/Might Settings 0S|

RO
| -

Enable: v

——— 'i\

L

Type: Mask
Mask Color: Mosaic
Add Clear Delete All
1D Name Type Color
1 Privacy Mask1 Mosaic
2 Privacy Mask2 Mask Blue

Note: Support up to 24 mask and 4 mosaic areas.

Delete

]
]

OK Apply

Stepl: Enable the Privacy Mask function;

Step2: Choose the mask type as Mask or Mosaic;

Step3: Hold down the mouse to draw the area in the preview window. If you choose
the mask type as Mask, you can Change the color of Mask area, there are eight colors
available: White, Black, Blue, Yellow, Green, Brown, Red and Purple.

Step4: Click “ button to enable or disable the corresponding areas, or click I putton to

delete the areas.

Step5: click the [Apply] button to apply the settings, or click [Delete All] button to clear all

drawn areas.

|=) Note: If you choose other display modes of fisheye camera under Multi-channel or
Bundle-Stream mode except display mode with Original view, then you can not use the

function.

ROI
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Display Enhancement  Day/Might Settings 0sD ROI

Enable:

1D Name Enable Delete

MNote: Support up to 8 ROl areas.

OK Apply

CMS supports ROI and supports setting up to 8 areas for primary and secondary streams
respectively. The setting steps are shown as below:

Stepl: Check the checkbox to enable the ROI function;

Step2: Choose the video stream type as primary or secondary stream;

Step3: Hold down the mouse to draw the area and click [Apply] button to apply settings;
Step4: Click the [Clear All] button to clear all drawn area.

Audio

Audio

This audio function allows you to hear the sound from the camera or transmit your sound to
the camera side. A two-way communication is also possible to be achieved with this feature.
Alarm can be triggered when the audio input is above a certain alarm level you set, and
configured audio can be played when an alarm occurs.
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Audio Audio File Manager
Enable Audio:
Audio Mode: ’ Both Audio Input & Output -

Audio Input

Denoise:

Encading: ’G.?“-ULaw v]

Sample Rate: ’B{Hz "’]

Input Gain:
Audio Output

Auto Gain Control:

Output Volume:

OK Apply

The meanings of the items on Audio page can be referred to the table below:

Table 23. Description of the buttons

Parameters Function Introduction

Enable Audio Check the checkbox to enable audio feature

Audio Mode Only Mic, Only Speaker, Both Mic and Speaker are available
Denoise: Set it as On/Off. When you set the function on, the noise detected can be
filtered

Audio Input Encoding: G.711-ULaw, G.711-ALaw, AAC LC, G.722 and G.726 are available.
Sample Rate: 8KHz, 16KHz, 32KHz, 44.1KHz, and 48KHz are available.
Input Gain: Input audio gain level, 0-100
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Parameters

Function Introduction

Audio Output

Auto Gain Control: Set it as On/Off

Output Volum: Output level, 0-100

Audio File Manager

This audio file manager function can upload audio files. Users can configure the audio for
Alarm Action. You can upload up to 5 audio files manually to Flash or SD Card on the Audio
web page and you can also edit the audio file’s name when upload.

Audio Audio File Manager

Audio File Storage Type: | Flash hd

Audio File Upload

Audio File Name:

Audio File: [ Upload

ID Audio File Name Delete

Mote: Only support ".wav' audio files with codec type PCM/PCMU/PCMA,
64kbps or 128kbps bitrate and no more than 500k!

OK Apply

|5/ Note:

* Only support ‘.wav’ audio files with codec type PCM/PCMU/PCMA, 64kbps or 128 kbps
and no more than 500k.
» Make sure your camera’s version is 4X.7.0.78 or above.
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Basic Privacy Mask
PTZ OSD
Zoom Status:
Pan&Tilt Status:
Preset Status:
Patrol Status:
Pattern Status:
Auto Scan Status:
Preset

Preset Freezing:
Speed

Preset Speed:
Patrol

Patrol Recovering:

Auto Tracking

['5 seconds - 1

[ 5 seconds -

['5 seconds -

[Aways Open -

[Aways Open -

[Aways Open - ]
5 -

Patrol Recovering Time(5-720s): s

Focus

Focus Mode:

Minimum Focus Distance:

Power Off Memory

Set Resume Time:

ISemi-Auto V]

I1 meter V]

[ Disable - =

oK Apply

Table 24. Description of the buttons

Parameters

Function Introduction

PTZ OSD

Configure the OSD parameter, you can set the Zoom status OSD, Pan&Tilt Status,
Preset Status with Always Close/Always Open/2s/5s/10s, and Patrol Status, Pattern
Status, Auto Scan Status with Always Open/ Always Close

Preset

If you enabled Preset Freezing, the live view of preset position will be showed directly
instead of showing both the moving path to the position and the live view. It can also
reduce the use of bandwidth in the digital network system

Speed

Preset Speed: It determines the speed of calling presets. Level 1~10 are available

Manual Speed: It is only for Speed Dome, and it determines the PTZ speed of
Manually control. Low/ Medium/ High are available

Patrol

Patrol Recovering: Click to enable Patrol Recovering

Patrol Recovering Time: Set time for Patrol Recovering, which is between 5 to 720
seconds

Focus

Focus Mode: Three focus modes are available: Auto/ Semi-Auto/ Manual

Minimum focus Distance: Set the minimum focus distance to adjust the step length
of each focus. 1 meter, 1.5 meters, 3 meters, 6 meters, 10 meters and 20 meters are
available. The default minimum focus distance is 1 meter
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Parameters Function Introduction

If the camera stop working for a longer time than predefined, the position of it will be
recorded. And it will resume to the position after going back to the normal work from
power off. You can set the resume time to 30 seconds, 60 seconds, 300 seconds or 600
seconds to record its position

Power Off Memory

Configure the fan working mode for dehumidification. General/Enhancement/Constant
are available

Dehumidifying
|§| Note: For PTZ Bullet Plus Camera, the “Off” option to Fan Working Mode meets
different requirements.

Privacy Mask

For Al PTZ series, Milesight CMS supports privacy mask with up to 28 areas, which include
24 mask areas and 4 mosaic areas.

|5/ Note: Make sure your camera version is Vxx.7.0.79 or above.

Basic  Privacy Mask  Auto Tracking

Enable: |«

01 Preset

002 Preset 2
03 Preset 3
004 Preset 4
05 Preset5
006 Preset 6
07 Preset 7
008 Preset 8
09 Preset 9
010 Preset 10

11 Preset 11

012 Preset 12

Add Clear Delete Al
D Name Type Color Enable Active Zoom Ratio Edit  Area Edit Delete
1 PrivacyMask1 Mask White v 1 4 4 m
2 Privacy Mask2 Mosaic - v 1 4 4 m
oK Apply

The meanings of the items on Privacy Mask page can be referred to the table below:
Table 25. Description of the buttons
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Parameters Function Introduction
Enable Check the checkbox to enable the Privacy Mask function
Type Choose the mask type as Mask or Mosaic
Select the color for the privacy areas, there are eight colors available: White, Black, Blue,
Yellow, Green, Brown, Red, Purple
Mask Color
|5/ Note: Mask Color is only available for Mask type.
Add Add the current drawing area as Privacy Mask
Clear Clear the current drawing area
Clear All Clear all areas you drew before
Name Support to customize the name of Privacy Mask
Type Display the privacy mask type
Select the color for the privacy areas, there are eight colors available: White, Black, Blue,
Color
Yellow, Green, Brown, Red, Purple
Enable Check the checkbox to enable or disable the corresponding area

Active Zoom Ratio

Set the value of Active Zoom Ratio according to your need, and then the mask will only
appear when the zoom ratio is greater than the predefined value

Edit the added area information including Name, Color and Active Zoom Radio

Edit PTZ Privacy Mask X

. Mame: PrivacyMask1
Edit [privacy ‘
Color: |White "
Active Zoom Ratio: |1 ‘
OK Cancel
Area Edit Edit privacy mask drawing area
Delete click W to delete the selected area

The setting steps are shown as below:

Stepl: Check the checkbox to enable the Privacy Mask function;

Step2: Choose the mask type as Mask or Mosaic;

Step3: Hold down the mouse to draw the area in the preview window. If you choose
the mask type as Mask, you can Change the color of Mask area, there are eight colors
available: White, Black, Blue, Yellow, Green, Brown, Red and Purple.
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Step4: Click [Add] button to add the area;

Step5: You can edit the added area information including Name, Mask Type Color and
Active Zoom Ratio;

Step6: You can edit privacy mask drawing area
Step7: Click [Apply] button to apply settings;

Step8: Click the [Clear] button to clear drawn area, while click the [Delete All] button to
delete all added area.

Auto Tracking

* Auto Tracking (for Al PTZ cameras)

™ P1Z X

Basic Privacy Mask | Auto Tracking

001 Preset
002 Preset 2
003 Preset3
004 Preset 4
005 Preset5
006 Preset 6
007 Preset7
008 Preset 8
009 Preset 9
010 Preset 10
011 Preset1

012 Preset 12

Max. Tracking Time: s
Detection Region: Select All Clear All
Tracking Zoom Ratio: {Autc Made V]
Tracking Object: Human Vehicle

Effective Time: Edit

oK Apply

Milesight CMS supports Auto Tracking function on PTZ Camera Series. The setting steps
are shown as below:

Stepl: Check the checkbox to enable Auto Tracking;
Step2: Enable “Show Tracking” to show tracking in Auto Tracking function;

Step3: Set detecting sensitivity;
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Step4: Set Max. Tracking Time which must be between 5~300s. The camera will stop
tracking when the tracking time is up;

Step5:Set Detection Region;
Step6: Select Tracking Zoom Ratio, which includes Auto Mode and Customize.

Tracking Zoom Ratio is used to adjust the zoom ratio of the moving object when using Auto
Tracking. PTZ camera would adjust the zoom ratio automatically according to the distance
and speed of moving object under Auto Mode. If select Customize, PTZ camera would
adjust to the zoom ratio you set before when tracking the target.

How to set Customize Tracking Zoom Ratio:

 Set zoom ratio by clicking ‘;‘ # ‘i‘ button.
* Click to [Set] save your configuration.

Step7: Set Auto Tracking effective time;
Step8: Click the [Apply] button.

Area Cropping

Milesight CMS supports 4K Area Cropping. The function is to crop the framed area
according to the user’s settings to form a stream channel, thereby obtaining more area
details; user can also set auto tracking for cropping areas.

[Area Settings]
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E_ Area Cropping X

Area Settings = Auto Tracking

Enable Area Cropping: v
Set Viewing Area

Add Delete All
3 Video Stream Area Size Edit Delete
1 Secondary Stream 1080P(1920*1080) ! ﬁ

OK Apply

Setting Area Cropping can refer to steps as below:
Stepl: Enable Area Cropping function;

Step2: Click [Add] to add Cropping area, and you can also drag the Cropping area on the
screen;

Step3: Choose area size, then click [Save]

|5) Note: Only the Primary Stream channel can be made Area Cropping configuration.

Milesight CMS X

Please configure Area Cropping in
Primary Stream.

QK

[Auto Tracking]



CMS User Manual | 4 - Manage | 126

'E]_ Area Cropping X

Area Seftings  Auto Tracking

Viewing Area: [Area 1 ']

Enable Auto Tracking:
Schedule: Edit

oK Apply

The meanings of the items can be referred to the table below:

Table 26. Description of the buttons
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Parameters

Function Introduction

Viewing Area

Choose cropping area that you set before to set

@ Note: If you do not add viewing areas, then you can not use the function as shown
below:

m Area Cropping X

Area Settings  Auto Tracking

Viewing Area:

Enable Auto Tracking:

Schedule: Edit

oK Apply

Enable Auto Tracking

Check the checkbox to enable Auto Tracking

Schedule

Click [Edit] to set Auto Tracking schedule as shown below:

Edit Schedule X

 Select Al Period1 Period? Period3

|Sunday [o0:00 #] [23:59 #] [00:00 4] [00:00 #] [0o:00 #] [00:00 #] Copy to Other Days
+|Monday (0000 #] [23:50 4] [o0:00 4] [00:00 %] [00:00 %] [00:00 #| Copy to Other Days
|Tuesday (00w0 %] [23:59 %) [oc:00 %] (000 %] [00:00 3] [00:00 %] Copy to Other Days
~ Wednesday  [00:00 #| [22:50 3] [00:00 %] [0m00 %] [00:00 %] [00:00 %] Copy to Other Days
|Thursday (0000 %] [23:59 %) [oc:00 %] [00:00 %] [00:00 3] [00:00 %] Copy to Other Days
|Friday (0000 4] [23:59 %) [o0:00 4] [00:00 4] [00:00 #] [00:00 #| Copy to Other Days
 Saturday [00:00 #] [23:59 #] [00:00 #] [00:00 #] [00:00 #] [00:00 &) Copy to Other Days

Apply Reset

|=) Note: You can not use both the auto tracking of VCA events and auto tracking of Area
Cropping at the same time.
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3.2.2.2 Event
Basic Event

Motion Detection

Check the checkbox to enable the Motion Detection function and select the detection mode,
the sensitivity ranges from 0 to 10, and set Motion Detection effective time. You can draw
the interested area or click the Select All button [Select All] to select all area interested.
Here are eight options for alarm action, [Upload Via FTP], [Upload Via Email], [Save Into
Storage], [External Output], [Play Audio], [HTTP Notification], [White LED]and[PTZ
Motion]. And set alarm setting, then apply the settings.

A\ Basic Event X

Motion Detection  Audio Alarm  External Input  External Output  Exception

General Settings -

Enable Motion Detection: v

Detection Mode: Normal Mode -
e 5

Sensitivity:

Effective Time: Edit

Set Motion Region

Detection Region: Select All Clear All

Alarm Action

Upload Via FTP:

Upload Via Email: (Please enable the Email.)
Save Into Storage: (Please mount storage device.)

Fxternal Outnut: T

OK Apply
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A Basic Event X

Motion Detection  Audio Alarm  External Input  External Qutput  Exception
General Settings -
Enable Motion Detection: v
Detection Mode: [Aduanced Mode VI
Motion Region: [ 4 VI
e ]
Sensitivity: -
Effective Time: Edit
Set Motion Region
Detection Region: Select All Clear All
Alarm Action
e i 0
Upload Via Email: (Please enable the Email.)
[N B ORI —— n____1 L2 [N P Y T
OK Apply
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Motion Detection  Audio Alarm

Alarm Action
Upload Via FTP:
Upload Via Email:
Save Into Storage:

External Output:
MNormal Status:
Current Status:

Play Audio:

HTTP Notification:

PTZ Motion:

Alarm Setting

Record Video Sections:
Snapshot:

Snapshot Interval:

External Output Action Time:
Audio Action Settings:

Play Audio Interval:
Proportional Zoom Times:

PTZ Motian Recovery Time:

External Input  External Output

Exception

Grounded

(Please enable the Audio Speaker.)

[ 10 seconds V]

d
7]

oK Apply

Table 27. Description of the buttons
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Parameters

Function Introduction

General Settings

Enable Motion Detection: Check the checkbox to enable Motion Detection function

Detection Mode: Normal Mode and Advanced Mode are available for the option.
When Advanced Mode is selected, users can configure up to 4 detection regions and
sensitivity for each detection region.

Note: For this option, please make sure your camera version is Vxx.7.0.79 or
above.

Sensitivity: Sensitivity level, 1~10

Effective Time: Click [Edit] to set schedule as shown below:

B Edit Schedule X

v Select All Period1 Period2 Period3

v Sunday [00:00 8] [23:59 #] [00:00 #] [00:00 4] [00:00 4] [00:00 #] Copy to Other Days
+ Monday [00:00 4] [22:59 4] [o0:00 4] [00:00 %] [00:00 4] [00:00 %] Copy to Other Days
v Tuesday [o0:00 #] [22:50 %] [o0:00 3] [00:00 %] [00:00 %] [00:00 %] Copy to Other Days
v Wednesday ~ [00:00 | [23:59 #] [00:00 #] [00:00 #] [00:00 #] [00:00 #] Copyto Other Days
+ Thursday [o0:00 #] [23:50 #] [o0:00 %] [00:00 %] [00:00 ] [00:00 %] Copy to Other Days
v Friday [00:00 4] [23:59 4] [00:00 4] [00:00 4] [00:00 4] [00:00 #]| Copy to Other Days
~ Saturday [00:00 4] [22:59 4] [00:00 4] [00:00 %] [00:00 4] [00:00 %] Copy to Other Days

Apply Reset

Set Motion Region

Select All: Click the button, the motion in the area will be detected

Clear All: Click the button, the area drawn before will be removed

Alarm Action

Upload Via FTP: Upload the recording files via FTP
Upload Via Email: Upload the files via Email
Save Into Storage: Save alarm recording files into SD Card or NAS

External Output: If the camera equips with External Output, you can enable the
action after configuring the trigger duration

Play Audio: If the camera equips with Speaker, you can enable the action after
configuring the audio speaker.

HTTP Notification: Support to pop up the alarm news to specified HTTP URL.

| Note:

« Three HTTP notifications at most can be added to the same event.
« HTTP Notification supports Basic & Digest authentication.

White LED: When the alarm is triggered, White LED will be turned on to warn the
detected objects (Only for Mini PTZ Bullet)

PTZ Motion: When the motion alarm is triggered, PTZ Motion allows the camera to
move the lens to the motion trigger position and zoom in
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Parameters

Function Introduction

Alarm Setting

Record Video Sections: Six different periods are available(5, 10, 15, 20, 25, 30
sec)

Snapshot: The number of snapshot, from 1 to 5
Snapshot Interval: It cannot be edited unless you choose more than 1 to Snapshot

External Output Action Time: Length of time an alarm lasts, this cannot be edited
unless when you enable the External Output on the Alarm Action firstly

Audio Action Settings: Click [Edit] to set audio action schedule as shown below:

[ Audio Action Settings X
Select Al Clear Al

= Default

sncay (.
0 2 4 6 8 10 12 14 16 18 20 22 24

voncay [

0 2 4 6 8 10 12 14 16 18 20 22 24 -

nestay [ -
0 2 4 6 8 10 12 14 16 18 20 22 24
wednesdsy |
0 2 4 6 8 10 12 14 16 18 20 22 24
hursday |
0 2 4 6 8 10 12 14 16 18 20 22 24
rcey [
| ] 2 4 6 8 10 12 14 16 18 20 22 24
saorcay |

OK Apply

Play Audio Interval: Auto/ 10 seconds/ 30 seconds/ 1 minute/ 5 minutes/ 10
minutes are available

White LED Flash Mode:

» Twinkle: The White LED will continuous flashing before recovered
» Always: The White LED will always open before recovered

White LED Flash Time:

The duration of flash

Twinkle from 1 second to 10 seconds
Always from 1 second to 60 seconds

White LED Effective Mode:

» Always: The White LED Flash Mode will always open when you choose the
mode
» Light Environment: You can choose the option according to light intensity of
environment.
1. Current Light Intensity: show current environment light Intensity;
2. Effective Light Intensity: you can choose light intensity from 0 to 100.
» Customize: You can customize effective time of LED Flash Mode

Proportional Zoom Times: Support to zoom proportionally when PTZ Motion is
triggered

PTZ Motion Recovery Time: The duration of one alarm. It must be longer than flash
time
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|5/ Note:

« If you choose other display modes of fisheye under Multi-channel mode except display
mode with O or P view, then you can not use the function.
* You can not use both PTZ Motion and Auto Tracking at the same time.

Audio Alarm

Audio function should be enabled before enabling Audio Alarm. CMS supports several
alarm actions when alarm has been triggered. And alarm settings are supported. Do not
forget setting FTP and SMTP before enabling the alarm function.

A\ Basic Event X

Motion Detection  Audio Alarm  External Input  External Output ~ Exception

General Settings -

Enable Audio Alarm:

25
Alarm Threshold:

Effective Time: Edit

Alarm Action

Upload Via FTP:

Upload Via Email: (Please enable the Email.)
Save Into Storage: (Please mount storage device.)

External Output:

Play Audia: (Please configure the Audio Action Settings and Audio Interval.)
HTTP Notification:

White LED: v

OK Apply



CMS User Manual | 4 - Manage | 134

A\ Basic Event X

Motion Detection  Audio Alarm  External Input  External Output  Exception

HTTP Use [ ]
HTTP Password: [ ]
White LED:
Alarm Setting
Record Video Sections: [ 5 seconds V]
Snapshot: [ 5 ']
Snapshot Interval: [1 ] l second V]
External Qutput Action Time: [ 30 seconds ']
Audio Action Settings: Edit
Play Audio Interval: [Auto ']
White LED Flash Mode: [Twinkle ']
White LED Flash Time: —g— Reset
White LED Effective Mode: [Always ']

0K Apply

External Input

Enable the function first before you using it. CMS supports several alarm actions when
alarm has been triggered. And alarm settings are supported. Do not forget setting FTP and
SMTP before enabling the external input function.
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Motion Detection  Audio Alarm  External Input  External Output  Exception
General Settings -
Enable External Input:
Normal Status: ®low High
Current Status: Low
Effective Time: Edit
Alarm Action
Upload Via FTP:
Upload Via Email: (P|ease enable the Email.)
Save Into Storage: (Please mount storage device.)
External Output:
Normal Status: Open ®)Grounded
Current Status: Grounded
Play Audio: (Please configure the Audio Action Settings and Audio Interval.)
HTTP Notification: W
HTTP Notification URL: | URL 1 -
Enable:
Trigger Interval: [C
URL:
HTTP User Name: [ ]
HTTP Passwaord: [ ]
White LED:
ENIr [T . T

OK Apply

Basic Event X

Mation Detection  Audio Alarm  External Input  External Qutput  Exception
External Output:
Normal Status: Open #®)Grounded
Current Status: Grounded

Play Audic: (Please enable the Audio Speaker.)
HTTP Notification: v

HTTP Notification URL: | URL 1

Enable:

Trigger Interval: 0 I

HTTP User Name:

HTTP Password:
Call Preset: Preset ID: | Preset |
Call Patrol: Patrol ID: Path 1
Call Pattern: Pattern ID: | Patiern 1
Alarm Setting
Record Video Sections: [ 5 seconds
Snapshot: [ 3
Snapshot Interval: [1 ] l second V]
External Output Action Time:[ 30 seconds v]
Audio Action Settings: Edit
Play Audio Interval: [ Auto v]

OK Apply
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|5 Note: You can not choose all three options including Call Preset, Call Patrol and Call
Pattern at the same time.

External Output

If the camera equips with External Output, you can enable the action after configuring the
trigger duration.

Mation Detection  Audio Alarm  External Input  External Output ~ Exception

External Output
Normal Status: Open ® Grounded
Current Status: Grounded

Test

OK Apply

|=) Note: Please set the Normal Status firstly, when the Current Status is different with
Normal Status, it will lead to the alarm.

Exception

Stepl: Network Disconnected, IP Address Conflicted, Record Failed, SD Card Full,
SD Card Uninitialized, SD Card Error and No SD Card are available.

Step2: Check the checkbox to enable the selected alarm type.

Step3:If the camera equips with External Output, you can enable the External Output in
Alarm Action. And alarm settings are supported.
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A\ Basic Event X

|=) Note:

Motion Detection  Audio Alarm

General Settings
Alarm Type:

Enable Network Disconnected Alarm:

Alarm Action
Save Into Storage:

External Output:

Play Audic:
White LED:

Alarm Setting

Record Video Sections:
Snapshot:

Snapshot Interval:

External Qutput Action Time:

Audio Action Settings:
Play Audio Interval:
White LED Flash Mode:
White LED Flash Time:

White LED Effective Mode:

External Input  External Output

Network Disconnected

IP Address Conflict
Record Failed

SD Card Full

5D Card Uninitialized
SD Card Error

No SD Card

Network Disconnected

storage device.)

(Please configure the Audioc Action Settings and Audic Interval.)

[ 5 seconds

M

E

7]

[1 ] [ second

M

[ 30 seconds

Edit

[ Auto

[ Twinkle

Reset

[ Always

OK

Apply

* Please finish the relevant settings in the Network part before using the the Alarm

function on C

MS;

« |t will activate the alarm when the current status is different from normal status on

Alarm 1/O page, you can set the status by yourself.

VCA

Region Entrance

Region entrance helps to protect a special area from potential threat of suspicious person’s
or object’s entrance. An alarm will be triggered when objects enter the selected regions by
enabling region entrance.

* Region Entrance(for non-Al cameras)
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Region Entrance  Region Exiting  Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Human Detection ~ Object Left/Removed

"

General Settings

Enable Region Entrance

Sensitivity:

Effective Time Edit

Set Region

Detection Region: Select All Clear All

Object Size Limits: Edit Reset

| x[3 | pixel(1x1~320x240)

Max. Size: [320 ] x [220 | pixel(ix1~320x240)

Alarm Action o
OK Apply

Region Entrance  Region Exiting ~ Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Human Detection  Object Left/Removed

Max. Size: 320 | x 240 | pixel(1x1~320x240) B

Alarm Action

Save Into Storage:

Upload Via FTP:

Upload Via Email: {Please enable the Email)

External Qutput: (Please configure the External Qutput Action Time.)
o Open (@ Grounded
Cur Sta Grounded
Play Audio:

Alarm to SIP Phone:

<

White LED:
HTTP Notification:
Alarm Setting

Record Video Sections:

Snapshot Interval: [1 second -

I

External Qutput Action Time: | 30 seconds

Audio Action Settings: Edit

Play Audio Interval:
White LED Flash Mode:
White LED Flash Time: p—

White LED Effective Mode: Always

OK Apply

» Region Entrance(for Al cameras)



VCA
Region Entrance

General Settings
Region

Enable Region Entrance
Sensitivity:

Detection Object:
Effective Time

Set Region
Detection Region:

Object Size Limits:

Region Exiting

Advanced Motion Det...

Tamper Detection  Line Crossing

| Vehicle
Edit
Select All Clear All
Edit Reset

Min. Size:

| pixel(1x1~320x240)

Max. Size:

| pixeli1x1~320x240)

Loitering
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Object Left/Remaved

OK Apply

Region Entrance

Region Exiting  Advanced Motion Det...

Tamper Detection  Line Crossing

Min. Size: |2

| pixel(1x1~320x240)

Max. Size:

| pixel(ix1~320x240)

Alarm Action
Save Into Storage:
Upload Via FTP:
Upload Via Email:

External Output:

Norma
Current Status:

Play Audio:

Alarm to SIP Phone:

HTTP Notification:

Alarm Setting

Record Video Sections:

Snapshot:

Snapshot Interval:

External Output Action Time:

Audio Action Settings:

Play Audio Interval:

(Please enable the Email.)

(Please configure the External Output Action Time.)

Z (Please mourt storage device)
-

o]

Grounded

Grounded

l1 ] second hd

Edit

Loitering

Object Left/Remaved

oK Apply

Stepl: Select detection region and enable Region Entrance detection. Then set detecting

sensitivity;
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Step2: Choose detection object. Check Human or Vehicle attribute, and the camera will
alarm once detecting people or vehicle and triggering related events;

|5/ Note: All Al Cameras support this function.
Step3: Set detection schedule;

Step4: Set Entrance Detection region and object size limits;

* Min. Size: Draw the screen or input pixel number to set the minimum size of the
detected object. When the object is smaller than this size, it will not be detected. The
default minimum size is 3*3

» Max. Size: Draw the screen or input pixel number to set the maximum size of the
detected object. When the object is larger than this size, it will not be detected. The
default maximum size is 320*240

|5/ Note: Support the Irregular Area Drawing function in 4x.7.0.78 version or above of
Milesight cameras.

Step5: Set alarm action;

Step6: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when objects enter the selected regions, External Output Action alarm
time will be always constant till the alarm is released.

Step7: Click [OK] or [Apply] after all set.

Region Exiting

Region Exiting is to make sure that any person or object won't exit the area that is being
monitored. Any exit of people or objects will trigger an alarm.

» Region Exiting(for non-Al cameras)
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Region Entrance  Region Exiting  Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Human Detection ~ Object Left/Removed

"

General Settings
Enable Region Exiting

Sensitivity:

Effective Time Edit

Set Region

Detection Region: Select All Clear All
Object Size Limits: Edit Reset

Max. Size: [320 ] x [220 | pixel(ix1~320x240)

Alarm Action o
OK Apply

Region Entrance  Region Exiting ~ Advanced Motion Det...  Tamper Detection  Line Crossing Loitering Human Detection  Object Left/Removed

Max, Size: |320 | x|240 | pixel(1x1~320x240) N

Alarm Action

Save Into Storage:

Upload Via FTP:

Upload Via Email: (Please enable the Email.)

External Output: (Please configure the External Output Action Time.)

Play Audio:
Alarm to SIP Phone:

White LED:
HTTP Natification:
Alarm Setting

Record Video Sections:

Snapshot Interval: [1 ] second -
External Qutput Action Time:

Audio Action Settings: Edit

Play Audio Interval: Auto

Write LED Fiash Mode:

White LED Flash Time:

White LED Effective Mode: Always

OK Apply

» Region Exiting(for Al cameras)



CMS User Manual | 4 - Manage | 142

Advanced Motion Det...

Region Entrance

General Settings
Region

Enable Region Exiting
Sensitivity:

Detection Object:
Effective Time

Set Region
Detection Region:

Object Size Limits:

Region Exiting

Tamper Detection  Line Crossing Loitering Object Left/Remaved

| Vehicle
Edit
Select All Clear All
Edit Reset

Min. Size: |°

| pixel(1x1~320x240)

Max. Size:

| pixeli1x1~320x240)
oK

Region Entrance

Region Exiting

Advanced Motion Det..  Tamper Detection  Line Crossing  Loitering  Object Lefi/Removed

Min. Size: |2

| pixel(1x1~320x240)

Max. Size:

| pixel(ix1~320x240)

Alarm Action
Save Into Storage:
Upload Via FTP:
Upload Via Email:
External Output:

Normal Status:

Currer
Play Audio:
Alarm to SIP Phone:
HTTP Notification:
Alarm Setting
Record Video Sections:
Snapshot:
Snapshot Interval:
External Output Action Time:
Audio Action Settings:

Play Audio Interval:

Glesce mount storsge device)
(Please enable the Email.)

(Please configure the External Output Action Time.)

Open (@ Grounded
Grounded
(Please enable the Audio Speaker.)

ease enable the SIP)

l1 ] second A

OK

Apply

Stepl: Select detection region and enable Region Exiting detection. Then set detecting

sensitivity;




CMS User Manual | 4 - Manage | 143

Step2: Choose detection object. Check Human or Vehicle attribute, and the camera will
alarm once detecting people or vehicle and triggering related events;

|5/ Note: All Al Cameras support this function.
Step3: Set detection schedule;

Step4: Set Exiting Detection region and object size limits;

* Min. Size: Draw the screen or input pixel number to set the minimum size of the
detected object. When the object is smaller than this size, it will not be detected. The
default minimum size is 3*3

» Max. Size: Draw the screen or input pixel number to set the maximum size of the
detected object. When the object is larger than this size, it will not be detected. The
default maximum size is 320*240

|5/ Note: Support the Irregular Area Drawing function in 4x.7.0.78 version or above of
Milesight cameras.
Step5: Set alarm action;

Step6: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when objects exit the selected regions, External Output Action alarm
time will be always constant till the alarm is released.

Step7: Click [OK] or [Apply] after all set.

Advanced Motion Detection

Different from traditional motion detection, Advanced Motion Detection can filter out “noise”
such as lighting changes, natural tree movements, etc. When an object moves in the
selected area, it will trigger alarm.

» Advanced Motion Detection(for non-Al cameras)
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Region Entrance  Region Exiting  Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Human Detection ~ Object Left/Removed

General Settings .
Enable Advanced Motion Detection

Sensitivity: w‘

lgnare Short-Lived Motion:

Effective Time Edit

Set Region

Detection Region: Select All Clear All

Object Size Limits: Edit Reset

| ol ;
Min. Size: [3 IE1E | pixel(1x1~320x240)
Max, Size: (320 ] x [240 | pixel(1x1~320x240)

OK Apply

Region Entrance  Region Exiting  Advanced Motion Det...  Tamper Detection  Line Crossing  Loitering  Human Detection  Object Left/Removed

Alarm Action

Save Into Storage:

Upload Via FTP:

Upload Via Email: {Please enable the Email)

External Qutput: (Please configure the External Output Action Time.)

Open (@G

Current Grounded
Play Audio:
Alarm to SIP Phone:
White LED:

PTZ Motion:
HTTP Natification:
Alarm Setting

Record Video Sections: 5 seconds

I

Snapshot:

Snapshot Interval: ] second -

I

External Qutput Action Time: | 30 seconds

Audio Action Settings: Edit

Play Audio Interval:

White LED Flash Mode:

White LED Flash Time: 3— Reset
White LED Effective Mode:

OK Apply

» Advanced Motion Detection(for Al cameras)



VCA
Region Entrance

General Settings
Region

Enable Advanced Motion Detection

Sensitivity:

Ignore Short-Lived Mation:
Detection Obje:t:

Effective Time

Set Region

Detection Region:

Object Size Limits:

Region Exiting

Advanced Motion Det... ~ Tamper Detection  Line Crossing

3

+|Human + Vehicle
Edit
Select All Clear All
Edit Reset

Min. Size: | =

| pixel(1x1~320x240)

Loitering
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Object Left/Remaved

OK Apply

Region Entrance  Region Exiting  Advanced Motion Det...  Tamper Detection  Line Crossing
Min. Size: [ | x[2 | pixel(1x1~320x240)
Max. Size: [220 ] x 22 | pixel(Tx1 ~320x240)

Alarm Action
Save Into Storage:
Upload Via FTP:
Upload Via Email:
External Qutput:

Normal §

Current St
Play Audio:
Alarm to SIP Phone:
HTTP Notification:
Alarm Setting
Record Video Sections:
Snapshot:

Snapshot Interval:

{Please mount storage device.)
(Please enable the Email.)

(Please configure the External Qutput Action Time,)
Open (®)Grounded
Grounded

(Please enable the Audio Speaker.)

(Please enable the SIP)

[ [second =

External Output Action Time:

Audio Action Settings:

Play Audio Interval:

Edit

Loitering

Object Left/Remaved

oK Apply

Stepl: Select detection region and enable Advanced Motion Detection. Then set detecting

sensitivity;
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Step2: Set Ignore Short-Lived Motion time. If you set the time, when the moving duration of
an object is within the setting time, the alarm will not be triggered,;

Step3: Choose detection object. Check Human or Vehicle attribute, and the camera will
alarm once detecting people or vehicle and triggering related events;

|5/ Note: All Al Cameras support this function.
Step4: Set detection schedule;
Step5: Set Advanced Motion Detection region and object size limits.

|5/ Note: Support the Irregular Area Drawing function in 4x.7.0.78 version or above of
Milesight cameras.

Step6: Set alarm action;

Step7: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when object motion time is longer than the Ignore Short-Lived Motion
time which you set in the selected regions, External Output Action alarm time will be always
constant till the alarm is released.

Step8: Click [OK] or [Apply] after all set.

|5 Note:

* The sensitivity can be configured to detect various movement according to different
requirements. When the level of sensitivity is low, slight movement won't trigger the
alarm.

« Ignore Short-Lived Motion time is to avoid false alarm caused by instant object
movement within time setting.

Tamper Detection

Tamper Detection is used to detect possible tampering like the camera being unfocused,
obstructed or moved. This functionality alerts security staff immediately when any above-
mentioned actions occur.

» Tamper Detection(for non-Al and Al cameras)



VCA

CMS User Manual | 4 - Manage | 147

X

Region Entrance  Region Exiting  Advanced Motion Det..  Tamper Detection  Line Crossing Loitering
General Settings
Enable Tamper Detection
3
Sensitivity:
Effective Time Edit
Alarm Action
Save o Storage:
Upload Via Email: {Please enable the Email)
External Qutput: (Please configure the External Qutput Action Time.)
Open (®
C Grounded
VCA
Region Entrance  Region Exiting ~ Advanced Motion Det..  Tamper Detection  Line Crossing  Loitering

[, S L R

Alarm Action
Save Into Storage:
Upload Via FTP:
Upload Via Email:

External Qutput:

Play Audio:
Alarm to SIP Phone:
White LED:

HTTP Noatification:
Alarm Setting
Record Video Sections:
Snapshot:

Snapshot Interval:

External Qutput Action Time:

Audio Action Settings:
Play Audio Interval:
White LED Flash Mode:
White LED Flash Time:

White LED Effective Mode:

AT (RN ARG

{Please enable the Email)

{Please configure the External Output Action Time.)

second -

I

30 seconds
Edit
Auto
Twinkle
Reset

Always

.I.
I 4[4

Stepl: Enable Tamper Detection and set detecting sensitivity;

Step2: Set detection schedule;

Step3: Set alarm action;

Human Detection ~ Object Left/Removed

-

OK Apply

X

Human Detection  Object Left/Removed

OK Apply
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Step4: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when possible tampering is detected, External Output Action alarm
time will be always constant till the alarm is released.

|=) Note: The algorithm supports defocus detection in Tamper Detection function.

Line Crossing

Line Crossing detection is designed to work in most indoor and outdoor environment. An
event will be triggered every time when the camera detects objects crossing a defined
virtual line.

« Line Crossing(for non-Al cameras)

VCA X

Region Entrance  Region Exiting  Advanced Motion Det..  Tamper Detection  Line Crossing  Loitering  Human Detection  Object Left/Removed
General 5ettings
Enable Line Crossing
Direction: A-=B -

Sensitivity:

Effective Time Edit
Set Detection Line

Detection Region: Draw Clear

Min. Size: |2 x|(3 ixel(1x1~320x240)
[ x| J e

oK Apply
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VCA

Region Entrance  Region Exiting  Advanced Motion Det..  Tamper Detection  Line Crossing  Loitering  Human Detection  Object Left/Removed

Max, Size: 320 | x |240 | pixel(1:1~320x240) RN

Alarm Action

Save Into Storage:

Upload Via FTP:

Upload Via Email: (Please enable the Email.)

External Qutput: (Please configure the External Output Action Time.)

Play Audio:
Alarm to SIP Phone: Please enable the SIP.
White LED:

HTTP Notification:

Alarm Setting

Record Video Sections: 5 seconds

Snapshot Interval: [ |second =

External Output Action Time: | 30 seconds

I

Audio Action Settings: Edit

Play Audio Interval: Auto

White LED Flash Mode:
White LED Flash Time: ——

White LED Effective Mode: Always

OK Apply

« Line Crossing(for Al cameras)

VCA

Region Entrance  Region Exiting ~ Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Object Left/Removed

General Settings
Line

Enable Line Crossing

I
&MNAI
I

Direction:
Sensitivity: §
Detection Object: ~ Human +|Vehicle
Effective Time Edit

Set Detection Line
Detection Region: Finish Clear
Object Size Limits: Edit Reset

12 EEIME &

Min. Size: [ | pixeli1x1~320x2401

o OK Apply
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VCA X
Region Entrance  Region Exiting ~ Advanced Motion Det..  Tamper Detection  Line Crossing Loitering Object Left/Removed
Upload Via Email: ~ | {Please enable the Email.}
External Output: (Please configure the External Output Action Time.)
Play Audio:
Alarm to SIP Phone:
HTTP Notification:
Alarm Setting
Record Video Sections:
Snapshot Interval: I1 ] second -
External Qutput Action Time: :]
Audio Action Seftings: Edit
OK Apply

Stepl: Choose a line number;
Step2: Enable Line Crossing detection and define its direction;
Step3:Set detecting sensitivity;

Step4: Choose detection object. Check Human or Vehicle attribute, and the camera will
alarm once detecting people or vehicle and triggering related events;

|=) Note: All Al Cameras support this function.
Stepb5: Set detection schedule;

Step6: Draw detection lines and set object size limits.
Step7: Set alarm action;

Step8: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when objects cross a defined virtual line, External Output Action alarm
time will be always constant till the alarm is released.

|=) Note: You can set up to four lines at a time. There are three direction modes to choose
for triggering alarm. “A-->B” means when there is any object crossing the line from the “A”
side to the “B” side, the alarm will be triggered. “B-->A” vice versa. “A<-->B” means that the
alarm will be triggered when objects cross line from either side.
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When objects are loitering in a defined area for a specific period of time, it would trigger an

alarm.

« Loitering(for non-Al cameras)

VCA X

Region Entrance

Alarm Action
Save Into Storage: Record
Upload Via FTP: Record

II I1 I1

Upload Via Email:
External Qutput:

Play Audio:

Alarm to SIP Phone:
White LED:

PTZ Motion:

HTTP Natification:
Alarm Setting

Record Video Sections: 5 seconds

w
II

Snapshot:

Region Exiting ~ Advanced Motion Det...  Tamper Detection

Snapshot | (Please enable the Email.)

(Please configure the External Output Action Time.)

Snapshot Interval: 1 second

I

External Qutput Action Time: | 30 seconds
Audio Action Settings: Edit
Play Audio Interval: Auto
White LED Flash Mode: Twinkle
White LED Flash Time: Reset

White LED Effective Mode: Always

|
‘I 1 1

* Loitering(for Al cameras)

Line Crossing

Loitering

Human Detection  Object Left/Removed

OK Apply
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VCA

Region Entrance  Region Exiting  Advanced Motion Det...  Tamper Detection  Line Crossing Loitering
General Settings
b Region
Enable Loitering
Min. Loitering Time: (3-1800s)
Detection Object: | Vehicle
Effective Time Edit
Set Region
1 Detection Region: Select All Clear all
Object Size Limits: Edit Reset
0917 A1
Min. Size: |- | pixel(1x1~320x240)
Max. Size: | pixel(1x1~320x240)

Object Left/Remaved

0K

Apply

Region Entrance

Region Exiting  Advanced Motion Det...

Tamper Detection  Line Crossing  Loitering

Min. Size: |2

| pixel(1x1~320x240)

Max. Size:

| pixel(ix1~320x240)

Alarm Action
Save Into Storage:
Upload Via FTP:
Upload Via Email:

External Output:

Norma
Current Status:

Play Audio:

Alarm to SIP Phone:

L HTTP Notification:

Alarm Setting

Record Video Sections:

Snapshot:

Snapshot Interval:

External Output Action Time:

Audio Action Settings:

Play Audio Interval:

Glesce mount storsge device)
(Please enable the Email.)

(Please configure the External Output Action Time.)

Grounded

Grounded

l1 l second V]

Edit

Object Left/Remaved

OK

Apply

Stepl: Select detection region and enable Loitering detection. Then set minimum loitering

time;
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Step2: Choose detection object. Check Human or Vehicle attribute, and the camera will
alarm once detecting people or vehicle and triggering related events;

|5/ Note: This function is supported for all Al cameras.
Step3: Set detection schedule;
Step4: Set Loitering detection region and object size limits.

|5/ Note: Support the Irregular Area Drawing function in 4x.7.0.78 version or above of
Milesight cameras.

Step5: Set alarm action;

Step6: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when objects loiter in the selected regions, External Output Action
alarm time will be always constant till the alarm is released.

|5/ Note: After setting minimum loitering time from 3s to 1800s, any objects loitering in the
selected area over the minimum loitering time will trigger the alarm.

Object Left/Removed

Object Left can detect and prompt an alarm if an object is left in a pre-defined region.
Object Removed can detect and prompt an alarm if an object is removed from a pre-defined
region.

* Object Left/Removed(for non-Al and Al cameras)
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VCA X

Region Entrance  Region Exiting  Advanced Motion Det...  Tamper Detection  Line Crossing Loitering Object Left/Removed
General Settings =
Enable Object Left ;
Enable Object Removed 3
Min. Time(5~1800s) 4 s
Sensitivity: 5
Effective Time Edit
1 Set Detection Region 0
Detection Region: Select All Clear all
Object Size Limits: Edit Reset
Min. Size: [ <[z | pixel(ix1~320x240) b

OK Apply

Region Entrance

Region Exiting  Advanced Motion Det..  Tamper Detection  Line Crossing  Loitering  Object Lefi/Removed

Min. Size: |- | pixel(ix1 ~320x240)

Max, Size: [220 | pixel(1x1~320x240)

Alarm Action

Save Into Storage:
Upload Via FTP:

1 Upload Via Email:

(Please mount storage device.)
» -

Please enable the Email

External Output:

{Please configure the External Output Action Time.)

Normal Status: Open

®)Grounded

Current Status: Grounded
Play Audio:

Alarm to SIP Phone:

HTTP Notification:
Alarm Setting

5 seconds -

Record Video Sections:

Snapshot Interval: [ [second =
External Output Action Time:
Audio Action Settings: Edit

Play Audio Interval:

oK Apply

Stepl: Select detection region and enable Object Left or Object Removed (Or you can
enable both features at the same time);

Step2: Set minimum time;
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Step3: Set detecting sensitivity;
Step4: Set detection schedule;
Step5: Set detection region and object size limits.

|5/ Note: Support the Irregular Area Drawing function in 4x.7.0.78 version or above of
Milesight cameras.

Step6: Set alarm action;

Step7: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when an object is left/removed from the selected regions, External
Output Action alarm time will be always constant till the alarm is released.

|5 Note:

« After setting minimum time from 10s to 1800s, any objects are left in the selected area
or removed from the selected area over the minimum time will trigger the alarm.

* Object Left/Removed is optional, if you need this function, please contact your sales
first.

People Counting

People Counting

People Counting is able to count how many people enter or exit during the setting period.
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& People Counting

People Counting  Regional People Counting

General Settings

Enable People Counting

Clear Count: Clear
Effective Time Edit

Set Detection Line

Detection Line: Draw Clear

Object Size Limits: Edit Reset

Hu:.
‘"lﬂ.r:,ai

"-__
Min. Size: [3 | x[3 | pixel{1x1~320x240)
Max. Size: 320 | x [240 | pixel(1x1~320x240)
Counting OSD
Show Counting OSD: v
i «In « Out
Counting Type: < Capacity ZI5um

Fot Sz

OK Apply




‘& People Counting X
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People Counting ~ Regional People Counting

Enable Auto Reset:
Date:
Time:

— Alarm Trigger
Enable Alarm

Thresholds:

Alarm Action
Save Into Storage:
Upload Via FTP:
Upload Via Email:

External Output:

—  Play Audio:
Alarm to SIP Phone:
HTTP Notification:
Alarm Setting

Record Video Sections:
Snapshot:

Snapshot Interval:

External Qutput Action Time:
Audio Action Settings:

Play Audio Interval:

Stepl: Enable People Counting,

Step2: Set detection schedule;

v
Capacity: 9999
Sum: 9999
v (Please mount storage device.)
:] (Please enable the Email.)

(Please configure the External Output Action Time.)

5 seconds

i

[1 ] second -

[s0seconds -]

Edit

(e ]

OK Apply

and you can clear the current count;

Step3: Set detection line and object size limits.

Step4: Set counting OSD;

Stepb5: Set alarm trigger. Alarm will be triggered when the thresholds reaches to a certain

value from 1 to 9999.

Step6: Set alarm action;

Step7: Set alarm settings. If you enable External Output and choose Constant External
Output Action Time, when the thresholds reach to a certain value you set, External Output
Action alarm time will be always constant till the alarm is released.

|=) Note: Crossing along the direction of the arrow will record as “In”, opposite as “Out”.
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Regional People Counting

When enabling Regional People Counting, users can check the real-time number of people
and the time of each person's stay in the detection region.

& People Counting X

People Counting  Regional People Counting

General Settings

Enable Regional People Counting:
5
Sensitivity:

Effective Time Edit
Set Detection Region
Detection Region: Select All Clear All

Object Size Limits: Edit Reset

] pixel(1x1~320x240)

Max. Size: (220 ] x [220 | pixel(1x1~320x240)
Alarm Trigger
Max. Sty
Min. Stay: E
e e = 1 =

0K Apply



Stepl:
Step2:
Step3:
Step4:

Stepb5:

value;

Step6:

Step7
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:& People Counting X

People Counting  Regional People Counting

Alarm Trigger
Min. Stay: l:]
Max. Length of Stay: s
Alarm Action
Upload Via FTP:
Upload Via Email: (Please enable the Email.)
Save Into Storage: (Please mount storage device)
HTTP Notification:

l ]

| |

| |

| |
Alarm Setting
Record Video Sections: [ 5 seconds V]
Snapshot: [ 3 V]
Snapshot Interval: ['I ] [ second V]
External Output Action Time: [ 30 seconds ']
Audio Action Settings: Edit

Play Audio Interval: l Auto

Enable Region People Counting;
Set Detection Schedule;
Set Detection Region and Object Size Limits.

Set Detection Schedule;

OK

Apply

Set Alarm Trigger. Alarm will be triggered when the threshold exceeds the certain

Set Alarm Action;

. Set Alarm Settings. If you enable External Output and choose Constant External

Output Action Time, when the threshold exceeds the certain value you set, External Output

Action alarm time will be always constant till the alarm is released.

|=) Note:

+ Users can check the real-time number of people and the time of each person's stay in
the detection region on Live View interface.
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« For Regional People Counting, please make sure your camera model is MS-Cxxxx-
xXC.

 Support up to 4 detection regions for Regional People Counting.

* Region People Counting function compatible in Al models.

ANPR

The ANPR function will automatically detect and capture license plate in real time and
compares to a predefined list, then takes appropriate action such as generating an alert
once the license plate is on the predefined black list.

General Settings

General Settings ~~ List Management  Black List Mode  White List Mode  Visitor Made

Enable ANPR v

License: [738G2 ]
License Status: [Valid |
Processing Resolution: (19201080 -
Schedule: Edit

Image Settings

Enable ANPR Night Mode:

Effective Time: Auto Mode "
Day to Night Value: =3 Reset
Night to Day Value: 3 Reset

IR Light Sensor Value: 0 Q

Level: ————,,
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General Settings  List Management  Black List Mode  White List Mode  Visitor Mode

Set ANPR Detection Region
Effective Region Settings: [ Normal ']
Effective with Presets: [ Preset] vI 'S

] MName Edit Delete
1 ROI1 4 1]
-
oK Apply

General Settings  List Management  Black List Mode  White List Mode  Visitor Mode

+ add Clear Clear All
[[n] Name Edit Delete
1 ROI_1 rd m
Detection Settings:
Detection Trigger: [ Always V]
Confidence Level: e
Repeat Plate Checktime: o #] [Milliseconds | 0~60000ms
License Plate Serial Format: Edit
All
Features Identification: Direction |Detection Region
Please config the Action in Black List / White List or Visitor Mode.
LPR Message Post Settings
Enable LPR Message Post: v
Post Type: TCP -
Camera LPR Port: -
oK Apply

Stepl:Enable ANPR function;

 License: Generated by camera’s information



CMS User Manual | 4 - Manage | 162

* License Status: Show present license status, including Valid, Invalid, Expired,
Inactivated

Step2: Select processing resolution. The further distance you detect, the higher resolution
is needed. 1280*720 by default;

Step3: Set Schedule.

Step4: Enable ANPR Night Mode, then you can set ANPR Night Mode Effective Time.
There are two options available: Customize and Auto Mode. Auto Mode option supports
automatic switch between day and night;

|/ Note: Make sure your camera’s version is 4X.7.0.77 or above so that the Auto Mode is
available for Effective Time option.

Step5:Set the detected ROI region which can be up to 4 regions. License plate will only be
detected in the ROI regions;

Step6:Set Detection Settings including Detection Trigger, Confidence Level, Repeat Plate
Checktime, Lisence Plate Serial Format and Features ldentification;

* Detection Trigger: Always and Alarm Input are available. It will only detect when alarm
input is triggered if you select Alarm Input.

» Confidence Level:Set the degree of reliability according to the actual situation.

* Repeat Plate Checktime: The same license plate information won't be received on
network cameras within the time you set.

 Lisence Plate Serial Format: Set license plate format you want to recognize.

* Features Identification: The selected features identification will be shown in ANPR
logs interface.

Step7: Enable LPR Message Post. It will push information to some third-party devices or
software that are compatible with ours.

» Post Type: Information can be pushed by RTSP, TCP or HTTP.

* HTTP Method: There are two HTTP push methods, including Post and Get.

» Snapshot Type: Three kinds of snapshot can be chosen: All, License Plate and Full
Snapshot. When you choose All, License Plate Snapshot and Full Snapshot will be
pushed.

|5/ Note: This option is available just for Post HTTP Method.

« HTTP Notification URL: LPR camera can use the APl URL to send LPR information to
back-end devices when the license plate is recognized. API URL format fills as follow:
http://IP:Port/api/lpr

« User Name: Receiver name.




CMS User Manual | 4 - Manage | 163

» Password: Receiver Password.

List Management

Make a license plate list for your own camera ANPR system. You can upload license plates
and set them with different license type here. Besides, users can set the license plate to
Schedule Mode and choose a custom schedule rule that can configure the license plate as
Black List or White List at different times. 10000 plates can be added at most.

General | Settings  List Management  Black List Mode ~ White List Mode  Visitor Mode
License Plate Plate Type Search
Schedule Rule Edit
License Plate Plate Type Schedule Rule Valid Time Note Edit Delete
S609KFT White - Always i m
1Q25W9 Schedule Mode Rule 1 2021/08/26 - 2021/08/26 4 E

Total2 |4 4 | | z} Go Page1/1

Add Delete List Import Export

Please upload csv format file(utf-8) for batch import.  Click here to download the template.

|=) Note: Support setting up to 4 Schedule Rules for Schedule Mode.
There are two methods to add license plates:
1. Add one by one.

Step1l: Click Add button;

Step2: Input the license plate and select license type, the valid time of select license type
and note;

Step3: Click [Save] and then the license plate will be added into the list;

2. Batch adding by importing template.
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Stepl: Click ©'<¢here e devnload thetemilaie. galact a path and click “Choose” to download
Template;

Step2: Input all license type and license plate number as Template shows;

Step3: Click [Import] button, select the file and click “Open” to add all license plates into list.

Black List Mode /White List Mode /Visitor Mode

We provide you three modes for better event management, which is based on two license
types.

* Black List Mode: Manage event for license plates in black list.
* White List Mode: Manage event for license plates in white list
« Visitor Mode: Manage event for those license plates do not have license type.

&2 ANPR X

General Settings  List Management  Black List Mode ~ White List Mode  Visitor Made
Black List Mode:
Effective Time Edit

Alarm Action

Save Into Storage:

Upload Via Email (Please enable the Email)

External Qutput: (Please configure the External Qutput Action Time.)

Play Audio:

Alarm to SIP Phone:

HTTR Notification:

Alarm Setting

Record Video Sections:

ccccc bt 1 - b

OK Apply

Stepl: Enable Black List Mode/White List Mode/Visitor Mode as needed,;
Step2: Set effective time which means Mode works during that period;

Step3: Set action including Save Into Storage, Upload Via FTP, Upload Via Email, External
Output, Play Audio, Alarm to SIP Phone and HTTP Notification;

» Save Into Storage: Save alarm recording files into SD Card or NAS.
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» Upload Via FTP: Upload the recording files via FTP.

* Upload Via Email: Upload the files via Email.

« External Output: If the camera equips with External Output, you can enable the action
after configuring the trigger duration.

» Play Audio: If the camera equips with Speaker, you can enable the action after
configuring the audio speaker.

« Alarm to SIP Phone: Call the SIP phone after enable the SIP function.

« HTTPNOotification: Pop up the alarm news to specified HTTP URL. Three HTTP
notifications at most can be added to the same event. HTTP Notification supports Basic
& Digest authentication.

3.2.2.3 IoT

IoT modules that support LPWAN technology are embedded in the camera to communicate
wordlessly over long distances using lower power consumption.

You can manage end device and set the alarm settings here after connecting the 5G Series
Network Camera to CMS via P2P type.

Radios Settings

Currently our 10T camera supports three 10T frequency bands of 915M (The
corresponding channel plan is US915/AU915/KR920/AS923/AS923-2), 868M (The
corresponding channel plan is IN865/EU868/RU864) and 470M (The corresponding
channel plan is CN470). Before buying the camera, you need to contact our sales to choose
the frequency band that is supported in your country.

For example, here | choose the 10T camera with the frequency bands of 470M or reference
document regional parameters for LoRaWAN, and it will show that the current channel plan
is CN470 on the page.

|5/ Note: Usually you can directly use the default settings without configuring Radio
Settings. If you need to customize some radio settings, you can make further settings as
shown below.
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loT X
R Radios Settings  Profiles Settings  Devices Management
Alarm Settings Enable loT: v
Channel Plan: [ena7o -]
Channel Mask: [ ]
Radio Channel Settings
Center Frequency of Radio 0: [472.3 ]
Center Frequency of Radio 1: [472.9 ]
Enable Channel Radio Frequency/MHZ
v 0 [Redicd =] [am9 ]
v 1 [Redic0 =] [a721 ]
v 2 [Redic0 ¥ [a723 ]
v E] [Redicd =] [4725 ]
v 4 [Redio 1 =] [a727 ]
v 5 [Radioo =] [4729 ]
v & [Radio1 =] 4731 ]
v 7 [Radio1 =] (4733 ]
LoRa Channel Settings
Enable: v
Radio: [Radio 0 -]
Frequency: [a721 ]
Banduwidth: [2s0krz -]
Data Rate: [sr7 - v
oK Apply
Table 28.
Parameters Function Introduction
Enable loT Enable/Disable the 10T function.

Channel Plan

The required Channel Plan can be selected according to the country
region. For example, here | choose the loT camera with the loT
frequency band of 915M, then it will list all the channel plans supported
by this frequency band, including US915, AU915, AS923, AS923-2 and
KR920, then | need to select the corresponding channel plan.

Channel Mask

Enabled frequencies are controlled using channel mask. Leave it blank
means using

all the default standard usable channels specified in the LoORaWAN®
regional parameters document. A bit in the Channel Mask field set
to 1 means that the corresponding channel can be used for uplink
transmissions if this channel allows the data rate

currently used by the end-device. A bit set to 0 means the corresponding
channels

should be avoided.This option is optional for CN470, US915 and AU915.
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Parameters

Function Introduction

Radio Channel
Settings

Center Frequency
of Radio 0

Supports transmitting and receiving packet;

|5 Note: For details of default value and configuration ranges in
different regions, please refer to Milesight Troubleshooting-5G AloT
Camera.

Center Frequency
of Radio 1

Only supports receiving packet from nodes;

=) Note: For details of default value and configuration ranges in
different regions, please refer to Milesight Troubleshooting-5G AloT
Camera..

Multi-channel list

The radio and frequency corresponding to all channels will be listed
here. All channels are enabled by default. You can also check the box to
enable the corresponding channel.

Enable Channel Radio Frequency/MHZ

v 0 [Radioo ] [4719

v 1 [Radicd ] [a721

v 2 [Radiod | [4723

v 4 [Radie1 =] [4727

v 5 [Radio1 ] [4729

v 6 [Radie1 ] [4731

J
J
J
v 3 [Radicd ] [4725 |
J
J
J
J

v 7 [Radio1 | [4733

LoRa Channel
Settings

Enable Enable/Disable the LoRa Channel.
Radio Choose Radio 0 or Radio 1 as center frequency.
Enter the frequency of this channel.
For example:
» The frequency range formula of US915 and AU915: Center
F frequency +0.55;
requency » The frequency range formula of other regions (except US915 and
AU915): Center frequency +0.4625;
For example, the center frequency is configured with 867.5,
then the frequency range corresponding to each channel:
867.5-0.4625~867.5+0.4625.
Enter the bandwidth of this channel. 125KHz, 250KHz and 500KHz are
. available. The default option is 250KHz;
Bandwidth

|5 Note: The default option is 500KHz for AU915 and US915.
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Parameters Function Introduction
From SF7 to SF12, the transmission rate decreases and the
Data Rate transmission distance increases. In general, the range of Data Rate is
SF7 ~ SF12, the default value would be SF7. Only the default value of
the Channel Plan AU915 and US915 is SF8.
Enable Enable/Disable the FSK Channel.
Radio Choose Radio 0 or Radio 1 as center frequency.
Frequency Enter the frequency of this channel.
FSK Channel
Settings
Enter the bandwidth of this channel. 125KHz, 250KHz and 500KHz are
. available. The default option is 125KHz.
Bandwidth
|5 Note: The default option is 250KHz for AU915 and US915.
Data Rate Enter the data rate. The Date Rate must be between 500~250000.

Note: The configurations here should be the same with those in End Device.

L=

Profiles Settings

Usually you can use the default settings without configuring Profiles Settings. If you need to
customize some profiles settings, you can click the Profiles Settings button to make further
settings and click Apply button, it will list the Device-profiles you created.
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loT X
bzizs Radios Seftings  Profiles Settings  Devices Management
Alarm Settings
Name: [ ]
Max TXPower: o ]
Join Type: [oTan -]
Class Type: v Class C
Advanced Settings: v
MAC Version: [102 -]
Regional Parameters Revision: | B -]
RX1 Data Rate Offset: [o -]
RX2 Data Rate: [DROSF12, 125KHz) ~]
RX2 Channel Frequency: [s0s300000 | Hz
Frequency List: [ | Hz
Name Max TXPower Jain Type Class Type Operation
OTAA 0 OTAA Class A 0
ABP 0 ABP Class A Zm
oK Apply
Table 29.
Parameters Function Introduction
Name Customize the profile name.
Enter the maximum transmit power. The TXPower indicates power levels relative to
Max TXPower the Max_ EIRP level of_the end-d_evice. 0 means using the max EIRP. EIRP refers to
the Equivalent Isotropically Radiated Power. The Max TXPower must be between
0~16.
OTAA and ABP are optional, the default option is OTAA.
* OTAA: Over-the-Air Activation.
For over-the-air activation, end-devices must follow a join procedure prior
to participating in data exchanges with the network server. An end-device
Join Type has to g0 through a new join procedure every time as it has lost the session context
information.
» ABP: Activation by Personalization.
Under certain circumstances, end-devices can be activated by
personalization. Activation by personalization directly ties an end-device to
a specific network by passing the join request - join accept procedure.
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Parameters Revision

Parameters Function Introduction
Class Type Device type is Class A by default. Users can check the box of Class B or Class C to
add the class type
MAC Version Choose the version of the LoORaWAN® supported by the end-device.
1.0.0/1.0.1/1.0.2/1.1.0 are optional, the default option is 1.0.2.
Regional Revision of the Regional Parameters document is supported by the end-device.A and

B are optional, the default option is B.

RX1 Data Rate Offset

The offset used for calculating the RX1 data-rate is based on the uplink data-rate.

RX2 Data Rate

Enter the RX2 datarate which is used for the RX2 receive-window.

RX2 Channel Frequency

RX2 channel frequency is used for the RX2 Frequency receive-window.

Frequency List

List of factory-preset frequencies. The range is based on what is specified in the
LoRaWAN® regional parameters document.

Devices Management

loT
Devices

Alarm Settings

Table 30.

Radios Settings  Profiles Settings  Devices Management

Devie-frofie
0SD Font Size:
OsDfontColo[ <@
Device List
Device Name Device EUI Device-Profile Battery Last Seen Activation Sensor Operation
EMS500-CO2-..  24e124126b02.. OTAA 3% Just now (/] Sensor Z i
EMS00-SWL-..  24¢124126b01... ABP 7% 3 minutes ago (/] Sensor Z M
OK Apply
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Parameters Function Introduction

Device Name Customize the device name.

Fill in Device EUI which can be obtained from the device label. You can also get

Device EUI Device EUI from Milesight Tool Box if you use Milesight Lora Sensor.

Device-profile OTAA and ABP are optional, the default option is OTAA.

Whenever an end-device joins a network via over-the-air activation, the
application key is used for derive the Application Session key. It is mainly used
to generate corresponding Device Address/Network Session Key/Application
Session Key.

Application Key Note:

=

» The default key can be obtained from the end-device;
» Milesight Sensors’ default key is 5572404c696e6b4c6f52613230313823.

Information needed to access the network. If you choose ABP network access
mode, you need to fill in these items. And you can obtain them from End Device.
For example, you can get such information from Milesight Tool Box when you
use Milesight Lora Sensor.

Device Address: The device address identifies the end-device within the
current network.

Network Session Key: The network session key is specific for the end-device.
It is used by the end-device to calculate the MIC or part of the MIC (message
integrity code) of all uplink data messages to ensure data integrity.

Device Address/Network Session
Key/Application Session Key

The default key of Milesight Sensor is 5572404c696e6b4c6f52613230313823.

Application Session Key: The AppSKey is an application session key specific
for the end-device. It is used by both the application server and the end-device
to encrypt and decrypt the payload field of application-specific data messages.

The default key of Milesight Sensor is 5572404c696e6b4c6f52613230313823.

Select the device type according to the actual situation. Lora Sensor and
Lora Sensor Node are optional. Lora Sensor is a kind of sensor that supports

Device Type LoraWAN protocol, while Lora Sensor Node is a kind of device which receives
data from interfaces of RS485, Al and GPIO.
OSD Font Color Configure the OSD font color.

OSD Font Size Configure the OSD font size.
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Parameters Function Introduction
Step 1: You can enter sensor configuration page by clicking [Sensor]. After
the configuration is finished, you can click [Apply] to save your configuration or
cIick to cancel your configuration.
Device List
Device Name Device EUI Device-Profile Battery Last Seen Activation Sensor Operation
EMS00-CO2-...  24e124126b02... oTAA 93% 1 minute ago (/] Sensor |
EMS00-SWL-..  24e124126b01... ABP 7% 2 minutes ago (/] Sensor 2
| Sensors Settings X |
Sensor ID: I 1 v|
[ Sensor Type: ITemperature Sensor V]
Sign: v
: Decimal Point Forward: I1 l
| Unit: | 9€©C V]
' Show OSD: v
Device List

[Sensor ID] Select the Sensor ID that you want to configure. The number of
sensor IDs depends on how many kinds of data the sensor has and there is a

one-to-one relationship between ID and data.

[Sensor Type]Sensor Type configuration. We have several common used

sensor types as shown below:

Temperature Sensor -

Temperature Sensor -
Humidity Sensor

Dust Sensor(PW2.5)

Dust Sensor(PM10)

Water Level Sensor

Speed Sensor

Weight Sensor

Photoelectric Sensor

Vibration Sensor

Pressure Sensor b
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Parameters Function Introduction
Or you can also customize it:
Sensors Settings X
Sensor ID: ’ 1 V]
Sensor Type: ’ Other V]
(p2 J
Sign: v
Decimal Point Forward: [1 ]
Unit: ’°C V]
Show OSD: v
[Sign]The tick indicates that the value has a plus or minus sign.
[Decimal Place] Decimal configuration. For example, when you fill in 1, you are
moving the decimal point one to left, and you get a decimal.
[Unit] Data unit configuration. We have some common units here and users can
also customize it.
Device List [Show OSD] Once you enable this function, you can see the detected data on

the screen as the picture shown below.

|5 Note:
« The channel ID and Sign should be consistent with those in End Device.
» Decimal Place is set according to the properties of the sensor. For example,

you need to set this value to 1 to get the correct temperature when using
the Milesight temperature sensor.
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Parameters Function Introduction

Step 2: You can click 4 to modify the configuration in End Device

Management.
Device List
DeviceName  DeviceEUl  Device-Profile Battery Last Seen Activation Sensor c,‘amn
EMS00-CO2-..  24€124126b02.. oA 9% 1 minute ago ] Sensor Z
H H EM500-SWL- 246124126601.. ABP 97% Just now Sensor Z
Device List 9 2L

Step 3: You can click Il to delete the device you added.

Device List

DeviceName  DeviceEUl  Device-Profile Battery Last Seen Activation Sensor opem‘m
EMS00-CO2-...  24c124126b02. OTAA 8% 2minutes ago (] Sensor L @
EMS00-SWL-.. 24124126601 ABP 7% 1 minute ago (/] Sensor I

|=) Note:

» Device Name and Device EUI cannot be repeated.

* Device EUI, Application Key, Device Address, Network Session Key and Application
Session Key should be consistent with the configuration of End Device.
* Uplink Frame-counter and Downlink Frame-counter can be reset only in ABP mode.

Alarm Settings

loT X
Devices
Rules: B 3 4
Thresholds Settings
¥ EMS00-C0O2-470M-1-C02 -
EMS00-CO2-470M-2-Humidity Sensar -
EM500-CO2-470M-3-CO2 4
EM500-CO2-470M-4-Pressure Sensor -
EMS00-SWL-470M-1-Water Level Sensor -

Effective Time: Edit

Alarm Action

Sove nto Storage:
Upload tia FTP: v
Upload Via Email: v [snapshat v

External Output:

Play Audio:
HTTP Notification:

(Please enable the Audio Speaker.)

oK Apply

Step 1: Select the alarm rule that you want to set and you can configure four kinds of rules.
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Step 2: Check the checkbox to enable Alarm Rules.
Step 3: Click "Edit” to select the sensor to alarm.

Step 4: Set threshold for the selected sensor. When the data reaches the critical value, the
alarms will be triggered. Both upper and lower thresholds are configurable. You can also
only configure upper or lower threshold.

Y
| EM300-CO2-470M-1-C02 s
v Max Limit: [20 | -c
Min Limit: E | -c
EM300-CO2-470M-2-Humidity Sensor =
EM500-CO2-470M-3-C0O2 i
EMS500-CO2-470M-4-Pressure Sensor 4
EMS00-SWL-470M-1-Water Level Sensor ~

Step 5: Click "Edit” to set the Effective Time for IoT.

B Edit Schedule X

|Select Al Period1 Period2 Period3

|Sunday [oo:00 #] [22:59 %] [00:00 %] [00:00 %] [00:00 %] [00:00 %] Copy to Other Days
+|Monday [00:00 #] [23:59 %] [o0:00 4] [00:00 %] [00:00 %] [00:00 4] Copy to Other Days
| Tuesday [00:00 #] [23:59 #] [00:00 4] [00:00 %] [00:00 4] [00:00 4] Copy to Other Days
v\ Wednesday  [00:00 %] [23:50 %] [00:00 #] [00:00 4] [00:00 4] [00:00 $] Copy to Other Days
| Thursday [oo:00 #] [23:59 #] [00:00 4] [00:00 %] [00:00 4] [00:00 4] Copy to Other Days
+|Friday [oo:00 #] [22:59 %] [00:00 %] [00:00 %] [00:00 %] [00:00 %] Copy to Other Days
v/|Saturday [oo:00 #] [23:59 4] [00:00 4] [00:00 4] [00:00 4] [00:00 4] Copy to Other Days

Apply Reset

Step 6: Set Alarm Action.
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Alarm Action

Sawve Into Storage:

II

Upload Via FTP: v | Record
2

Upload Via Email:

External Output:

Play Audio: (Please enable the Audio Speaker.)

HTTP Notification:

OSD Blink:

Table 31.

+ (Please check the Show QOSD.)

Parameters

Function Introduction

Save Into Storage

Save alarm recording files into SD Card or NAS.

Upload Via FTP

Upload the recording files via FTP.

Upload Via Email

Upload the files via Email.

External Output

If the camera equips with External Output, you can enable the action after
configuring the trigger duration.

Normal Status

Open/Grounded are available.

Current Satus

Grounded

Play Audio

Auto/ 10 seconds/ 30 seconds/ 1 minute/ 5 minutes/ 10 minutes are available.

HTTP Notification

Support to pop up the alarm news to specified HTTP URL.

OSD Blink

If the Show OSD in the page of sensor configuration is checked, the OSD will blink
when alarm is triggered.




CMS User Manual | 4 - Manage | 177

Step7: Set alarm settings.

Alarm Setting

Record Video Sections: ’ 25s V]
Snapshot: ’ 3 V]
Snapshot Interval: [1 ] [ s V]
External Output Action Time: l 10s V]
Play Audio Interval: [ Auto ']
OSD Blink Time: . s Reset
Table 32.
Parameters Function Introduction
Record Video Sections Six different periods are available (5s, 10s, 15s, 20s, 25s, 30s).
Snapshot The number of snapshot, 1~5.
Snapshot Interval This cannot be edited unless you choose more than 1 Snapshot.

Length of time that an alarm lasts, this cannot be edited unless you enable the

External Output Action Time External Output on the Alarm Action firstly.

Play Audio Interval Auto/ 10 seconds/ 30 seconds/ 1 minute/ 5 minutes/ 10 minutes are available.

OSD Blink Time Support to set the blinking duration of the OSD, 1~10 are Available.

For example, here | set the alarm action as OSD blink with an interval of 3 seconds, when
the data reaches the critical value, the alarms will be triggered, we will see the OSD blinking
on the live view interface.

P XEAEOE K KIS XT @ B ) EE 5 - (@ + s

T Comens 5216868208 ' : \
T Camens 1821686866 43850 GRH

T reviiszisassee
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3.2.2.4 Storage
Before you start:

To configure Record Settings, please make sure that you have the network storage device
within the network or the SD card inserted in your camera. Choose the storage mode
according to your needs.

[Storage Management]

= storage x

Storage Management  Record Settings  Snapshot Settings

SD Card Settings

Total Size: 0.00MB Free Size: 0.00MB Used Size: 0.00MB Format
Note: Please insert SD card.

NAS Settings

Mounting Type: NFS -
Add
MNo. Server Address Directory  Mounting Type Total Free User Name Status Edit  Format Delete

oK Apply
SD Card Settings:
Table 33. Description of the buttons
Parameters Function Introduction

Format Format SD card, the files in SD card will be removed

NAS Settings:

The network disk should be available within the network and properly configured to store
the recorded files, etc.
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NAS (Network-Attached Storage), connecting the storage devices to the existing network,
provides data and files services.

Table 34. Description of the buttons

Parameters Function Introduction
Server Address IP address of NAS server
Directory Input the NAS file path, e.g. “\path”.

NFS and SMB/CIFS are available. And you can set the user name and password to

Mounting Type guarantee the security if SMB/CIFS is selected

|=) Note: Up to 5 NAS disks can be connected to the camera.

[Record Settings]

== Storage X

Storage Management  Record Settings ~ Snapshot Settings

Enable Recycle Storage:

Schedule: Edit

OK Apply

Table 35. Description of the buttons
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Parameters

Function Introduction

Enable Recycle Storage

Enable/Disable Recycle Storage, if you enable this option, it will delete the files when
the free disk space reach a certain value.

Pre-record

Reserve the record time before alarm, 0~10 sec

Schedule

Click the Edit button to edit record schedule

|5) Note: SD Card or NAS are available.

[Snapshot Settings]

= Storage X

Storage Management

Record Settings  Snapshot Settings

Enable Timing Snapshot: |+

Interval:

Save Into Storage:
Upload Via FTP:
Upload Via Email:
HTTP Post:

URL:

Enable:
User Mame:

Password:

Schedule:

] [ hour -

URL1 -

Edit

OK Apply

Table 36. Description of the buttons

Parameters

Function Introduction

Enable Time Snapshot

Check the checkbox to enable the Timing Snapshot function

Interval

Set the snapshots interval, input the number and choose the unit(millisecond, second,
minute, hour, day)
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Parameters

Function Introduction

Save Into Storage

Save the snapshots into SD card or NAS

Upload Via FTP

Upload the snapshots via FTP

Upload Via Email

Upload the snapshots via Email

Support to upload the snapshots to specified HTTP URL.

@ Note:

HTTP Post

» Three HTTP notifications at most can be added.

« HTTP Notification supports Basic & Digest authentication.
Schedule Click the Edit button to edit snapshot schedule

3.2.2.5 System

Date&Time

You can select the time zone and decide whether to enable the Daylight Saving Time or
not. It also supports to sync date and time with NTP or set the time manually. After finishing
the settings, click the Apply button [Apply] to save and apply the settings to the CMS.

Date&Time

Date:

Tirme:

Time Zone:

[ ]
[ :]

[ (UTC+08:00) China(Beijing, Hong Kong, Taipei) "']

« Daylight Saving Time

Manual

® SNTP Server: |192.168.69.130

Sync with computer time

OK Apply
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Network

The Network page is as below:

Network Email FTP DDNS Port
® Manual DHCP
1P Address: [1921687.119

Subnet Mask:  [255.255.240.0

Gateway: [192.1687.1

DNS: [s.8.8.7

Apply

[Email]

Alarm video files will be sent to specific mail account through SMTP server. Please make
sure that the Email settings were correctly set before using it.
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Network Email FTP DDNS Port
Email Settings
Enable:
User Name: |\*dip|‘c |
Sender: |\‘dip|‘c-§=si|‘a.ccm |
Password: |uooooouooo |
Server: |smtp.si|‘a.ccm |
Port: [2s |
To E-maill: |L|ser-§=dcmail*.ccm |
To E-mail2: | |
Encryption:
Snapshot Settings
Alarm Snapshot File Name: [ Default(YYyy-MM-DD) V]
Timing Snapshot File Name: [ Default(YYYY-MM-DD) V]

OK Test Apply

Table 37. Description of the buttons

Parameters Function Introduction
Enable Check the checkbox to enable Email
User Name The sender's name. It is usually the same as the account name
Sender Email address to send video files attached to emails
Password The password of the sender
Server The SMTP server IP address or host name(e.g.smtp.gmail.com)
Port The port of SMTP server. The default TCP/IP port for SMTP is 25(not secured). For
SSL/TLS port, it depends on the mail you use
To E-mail E-mail address to receive video files
Encryption Check the checkbox to enable SSL or TLS if it is required by the SMTP server
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Parameters Function Introduction

Default(YYYY-MM-DD) /MM-DD-YYYY/ DD-MM-YYYY/ Add prefix/ Overwrite with

Alarm Snapshot File Name ! ! i
the base file name/ Customize are available.

Default(YYYY-MM-DD) /MM-DD-YYYY/ DD-MM-YYYY/ Add prefix/ Overwrite with

Time Snapshot File Name ! ! i
the base file name/ Customize are available.

|5) Note: You can refer to the following file name tip to customize the file name.

File Name Tip:
&Device - Device Name
&Y - Year

&M - Month

&D - Day

&h - hour

&m - minute

&s - second

88 - &

[FTP]

Alarm video files will be sent to specific FTP server. Please make sure that the FTP settings
were correctly set before using it.

Network Email FTP DDNS Port
FTP Server Settings
FTP Type [Fre v
Server: FTe
Server Port: 21
User Name: [admin ]
Password: [...... ]

FTP owver SSL/TLS(FTPS):

FTP Storage Settings

Storage Path: [ Parent Directory V]
Parent Directory: ’ Date V]

Alarm Action File Name: [ Default(YYYY-MM-DD) V]

Timing Snapshot File Name: [ Default(YY¥yY-MM-DD) ']

Pre-record: ’0 second V]

oK Apply
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The meanings of the items on FTP page can be referred to the table below:

Table 38. Description of the buttons

Parameters Function Introduction
FTP Type FTP and SFTP are optional.
Server FTP/SFTP server address

The port of the FTP server. Generally it is 21.
Server Port
The port of the SFTP server. Generally it is 22.

User Name User name that used to log in to the FTP/SFTP sever

Password User password

Storage Path where video and image will be uploaded to the FTP server.

Storage Path Four FTP storage path types are available, including Root Directory, Parent

Directory, Child Directory and Customize.

Choose IP Address/ Device Name/ Date as the folder name of Parent Directory, or

Parent Directory customize the folder name.

Alarm Action File Name Choose the default(YYYY-MM-DD) or customize the alarm action file name.

Default(YYYY-MM-DD) /MM-DD-YYYY/ DD-MM-YYYY/ Add prefix/ Overwrite with

Timing Snapshot File Name the base file name/ Customize are available.

Note:

=

« Parent Directory will be under Root Directory
« Users can refer to the following file name tip to customize the file name.

File Name Tip:

&Device - Device Name
&Y - Year

&M - Month

&D - Day

&h - hour

&m - minute

&s - second

88 - &
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[DDNS]

DDNS allows you to access the camera via domain names instead of IP address. It
manages to change IP address and update your domain information dynamically. You need
to register an account from a provider.

Network Email FTP DDNS Port
Enable DDNS
DDNS Server: [ ddns.milesight.com ']
External HTTP Port: [80 ]
External RTSP Port: (554 |

External Playback Port: [555

DDNS URL: hitp://ddns.milesight.com/201043

MNote: Recommend to enable and configure UPnP ports which can be used directly in DDNS.

OK Apply

The meanings of the items on DDNS page can be referred to the table below:

Table 39. Description of the buttons

Parameters Function Introduction

Enable DDNS Check the checkbox to enable DDNS service

Support DDNS from now dyndns.org, freedns.afraid.org, www.no-ip.com,

Name www.zoneedit.comand Customize
User name Account name obtained from DDNS provider
Password Account password

Host name DDNS name enabled in the account
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You can choose “ddns.milesight.com” as provider for DDNS. After enabling it, you can
access the device via the URL “http://ddns.milesight.com/MAC address” .

|=) Note:

* Please do the Port Forwarding of HTTP Port and RTSP Port before you use Milesight
DDNS.
» Make sure that the internal and the external port number of RTSP are the same.

[Cellular]
The 5G Series Network Camera provides a fresh experience of UHD image quality,

low latency and fast transmission speed to some scenarios where network wiring is
inconvenient.

You can check the cellular status and set the cellular settings here after connecting the 5G
AloT Pro Bullet Plus Network Camera to CMS via P2P type, as shown below:

Network Email FTP DDNS Cellular Port

Cellular Status
ISP: CHN-CT
SIM Card Status: Valid

Signal Strength: al

Status: 5G Connected

IMEI: 863305040543026

IMSI: 460115210492616
ICCID: 89860320245922381178
IP Address: 100.90.140.248

Subnet Mask: 255.255.255.240
Gateway: 100.90.140.249

DNS Address: 218.85.157.99

Data Usage Monthly: 3028MiB
Refresh

Cellular Settings
Commbla Fallidae

OK Apply

|=) Note:

« If you use the 5G camera for the first time, it is necessary to connect the camera
through the network port to access the web page of the camera for basic configuration.
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« Before using the 5G network, please insert the SIM card into the SIM card slot at the
bottom of the camera. It supports Nano SIM for SIM card slot.

Stepl: Fill in the information provided by your Internet Service Provider (ISP) to Cellular
Settings

interface, then click Save to access the network successfully.

MNetwork Email FTP DDNS Cellular Port

Data Usage Monthly: 3088MiB -

Refresh

Cellular Settings

Enable Cellular: v

APN:

User Name:

Password:

[
[
[
[

PIN Code:

Access Number: [

Authentication Type: [Auto V]

MNetwork Type: [Auto V]

Re-dial Interval: 20 | st0-36005)

Billing Day: Day [ 1 V] of The Manth

Effective Time: Edit

OK Apply

Table 40. Description of the buttons

Parameters Function Introduction

Enable Cellular Check this option to enable 5G network.

APN Enter the Access Point Name for cellular dial-up connection provided by local ISP.

Username Enter the username for cellular dial-up connection provided by local ISP.

Password Enter the password for cellular dial-up connection provided by local ISP.

PIN Code Enter a 4-8 characters PIN code to unlock the SIM.

Access Number Enter the dial-up center NO. For cellular dial-up connection provided by local ISP.
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Parameters Function Introduction

Select the Authentication Type. There are five options including Auto, PAP,
Authentication Type CHAP, MS-CHAP, MS-CHAPvV2 to match different Internet Service Providers. The
default option is Auto, which can automatically match Internet Service Provider.

Select the network type of cellular network. There are five options including Auto,

Network Type 5G, 4G, 3G and 2G.

Auto: connect to the network with the strongest signal automatically.

Fill in the re-dial interval time. When the 5G network is offline, it will re-dial

Re-dial Interval according to the interval you set. The Re-dial Interval must be between 0-3600s.

Select the date for clearing the data each month. Users can choose from 1st to

Billing Da .
9 Pay 31st, and the system will clear the data on the date you set each month.
Set the schedule, the 5G network will take effect according to the schedule you
set.
[ Edit Schedule X
v/|Select Al Period1 Period2 Period3
| Sunday [00:00 #]| [23:50 #] [00:00 #] [00:00 #] [00:00 #] [00:00 #] Copy to Other Days
Effective Time . [v Monday (0000 3] [23:59 %] (o000 3] [om00 %] [00:00 #] [00:00 3] Copy to Other Days

+ Tuesday [00:00 #] [23:50 %] [oo:00 3] [0o:00 #] [o0:00 3] [00:00 #] Copy to Other Days
v/Wednesday  [00:00 #| [23:59 %] [00:00 %] [00:00 #] [00:00 2] [00:00 2] Copy to Other Days
| Thursday [o0:00 4] [23:59 4] [oo:00 %] [oc:00 4] [o0:00 #] [00:00 4] Copy to Other Days
| Friday [o0:00 #] [23:59 #] [00:00 #] [00:00 #] [00:00 #] [00:00 #] Copy to Other Days
| Saturday [00:00 #] [23:50 %] [00:00 3] [0c:00 3] [00:00 3] [00:00 #] Copy to Other Days

Apply Reset

Rlatmemrts [ima s -

|5/ Note: For some Internet Service Provider, users only need to insert the SIM card
directly to access the 5G network without additional configuration.

Step2: After connecting to the network successfully, you can check the cellular status
information on Cellular Status interface, as shown below.
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Network Email FTP DDNS Cellular Part

Cellular Status
I1SP: CHN-CT
SIM Card Status: Valid

Signal Strength: al

Status: 5G Connected

IMEL: 863305040543026

IMSI: 460115210492616
ICCID: 89860320245922381178
IP Address: 100.90.140.248

Subnet Mask: 255.255.255.240
Gateway: 100.90.140.249

DNS Address: 218.85.157.99

Data Usage Manthly: 3028MiB

Refresh

Cellular Settings
Conbla Fallilae

OK Apply

Table 41. Description of the buttons

Parameters Function Introduction

Show the network provider which the SIM card registers on.

ISP
|=) Note: It will display "-" when the SIM card is not inserted or not recognized.

Display the connection status of SIM card.

No SIM Card: The SIM card is not inserted.
SIM Card Status
Invalid: The SIM card has been inserted but failed to connect to the network.

Valid: The SIM card has been inserted and successfully connected to the network.

Signal Strength Display the current signal strength of the network.

Display the connection status of the network, including “3G/4G/5G Connected” and

Status “Disconnect”.

IMEI Show the IMEI of the module.

IMSI Show IMSI of the SIM card.
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Parameters Function Introduction
ICCID Show ICCID of the SIM card.
IP Address

Subnet Mask

Gateway

DNS Address

Display the IP Address, Subnet Mask, Gateway and DNS Address of the current
network. If the SIM card is not inserted or not recognized, it will display 0.0.0.0.

Data Usage Monthly

Display current monthly used data.

C) Refresh

Click this button to manually refresh the above status.

Step 3: After configuring the cellular settings, you also need to complete other basic
configurations of the camera if needed, such as events, recordings, etc.

Step 4: After completing the basic settings of the camera, you can access the camera using
5G network without connecting the network cable.

[Port]

You can set HTTP and RTSP port here.
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Network Email FTP DDNS Port
HTTP Port: [s0 |
RTSP Port: [s54 |

Apply

Users

Click the Users button, the setting window will pop up as below:

Security Question
Edit

Account Management

Add
ID User Name User Level Edit Delete
1 admin Admin /

[Security Question]
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You can set the Security Question for your camera, in case you forget the password, you
can reset the password by answering the Security Question correctly.

Click “Edit” button, input Admin Password, and set three Security Question for your camera,
then click “OK”.

l l

Admin Password

Security Question 1 [ What's your father's name? V]

i Security Answer 1: ’ ]

Security Question 2: [ What's your father's name? V]

l Security Answer 2: [ ] l

Security Question 3: [ What's your father's name? V]

Security Answer 3: ’ ]

OK

What's your father's name?
What's your favorite sport?
What's your mother's name?
What's your mobile number?
What's your first pet's name?
What's your favorite book?
What's your favorite game?
What's your favorite food?
What's your lucky number?
What's your favorite color?
What's your best friend's name?
Where did you go on your first trip?

There are twelve default questions below, you can also customize the Security Question.

[Account Management]

There are three levels of Users: Admin, Operator, and Viewer. Admin can not be deleted
and you can only change its password. Operator and Viewer can be added, edited or
deleted.
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User Information

Admin Password l l

[ Operator V]

’alison Q l

User Level

User Name

Password [

Confirm Password l

User Privilege
v|All

 Live Video

' Local Settings

+ Image Settings
' Network Settings
« Date B Time

' Storage Settings
| Security Settings
v|Logs

+ Maintenance

« PTZ Settings

+ People Counting

+ Playback

+ Video Settings
+ Audio Settings
~ RTSP Access

+ Event Settings
~ Storage Format
| SIP Settings

v | System

+ PTZ Control

+ Face Detection

oK

Log

In Log interface, you can check, search and export logs. By selecting the Main Type , Sub
Type, Start Time and End Time which can narrow down the scale of logs, you can search

for logs that you need and then export them locally.

The Logs page is as below:
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I @ tveview x 0 © piayback x N S0 pevices x I W pevice confia. x I =l device toge

Log Search - Camera192.168.6... Time
Main Type 2022-03-16 195032
Al - 2022-03-16 19:5031
Sub Type
2022-03-16 195030
Al -
Start Time 2022-03-16 195029
[2022/03/01 00:0000 -]
e 2022-03-16 195025
End Time
[2022/03/17 235959 -] 2022-03-16 19:50:23
Q search 2022-03-16 19:50:19
2 Bxport 2022-03-16 1950115

2022-03-16 19:50:13

2022-03-16 18:50:06

2022-03-16 19:50:04

2022-03-16 18:50:01

2022-03-16 19:49:54

2022-03-16 19:49:52

2022-03-16 19:49:50

2022-03-16 19:49:50

2022-03-16 19:49:45

2022-03-16 19:49:35

2022-03-16 19:49:34

2022-03-16 19:49:29

2022-03-16 19:49:09

2022-03-16 19:49:07

2022-03-16 19:49:05

2022-03-16 19:49:02

Main Type Sub Type Parameter User
Event Motion Detection Stop
Operation Login Remotely admin
Event
Event
Event Motion Detection Star
Event Motion Detection Stop
Event Motion Detection Start
Event Motion Detection Stop
Event Motion Detection Start
Event Motion Detection Stop
Smart Advanced Motion Detection
Event Motion Detection Start
Event
Smart
Smart
Event Motion Detection Start
Event Motion Detection Stop
Smart Advanced Motion Detection
Smart Advanced Motion Detection
Smart Advanced Motion Detection
Smart Advanced Motion Detection
Smart Advanced Motion Detection
Smart Advanced Motion Detection
Smart Advanced Moion Detection

The meanings of the items can be referred to the table below:

Table 42.

admin & BN Elex ¥ _0O X

192.168.60.19

Totahi206 14 4 b M [ /13 ] Go Pageisia

Parameters

Function Introduction

Main Type

There are three main log types: [All], [Event], [Operation], [Information], [Exception],

[Smart]

Sub Type

On the premise of main type has been selected, select the sub type to narrow the

range of logs

Start Time

The time log starts

End Time

The time log ends

Q, Search

Click the button to search the matched logs

2 Export

Export the log file

You can click the bar to list the log by items such as Time, Main Type, Sub Type, User, IP,

etc.
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System

The System page is as below:

System
Device Name: [Neiwcrrk Camera ]
Product Model: MS-C8266-X4GOPC

Hardware Version: V1.4
Software Version: 45.8.0.1-AloT-a2
MAC Address: 1C:C3:16:24:9B:20

Maintenance
Reboot the device: Reboot
Auto Reboot:
Day.
Time: 00:00:00 N
Reset: ' Keep the IP Configuration
+ Keep the User Information

Reset

Local Upgrade: s ] Upgrade

Restore after upgrading

Online Upgrade: Check
Import Configuration File: m] ] Upload
Export Configuration File: Backup
Export Diagnose File: Backup

OK Apply

The meanings of the items on System page can be referred to the table below:
Table 43.

Parameters Function Introduction

Device Name The device name can be customized. It will be seen in file names of video files

Product Model The product model of the camera
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Parameters

Function Introduction

Hardware Version

The hardware version of the camera

Software Version

The software version of the camera can be upgraded

MAC Address

Media Access Control address

Reboot

Click the button to reboot the device

Auto Reboot

Set day and time for reboot, and the NVR will reboot automatically at the set time.

Day:Everyday, Monday, Tuesday, Wednesday, Thursday, Friday, Saturday and
Sunday.

Time: Adjustable range from 00:00:00 to 23:59:59.

Note: Make sure the camera’s version are 4X.7.0.78 or above.

L=

Reset

Click the button to reset the settings to the default one.
Keep the IP Configuration: keep the IP configuration when resetting the device.

Keep the User Information: keep the User configuration when resetting the
device.

|5 Note: If you disable the “Keep the User Information” option when resetting the
device, the device will be reset to the ‘Inactive’ status, you need to set a password
for it again.

Local Upgrade

Click the I button to import the firmware file from PC, and click the [Upgrade]
button to upgrade.

Restore after upgrading . )
And you can enable option to restore the settings to

the default one after upgrading the device.
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Parameters Function Introduction

Click the [Check]button to check for update.

Click OK to update to the latest version when new version is detected.

Milesight CMS X

New version 40.7.0.77 detected,
upgrade now?

Online Upgrade

oK Cancel

Click the button to import the configuration file from PC, and click [Upload]

Import Configuration File . ; e
button to import the configuration file.

Export Configuration File Click [Backup] button to export the configuration file.

Click [Backup] button to export logs and system information of the device operation

Export Diagnose File status.

3.3 Device Grouping
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admin @ Bl EWsx ¥V _O X

I @ tveview x| B Deviceconfia. x | @ Device Groups x

Al v Testl » TESTI-Test! 4|
C-Test1
PRERET ] (Extend igh
vl cpp
View Management Tools
N ow Wy vy EQ. & fese
— WY 6 (AL X
Live View Playback Smart Analysis Devices Device Config Health Board Device Groups Users E-Map Logs Remote Maintenance
Apply

6/6

This function allows users to group devices up to three levels, with custom names for
adding and deleting devices, facilitating device management and improving convenience.

lOuu\l- -l& Devices -I &0 Device Groups  » [ sduwin § Hin He F_0X

Al
Camera192.168.68.139 Camera 5216868138 Comner 1
Comera1S2.16.62.189 Camera 15216869189 Cormer 2
Comera182.160.60.156 Cormer 2 Oude
Comera192.160.68.149 Camera 19216860156 Doar
Comers192.168.69.160 Camars 19216869149

Camera182.168.69.222
Cameral52.168.6.160

Comeral9216869222

I

Apply

Click the icon £ to modify the device group name. Then, select the desired group and click
the camera icon on the far left to add the camera to the corresponding group.
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IOu-w-— xl W Dwice Confg xl i Davice Geoups ®

- et * TSt 4

WS

It is important to remember to click the "apply" button to ensure that the changes you have
made to the content are saved and take effect.

lﬁmm xl W Device Config "I & Device Growps ®

v Tt  TESTI-Restd 4 |

12521336

c-pap o Wl 20

=)

5/6

3.4 Health Broad
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I@ Live View Xl oo Devices xl % Device Groups xl 2 HealthBoard x [ admin @ Bl Bex VO X

Device Connection
No. 1P Address. D Port Device Name Type MAC Address Status.
1 192.168.69.245 - 80 Camera192.168.69.245 Camera 1CC3:16:2B:C4:89 Disconnected
2 192.168.69.148 - 80 Camera192.168.69.148 Camera 1C:C3:16:26:D8:AB Disconnected
Recording Status
4 0 3 192.168.69.193 - 80 Camera192.168.69.193 Camera 1C:C3:16:11:40:7C Disconnected
Recording Failed 4 12321336 - 8080 12321336 NVR 1CC316:0A38:04 Connected
5 - - - c-p2p P2P-NVR 1C:C3:16:0B:42:5A Connected
Event Status 6 192.168.69.222 - 80 222 Camera 1C:C3:16:2B:C4:C9 Disconnected
Alarm -
View Management Tools
Camera Exception Status . .1 - ?
0 @ > vw lﬁ @ 6%6 (1) Q &I{
Alarm — (4
Live View Playback Smart Analysis. Devices. Device Config Health Board Device Groups. Users E-Map Logs Remote Maintenance
NVR Exception Status

1

Alarm

Touks | 4 b W[ ] Go pagetnt

In this interface, you can easily check the connection and recording status, as well as these
events status.

» Device Connection

Iewnnn wl e e w0 s oeiceous wl — vesthza - o Lk LR

Device Connection
o # Address 3 Fort Desice Mame T MG addeess stans
1808208 . " Camera1az 1688028 Comens ECHIBIRERDD pa—
2 216850188 . 0 Camaratiz 16850 148 Camars IELINEIBDEAE E—
Recanting Status
19 0 1 21658103 . a Camaratiz 16850 143 Comarn ILEIIEA LT E—
Recerding Fadad 4 12321335 . B8 12821388 MR LGOI p——
s o F2p o 1CCH16084258 Conmcted
Evect Status s ERTTEE - & =z Comers CCHIG2RCACY

Caméra Exception Stats

0

Blarm

Tows M 4 B M Go Pige 1

* Recording Status
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Veask oped

¥ Addran o Dmvice Mame Type MAL Addren Ststn Dtaila
15216859245 = Cammera192.16.65.245 Camers CCIIEIRCAES Ho Recording
15214809148 - L Carera182.163.08.148 Camers VTN EMDRAE No Recording
THLISHERTE - 0 Camera 19216056193 Cameen Na Recording

12321556 - 880 1231536 MV Recording L5.6789.00,1213,0415.0617

(< P2P-NVR 1O 16084254 Reconding 1919

Event Status . —— : » = Comess ECHIZECs Mo Recording
1

Camera Evception Status

0

Towts M 4 B M

Go Page 11

* Event Status

I @ Live View xl o Devices. xl &% Device Groups xl = Health Board x

Device Connection

Event Status
2 4 No.  Device Name 1P Address. MAC Address  Motion Detection  Region Entrance  Region Exiting Advanced Motion Detection  Tamper Detection Line Crossing  Loitering  Object Lefi/Removed  Alarm Input ~ Alarm Output
Comeced ornected 1 Cameralo2168.. 19216860245  1CC316:2B:C4BO
2 Cameral92168.. 19216860148  1CC316:2608:A8
Recording Status
20 0 3 Cameral92168.. 19216869193
Recording Failed 4 12321336 12321336
5 cp2p - 1CC316:08:42:5A 10
6 222 19216869222 1CC316:28:C4CT

Camera Exception Status.

0

Alarm

Touts 1 4 > b [ 7] 6o pagern

« Camera Exception Status
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I @ Live View xl o Devices "l % Device Groups xl = HealthBoard x

admin @ B E@ex ¥ _O X

Camera Exception Status

No. Device Name 1P Address MAC Address SD Card Full SD Card Error

Record Failed SD Card Uninitialized No SD Card
1 Camera192.168.69.245 192.166.69.245 1C:C316:28:C4:89
2 Camera192.168.69.148 192.168.69.148 1C:C316:26:08:48
Recording Stat
20 0 3 Camera192.168.69.193 192.168.69.193 1C:C316:11:40.7C
Recording Failed 4 22 192.168.60.222 1CC316:2B:C4CO
Event Staty
Alarm

Total4 14 4 b M Go Page1/1

3.5 Users

You can add, edit and delete the Operator or Viewer account while you are only allowed to
edit the password of the Admin. The Add User page is as below:
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Password

User Information

User Type ’ Operator

V] User Mame ’

[

] Confirm Password [

User Permission

Channel Permission

W

W
W
W
W

A YA SIAYIAS

— Menu Permission

Live View

Playback

PTZ Contral

Smart Analysis
Devices

Device Config

E-Map

Legs

Remote Maintenance

System Cenfiguration

0K

Cancel




Chapter 5. View

4.1 Live View

There are icons of PTZ, Image Configuration, View Settings, Carousel on Live View
interface. Live View interface is shown as figure below.

admin @ Bl B> ¥ _0 X
PX I Maromdw e o B d W EE E E- e

Milesight Milesight Milesight

Milesight Milesight Milesight

Milesight Milesight Milesight

After adding the devices, you can drag or double click device name to view windows to
display their Live View. 1/4/8(1+7)(4+4)/9/16/36/64 view windows can be set to meet your
needs. Also the custom layout function you can redesign all the layout.

You can click © == | button and enter a keyword to search for the target
device in the added device list quickly.

The icons on toolbar are as below:

P X I[N Q2ONE KX KIS ¥ J @&
(] [==] [EE] (W]~ [27] ~ | 4= 1/256 =

The description of the icons can be referred to the table below:

Table 44. Description of the buttons
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Item

Function Introduction

Play all the channels with Secondary stream

Stop all the playing channels

Cursor Mode

Click the button will enable digital zoom the Live View

PTZ Mode

Fisheye Mode

Image Settings of the playing channels

Save View, save the current view to replace the old view

New View, create a new view

Carousel

Full Screen

Multi Screen, up to four screens with different function:
Alarm Screen, Live View Screen, Full Screen and People Counting Screen.

Support identifying monitors of corresponding screens by clicking the Identify button.

Snapshot All function, click the button to snapshot all the playing channels.

To hide or show the menu bar in the live view interface of the cameras

Using the computer's public microphone, multiple cameras and NVR cameras can be
conveniently and uniformly broadcasted on CMS

1/4/9 Windows Button
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ltem Function Introduction
IE' N Click the button to get more options of display windows

v Click the button to draw a custom layout

= [Pre Page]/[Next Page] button

4.1.1 Live View interface

1. Device

Device column in the Live View shows what kind of devices are connected to the CMS:

& Live view

O\ [’Search ]

m F'la:,-t . .

3“'— Camer Stop
ii MNVE19 Rename

- Disable

\F NVR1S Device Config

=" Camer Sync Mame
Refresh

= CameraTezToBogzTIo

= Cameral92.168.69.231CH1
= Camera192.168.69.113
_—
o

Cameral192.168.69.193

Table 45. Description of the buttons

ltem Function Introduction
Play Play the Live View of the chosen device
Stop Stop the Live View of the chosen device

Rename

Rename the device on the list
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Item

Function Introduction

Disable

Disable the device

Device Config

Jump to the Device Config interface to configure the device

Sync Name

Synchronize device name with the device

Refresh

Refresh the status of the chosen device

Right-click on the blank space of the device list:

@ Live View

| 2

O\ [Search

l

3
L

o ol ol of o ol ol of o dld

Table 46. Description of the buttons

Cameral92.168.69.217

Cameral192.168.69.162

NYR192.168.69.48

NWYR192.168.69.168

Cameral192.168.69.147

Cameral192.168.69.216

Cameral92.168.69.251CH1

Cameral92.168.69.113
Cameral192.168.69.193
Cameral92.168.69.151
Cameral192.168.69.213
Cameral92.168.69.251
Cameral192.168.69.138
Cameral92.168.69.61

Cameral92.168.69.60

Play All
Stop All

Refresh All

Sync All Names
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Iltem Function Introduction
Play All Play all the Live View
Stop All Stop all the Live View
Sync All Names Synchronize names with all devices
Refresh Refresh the status of all devices

There are steps to display device under the Device mode:
Stepl: Make sure the device is available;
Step2: Select one window to display;

Step3: Right click a camera and choose [Play] to display the camera. When you choose a
NVR, there is a [Play] to display all cameras linked with the NVR. You can also double click
the device or drag it into the selected window.

Table 47. Description of the buttons

Item Function Introduction
Search | | Search the target device in the added device list quickly.
Camera, which is playing
7/ e Camera/NVR, which is connected
= /l-">'< Camera/NVR, which is not connected
= lj' Camera/NVR, which logs out
/ List Button, click the button to list/hide all cameras linked with the NVR
Triggered Motion Detection Status
Triggered VCA events Status
E Triggered Audio Alarm Status
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2. View

Right-click on View:

@ LiveView x Ui Device Config »

>
D\ I'Search l
Viewl
ﬂ client-s Play View
Delete View
m View2 Rename View
ﬂ client-s Save
Save as..
m View3
ﬂ Viewd
Table 48. Description of the buttons
Item Function Introduction
Play View Play the View
Delete View Delete the View
Rename View Rename the View

Save the current view and the corresponding stream types of the channels to

Save replace the old view

Save the current view and the corresponding stream types of the channels into a

Save as .
new View

View helps you watch and manage the Live View more efficiently. By set Views, you can
save time to manage the Live View:

4
Stepl: Click the New View button *to create a new View;

Step2: Display the cameras according to Device Part;

Step3: Click the Save View button* to save the Live View. You can right-click the View
and choose the [Play View].
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For Fisheye camera, support Saving View of Client-side Dewarping mode. If the user saves
the current view as a layout with the client-side dewarping mode that supports dragging the
needed area under the fisheye model, it will display this dewarping mode when playing the

layout next time.

P Xk QErBEKNKIE LI E W E E E- -] €
N — C
e () viewr /;_“;L‘»‘ — ~
(] client-side dewarping 4 ’:'—/r !5;
(] view ——
[ Nglient-si ide dewarping
1 VN
£ Views /
fisheye /
3 @OmM ©
\ L N :
- A s ,‘
Y " - T
) T
\ e
| \ sk
y ‘ l \‘ “ “
W i i
= = THil [ \
L . \ - { WY
oh omixl oom X1. 0 l -
h T = = V)
|=) Note:

* Double clicking a NVR will lead to display all the cameras linked with the NVR;

» Once a window is selected, it's border color will turn into white.

» The View Layout list will keep the order of the last move when the CMS program
restarts or covers installation.

3. Custom Layout

2 Config

Click on the button " and click to add a custom layout, the page is as below:
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Custom Layout X

Layout Management L X ol Basic Layout

~+ Add i Delste

OK Cancel Apply

Click Hubdd to create a new layout,it will display a 8x8 layout by default, drag and drop

your mouse to combine the grids into one single box, click OK when finished.

Custom Layout X

Layout Management ‘) e Basic Layout

+ add il Delete

Custom Layoutl

oK Cancel Apply
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Click redo and undo button to back to the last steps.__~ e

You can double click the name on the left list to rename the layout.

Layout Management D | 0

+ Add il Delete

Custom Layoutl)]

After your modify, click Apply or OK to save the custom layout.

Back to Live View Page, the new layout will appear in the custom layout button -

4.1.2 Settings of Display the Live View

The toolbar of the Live View window:
Table 49. Description of the buttons

Function Introduction

Alarm Output

Start/Stop recording

item
K
2
Snapshot
kXN

Full screen

Stop the Live View

m/ "D Disable/Enable the audio
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ltem

Function Introduction

Disable/Enable the Two-Way Audio: Support Two-Way Audio between CMS and NVR. With
just one click, users can talk to the NVR's channel or the NVR to which the channel belongs

NVR192.168.69.168-CAM6.

i

(I

- =

|5/ Note: Make sure the NVR’s version is 7X.9.0.12 or above.

Right-click the Live View window, the interface is as below:

Stop
16:9
43
® Resize
Original
Stream Type 4
Stream Type For All P
Previous Page
Mext Page

Full Screen

Table 50. Description of the buttons

ltem Function Introduction
Stop Stop playing the Live View
16:9 Ratio of length to width is 16:9
4:3 Ratio of length to width is 4:3
Resize Suit the size to the windows
Original Keep the size the same as original aspect ratio
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Item Function Introduction

You can choose Primary Stream or Secondary Stream

Stream Type |5/ Note: The Stream Type can not be edited for 4K Area Cropping camera and other
display modes of fisheye camera under Multi-channel mode except 10/1P/2P.

Stream Type For All You can choose Primary Stream or Secondary Stream for all channels.
Previous Page Turn to the previous page
Next Page Turn to the next page
Full Screen Display windows in full screen
1. PTZ
Click the PTZ button , there will be a same button in the bottom-left corner of the

selected window. Click the button in the window, the PTZ function interface will appear. The
interfaces of three network cameras are as below:

* PTZ camera
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[J[e] ]
) L)

(=]

0T G

Speed
# [+
3 [+]
O] =) @

@

%]
glle

Preset Patrol Pattern
001 Preset 1 -
002 Preset 2 .

003 Preset 3
004 Preset 4
005 Preset 5
006 Preset 6
007 Preset 7
008 Preset 8
009 Preset 9

« Vari-focal lens camera
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]
[J[c] D]
)] L]

Zoom |-

il
.,
+]

©
fu)
@

EHIE

Preset Patrol Pattern

001 Preset 1 -
002 Preset 2 .
003 Preset 3

004 Preset4

005 PresetS

006 Preset 6

007 Preset?

008 Preset8

009 Preset 9

010 Preset 10

011 Preset 11 -

* Fisheye camera(Bundle Stream)
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l Channell

L7 [4]
10
Speed -’
-] »
-] & [+]
o (@
®
Preset Patrol Pattern
001 Preset 1 -
002 Preset 2 .
003 Preset 3

004 Preset 4
00

wn

Preset 5

00

=3}

Preset &

007 Preset 7

NNA Dracat A

* Fisheye camera(Multi-channal)
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BN
o)
Okl

10

Speed ]
=] # [+
=] @ [+

&][e]lg]
X

Patrol Pattern

gggggg

The meanings of the items can be referred to the table below:

Table 51.
Item Function Introduction
¥ a |
< 0 4 Navigation key is used to control the direction. The rotation key is used for auto-rotation.
[ 8 v A
Speed i To adjust the speed of pan/tilt movements, from 1 to 10.
|Z‘ A | + ‘ Click -/+ to zoom in and zoom out.
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ltem Function Introduction
| - ‘ ﬁ] | + ‘ Click to focus near or far of the lens.
Lens Initialization, Auxiliary Focus and Auto Iris.
Lighting For 30s:Click to open/ close the White LED for lighting 30s.
O, u
One-touch Patrol: Click to carry out the patrol.
9 ® ®
3D Manual Tracking: The camera can track the object only after user frames the moving
object on the screen.
3D Positioning: For PTZ camera, 3D Positioning function allows users to easily adjust
the angle of camera’s view and zoom ratio by just using a mouse to get more details
from region of interest.
Auto Tracking: With this option enabled, the camera can perform the digital Pan/Tilt/
Zoom to track the moving objects automatically.
- |5 Note:
» Auto Tracking is only supported in regional views.
« Auto Tracking is only supported in ceiling mounting mode of on-board
dewarping mode.
H .
Prosct orref e save the setting of the current preset
001 Preset 1 B% = = | ®delete the preset
Preset 2 ~call the preset
P call the patrol
Preset Patrol Pattern
path e ¥ set the path
Path2
Path3 ¥ delete the path
Preset Patrol Pattern > call the pattern
Patternl P & X
Pattern2 % record the pattern
. ¥ delete the pattern
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|5/ Note: Both PTZ series camera or fisheye camera in NVR(V7x.9.0.4 and above) added
by IP/Domain and P2P support PTZ configuration.

2. Fisheye

Click the Fisheye button © , there will be a same button in the bottom-left corner of the
selected window. Click the button in the window, the Fisheye function interface will appear
(Only for Fisheye Camera). The interface is as below:

Dewarping Rule

Installation Mode

Display Mode

Dewarping Rule

Installation Mode

Display Mode

The meanings of the icons can be referred to the table below:
Table 52.



CMS User Manual | 5 - View | 222

Item Function Introduction

On-board Dewarping

Client-side Dewarping

Click to select ceiling mounting

Click to select wall mounting

Click to select flat mounting

Select live view of original fisheye view

Select live view of 360° panoramic view

Select live view of two180° panoramic views

Select live view of four regional views

Select live view of one original fisheye view and three regional views

Select live view of one 360° panoramic view and three regional views

Select live view of one 360° panoramic view and one regional view

Select live view of one 360° panoramic view and four regional views

Select live view of one 360° panoramic view and six regional views

Select live view of one original fisheye view and eight regional views

3. Image

Click the Image button 2«1 there will be a same button in the bottom-left corner of the
selected window. Click the button in the window, the Image function interface will appear.
The interface is as below:
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FOO @ ®

Default

The meanings of the items can be referred to the table below:

Table 53.
Item Function Introduction
l Brightness
q ] Contrast
{]D Saturation
® Sharpness
jk‘ Noise Reduction

4.2 Playback

CMS supports playback. It can play recorded files on devices, the Playback page is as

below:
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admin @ BEflex @ ¥ _0 X

© tiveView x| ® Playback x

Playback Type General Playback ¥

Stream Type Primary Stream

Camera102.168.69.217

Comera192.166.60.162
NVR192.168.60.48
NVRI92.168.69.168
Comera192.166.60.147
219216869216
419216869251 CHI

10216260.113

Cameral92.166,60.153.
Camera192.168.69.151 Vn [
- Mile Slght
Cameral92.166,69.251

Camera12.168.69.138

Camera12.168.6051

B o on om omow 9 =u i
2022.09.06 000000
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23

v % » m m
:
s 7 8|2
s
Q search 4

The icons on toolbar are as below:

Naoe @ o
[ b

The description of the icons can be referred to the table below:
Table 54. Description of the buttons

Item Function Introduction

h;. Cursor Mode

Q Click the button will enable digital zoom

0

Fisheye Mode

A
L4 |

Full Screen
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ltem

Function Introduction

Snapshot All

Click to take a snapshot of all the channels currently playing on the playback panel,
and then there will be a pop-up window as shown below:

0 Total Snapshots: 3 i
Success: 2 Fail: 1

EA/CMS File/Playback Snapshot/2021-03-...

0K

Smart Search

Click the icon and draw an area in the Playback window, then CMS will automatically
search the video triggered by motion detection within the specific area.

|5 Note:

» Only available when playback with single channel.
* Only available with the camera added in the NVR.
« Make sure your NVR’s version is 7X.9.0.10 or above.

Speed Down

Rewind




CMS User Manual | 5 - View | 226

ltem Function Introduction
> Play
I Pause
w Speed Up
4 Back Single Frame
I Forward Single Frame
— Stop
* Cut
3 Download
4 Quick tag: add a tag for the selected time period with just one click.
) Custom tag: customize the name of tag as needed.

You can refer to the steps as below to playback the recorded files:

Stepl: Click © e | button and enter a keyword to search the target device
in the added device list quickly.

Step2: Select the desired devices by checking the checkbox of the devices; the NVR has
List button " to list the added cameras.

Step3: Select Playback Type, including General Playback, Event Playback and Picture
Playback.

|5/ Note: Make sure the camera’s version is XX.7.0.79 or above and the NVR’s version is
7X.9.0.14 or above.

1. [General Playback]
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] EE E G | ens

Milesight

Milesight

Stepl: Select Stream Type, including Primary Stream and Secondary Stream.

Step2: Choose the date of which typeface is blue(blue means there are recorded files,
black means no file and red means weekend), the background will turn to blue once the
date is selected; then click the Search button to find the recorded files.

The tool bar can display multi-event records. It shows that in this record period what kind of
event has happened. The symbolic meaning of each color is shown below:

Blue—Timing
Red --- Event

Orange --- ANR

Step3: Check the time line to select the time to playback; click the - button to get the
previous/next page of channels; put the mouse on the time line and scroll up or down to
zoom in/out the time.

=) _
With this option = enabled by default, all selected channels will play the synchronous
recording. If this option is disabled, then it will automatically jump to the next time point with
video recording when the channel has no recording at this time.

Step4: Window border will turn into white once the window has been selected; the first
window is the default window.
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Step5: Click the Play button to playback; Speed Down, Speed Up and Single Step are
available.

Step6: If you select the NVR, then choose cameras to playback -> click the Cut button X).

> then drag the timeline to select the start time and end time of video -> click the quick tag
& or custom tag & > Add tag for the selected time period -> click Download button —
to back up the NVR playback files.

Step7: If you select the camera to playback, then click the Cut button s drag the

timeline to select the start time and end time of video -> click Download button 2 to back
up the camera playback files.

2. [Event Playback]

|=) Note: For Event Playback, support up to 1-ch for each NVR.

I@ Live View xl ® Playback xl & Device Config %

E7] - | 4= 1/36 =»

eeeeeeeee

Milesight

X % S Basic Event [l VCA Event
20220 6
1432 14:34 1436 1438 1440 1442 14:44 1446 1450 1452 14554 1456 1458 15:00 1502 15:04 1

8
LI TRRTT TR T I T 1R (T L R IR TR (Tl L

2 3 4 s 6 7 8| 2

Stepl: Select Event Type, including Basic Event, VCA Event, People Counting, Face
Detection and LPR.

Step2: Select Stream Type, including Primary Stream and Secondary Stream.
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Step3: Choose the date of which typeface is blue(blue means there are recorded files,
black means no file and red means weekend), the background will turn to blue once the
date is selected; then click the Search button to find the recorded files.

The tool bar can display multi-event records. It shows that in this record period what kind of
event has happened. The symbolic meaning of each color is shown below:

Orange --- Basic Event
Rose Red --- VCA Event
Purple --- People Counting
Green --- Face Detection

Yellow --- LPR

Step4: Check the time line to select the time to playback; click the - button to get the
previous/next page of channels; put the mouse on the time line and scroll up or down to
zoom in/out the time.

With this option &/ enabled by default, all selected channels will play the synchronous
recording. If this option is disabled, then it will automatically jump to the next time point with
video recording when the channel has no recording at this time.

Step5: Window border will turn into white once the window has been selected; the first
window is the default window.

Step6: Click the Play button to playback; Speed Down, Speed Up and Single Step are
available.

Step7: Click the cut button * > then drag the timeline to select the start time and end

time of video -> click Download button ‘ to back up the playback files.

When the Download Status window pops up, you can download recording of NVR added by
IP or P2P or Milesight DDNS and choose AVI, MP4 or PS format to export the file as shown
below.
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H pownload

Download Status Tag

Channel Start Time End Time Video File Format

2021-08-27 18:20:59 [mea v

+ [ ]
MP4

AVl
pPs |

Status
NVR192.168.7.95-CAMS

Download Status
2021-08-27 18:20:41

Operation

Download Selected  Stop Download

When the Download Status window pops up, you can download recording of camera added
by IP or Milesight DDNS and choose MP4 format to export the file as shown below.

E Download Status

- X
v Channel Start Time End Time Video File Format Status Download Status Operation
v IPC192.168.7.100 2021-05-18 14:35:05  2021-05-18 14:35:15 EZ ) (u) (m
MP4

Download Selected  Stop Download

When more than one channel have recording, after you click Download button you can
choose the channels that you want to download. The page is as below:

fH pownload Status

- X
Channel Start Time

End Time Video File Format Status Download Status Operation
NVR102.1687.103-CAM2  2021-05-18 14:45:24  2021-05-18 14:46:25
1PC192.168.7.100 2021-05-18 14:45:24 | 2021-05-18 14:46:25

L3
) (=) (m

Download Selected  Stop Download
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When you minimize the "Download Status" window, it will display the icon . as shown
below.

I @ tieview x| © Payback x | W Device Config
Maoe:

3

Playback Type
Sueom Type [Primry Steam 7]
Qe )
8 —— R

v cam

admin @ BElsx EMex ¥V _ O X

& 9

| 4= 4736 =

v camz

camo
camt
camnz
camz

@ Sseptember 2022 9

Sun Mon Tue Wed Thu Fri Sat

U ) @ eneral vent
B o1 mon oz om oalXQOQOWE DI JOICK N © Hoeen Mo
Cut 2022-09-06 143704 - 2022.09.06 15:5758 2022-09.06 1458115
14:00 14:10 14:20 14:30 15:30 15 16:00 16:10 16:20 16:30
25 26 27 28 29 30 1 ! " ! t i " i . i . T i T (R
' AN 111 T TR
2 3 4 5 6 7 8 2
s
Q search 4 v
i oo pS % W w}
I © tieview x| © poyback x | W Device confis. x admin @ ENox Blex ¥ _0 X

Playback Type Event Playback  +
Stream Type Primary Stream v
Q[search
Camera192.166.69217 -
2 Come:

NVR192.168.69.48

— NVR192.168.60.163

v cam

Q@  September 2022 Qo

Sun Mon Tue Wed Thu Fri Sat

> B @
5w oo 2o oa () ®

M BasicEvent M VCAEvent [ People Counting Ml Face Detection
Cut: 2022-09-06 14:39:13 - 2022-09-06 14:38:56 2022-08-06 1437:34
1432 1434 143 145 1452

, 6 14:38 14:40 14:42 14:44 14:46 14:48
25 26 27 28 29 30 1 o ! . ' . i . T g i . T
] (WL ] [l m_ni
2 3 4 s 6 7 8 ] BN
Q search 4

When the video file has been downloaded, it will display the icon . as shown below.

14:54 1456 1458 15:00 15:02 15:04 1
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I@u.emm x0 © playback x | Device Configh admin & EMoe @llex ¥ _ O X
Hao iiwme | ® 436

Playback Type General Playback ¥
Stream Type Primary Stream ¥

@ nvrics 6168 B

v cam

v camz

camo
camt
camnz
camz

Q@  September 2022 Qo

Sun Mon Tue Wed Thu Fri Sat

% (8) Meneral Mevent
2022:09.-06 143035
14:00 14:10 14:20 14:30 14:40 14:50 15:00 15:10 15:20 15:30 15:40 15:50 16:00 16:10 16:20 16:30

i
2 s 4 s s 7 8|2
s
Q search 4 v
Iou.em.xl@maymxlupcv;m&..ﬁgx admin & Bz Eex ¥ _ O X

Playback Type Event Playback  +.

Stream Type Primary Stream

Q[Search
Cameral92.168.69.217 “

amers 19216860162
NVR192168.69.48
— NURI92.168.69.168

v cam

©  September 2022

Sun Mon Tue Wed Thu Fri Sat

S

()  MeasicEven MVCAEvert [ People Counting [ Face Detection | LPR

Cut: 2022-09-06 14:39:13 - 2022-09-06 14:39:56 2022-09-06 14:37:34
1432 14:34

14‘36 14:38 14:40 14:42 14:44 14:46 14:48 14:50 14:52 14:54 14:56 14:58 15:00 15:02 15:04 1
b % 2 s 2 w1 Lo MRRL L TEAD TR TG TR TR0 MR R IR RS0 s e
11 10 I I m_onni 1 I
e o4 s e e | H IEN NI I NI e
Q search

Right-click the window during playback, it will pop up the interface as below:
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Full Screen
Table 55. Description of the buttons
ltem Function Introduction
Stop Stop playing
Stop All Stop all the playback windows
16:9 Ratio of length to width is 16:9
4:3 Ratio of length to width is 4:3
Resize Suit the size to the windows
Original Keep the size the same as original aspect ratio
Snapshot Capture a snapshot
Full Screen Playback window in full screen

Step8: If the performance of playback is not good enough, we recommend you to enable
transcoding. With transcoding function, remote playback will have a better performance no
matter what network environment is.

After successfully searching out video, select the channel you want to transcoding and click

o expand trancoding panel.

Transcoding:| On v|
Frame Size: | 704*576 v|
Bit Rate: | 512kbps v|
Frame Rate: | Auto v|
Apply

Set Transcoding, Frame Size, Bitrate and Frame Rate according to the network situation.
The worse network situation, the lower transcoding parameter.

Andclick  “®  to make transcoding take effect.
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3. [Picture Playback]

|=) Note:

* Picture Playback supports up to 1 devices for each search.

* Picture Playback is unavailable on MS-Nxxxx-xxH.

» Make sure the camera’s version is XX.7.0.79 or above and the NVR’s version is
7X.9.0.14 or above.

I © Live View xl ® Playback x
Playback Type
Picture Type | Continuous Sna
Start Time.

T
End Time

2022/09/06 23:58:59 -

E —

pshot v

Milesight

Cameral22.168.69.216

Camera122.168.60.251CH

Camera192168.69.113
Camera192.168.69.193
Camera192.168.69.151
Camera192.168.69213
Camera192.168.69.251
Camera192.168.69.138
Camera102168.69.61
Camera192.166.69.60
fisheye

Pz

Camera192.168.69.204

1/96

Stepl: Select Picture Type, including Continuous Snapshot and Event Snapshot.

Step2: Select the Start Time and End Time of picture playback.
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Playback Type ’ Picture Playback V]

Picture Type ’ Event Snapshot V]
Start Time

[2022/09/06 00:00:00 -]
End Time

[2022/09/06 23:59:59 -
4 September 2022 >

Sun Mon Tue Wed Thu Fri Sat

28 29 31 1 2 3

30
4 5 H 7 8 ] 10
11 12 13 14 15 16 17
18 19 20 21 22 23 24
25 26 27 28 29 30 1

3 4 5 6 7 8

ra

23:59:59 -

Today Ok

Step3: Click o Soarch button to search for playback pictures.

The Search Result page of Picture Playback is as follows:

IO iveView x| © ploybock x i admin @ BB+ R ¥ O X

Search Result

DeviceName ~ Time  Play *
Camera192.1 2022-09-06
6860162 17:15:09
Camera192.1 2022-09-06
9162 17:15:11
Camera192.1 2022-09-06
0162 17:15:13
Camera192.1 2022-09-06
0162 17:15:15
Camera192.1 2022-09-06
6860162 17:1519
Camera192.1 2022-09-06
6869162 17:15:20
Camera192.1 2022-09-06
9162 17:1521
Camera192.1 2022-09-06
9162 17:1531
Camera192.1 2022-09-06
9162 17:15:31
Camera192.1 2022-09-06
0162 17:15:32
Camera192.1 2022-09-06
6860162 17:1533
Camera192.1 2022-09-06
6860162 17:1538
Camera192.1 2022-00-06
17:15:40
Camera192.1 2022-09-06
9162 17:15:41
Camera192.1 2022-09-06
17:15:42
Camera192.1 2022-09-06
0162 17:15:43
Camera192.1 2022-09-06
17:15:44
Camera192.1 2022-09-06
6860162 17:1545

Milesight

Camera192.1 2022-09-06

0162 17:15:46
Camera192.1 2022-09-06

9162 17:15:47
Camera192.1 2022-09-06
6860162 17:1548
Camera192.1 2022-09-06

0162 17:15:49
Camera192.1 2022-09-06
6869162 17:1550
Camera192.1 2022-09-06
6860162 17:15:51

Camera192.1 2022-09-06
6860162 17:1552

7y YV VVYVVVYYVYVVYYVVVYVVYVVYVVVVVVYVYY

Camera192.1 2022-09-06

« >
Total:667
i 4 1723 > M Go
Export
Export Al
Back

Table 56. Description of the buttons

Item Function Introduction

» Click to play the selected result.
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Item Function Introduction
) / 4 [The first page]/[The last page] button
4 / 4 [Pre Page]/[Next Page] button.
Go Enter the target page number and click Go to jump.
Export Click to export the selected results.
Export All Click to export all the search results.
Back Click to back the playback interface.

Rewind button.

Previous button.

u Play button.

Next button.

4.3 Smart Analysis

4.3.1 ANPR

You can get ANPR logs and backup them on this interface.
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admin @ Bl EMex ¥V _O X

@ veview x| & Smart analysis

Came
= ANPR Logs
NVRIS216065.168
I\4ilesi9t
ORCECRO)
(UBURNIAEN
Channel:
Time:
License Plate: Plate Type:
Country / Region: Direction:
Detection Region: N/A
o
License Plate
Start Time
End Tim
oo ) R e
Q search Backup All Backup

Input corresponded information and click search button @ Search  to search and you will
get a whole ANPR logs list. License plate snapshot will be shown on the logs list while
the complete image video and license plate information will be shown on the left of the
interface.

admin & = Bl ¥ _ 00X

@ e view x| W Devceconig x| & Smortavslysiz * | oo Devices x Il

192,168.14.102
ANPR Logs
105

104

1821687135

—_

Camera192. 2020-08-24 Camera192.. 2020.08-24 Camera192. 2020-08-24 Camera192.. 2020.08.24
155637 15:56:43 1556151 155657

2020.08-24 15:56:27

Channel: Camera192.168.7.241
Time: 2020-08-24 15:56:27

License Plate: 3529933 Plate Type: Visitor
Directios Approach

"

License Plate

Start Time

[2020/08/24 0000:00 -
End Time

2020108724 23:59:50 - Tokt |4 4 b b Go Page s

Q search Backup All Backup
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You canclick ” to play the video.

®)
= lrl T
I\!/I "\!;' \t/" )

There are two methods to backup ANPR logs.

1. Backup license plates you want.

Step1l: Tick license plates you want to backup and click backup button ;

Step2: Choose a file path, and select the export file type, video stream type and video file

format, then click export button.

When the progress bar reaches 100%, the backup is completed.

&3 ANPR Logs Backup X

File Path [C:IUsersfhlisonfDesktop
Export File Plate List
Video Stream Type [ Primary Stream
Video File Format [ MPpa
0%
Export

2. Backup all.

Stepl: Click backup all button;

Step2: Choose a file path, and select the export file type, video stream type and video file

format, then click export button.

When the progress bar reaches 100%, the backup is completed.
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=3 ANPR Logs Backup X

File Path [

=]

Export File Plate List

Video

Picture

Video Stream Type

[ Primary Stream

7]

Video File Format [ MP4

7]

0%

4.3.2 Heat Map

Export

Cancel

You can get Heat Map and backup them on this interface of panoramic series.

@ tveview x| W beviceconfig. x | ® playpack x| & smartanasis x N o Devices x

192.168.14.105
Cameral92.168.14.102
Cameral92.168.14.104
Cameral92.168.14.103
Cameral92168.7.135
Cameral02168.7.138
192.168.10.127

1

2130

2020/12/02 00:00:00 ~

Q Search

Space Heat Map

Stepl:Select Main Heat Map Type;

[Space Heat Map]: Space Heat Map will be presented as a picture with different colors.
Different colors represent different heat values. Red represents the highest and blue

represents the lowest.
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admin @ Efox @lex ¥ _0 X

@ Live View xl Smart Analysis X

192.168.14.101 I Space Heat Map
192.168.7.83 192.168.7.94 x
100.168.7.82
P2p783
192.168.7.80
192.168.14.102
192168794
192.168.14.105

102.168.7.226

1/102
Main Typ
Start Time

Q Search e

[Time Heat Map]: Time Heat Map will be presented as a line chart to show the heat at
different times.

admin & Elxs BEas ¥ _0 X

= People counting Time Heat Map
"
192.168.14.105 x +
L]~
il

Daily Repart

Start Time:
2020007126 000000

QA Search Badap

|5) Note: If you choose other display modes of fisheye under Multi-channel mode except
display mode with one O view, then you can only choose [Time Heat Map].
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Step2:Select Report Type including Daily Report, Weekly Report, Monthly Report and
Annual Report;

Step3:Select Start Time, then click the “ Search” button. The camera will automatically
count the data for the day/week/month/year (based on the report type selected by the user)
from the start time and generate the corresponding report;

Step4:Click “Backup” button, then choose a file path and report type to export. When the
window pops up as shown below, the backup is completed.

# Export Configuration Path 7 X
Look in: [ V] 0O 0 @R[ =
! My Comp... MName Size Type Date Modified
2 Qlaner e B () Drive  2021/5/20 8:59
e O: Drive 2021/5/13 17:51
& E Drive 2021/4/22 14:33
aa F Drive 2021/4/21 15:47
Directory: [ ]l Choose
Files of type: [ All Files (%) ‘] Cancel

Milesight CMS X

0 Backup successfully!

oK

4.3.3 People Counting

4.3.3.1 Settings
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@ tveview x| W beviceconfig. x | ® playpack x| & smartanasis x N o Devices x admin @ Bx Bllex ¥_0 X

Occupancy Live View Settings Statistics Report

Al
192.168.14.105

Cameral92.168.14.102

Please create at least one group!

o
admin o @
Live View, X Device Config_x Playback X smart Analyss % || o, Devices. a =
'9 Yt tys
Occupancy Live View Settings Statistics Report
—a 2 4| people Counting
¥ 192.168.14.105 192.168.14.105 Enabl
© Comenis2 6814102 Comers192.168.14.102
Mo tays O
© Camesiszi6a 14104 Comers192.168.14.104
Comeratez 6814103 Counting Reset: Roset

Cameral92.168.7.135

Live View Counting Reset:

Camera192.168.7.138
N Live View Counting Auto Reset:
1921681012
T Live View
Delete Logo: Delete
Reset Logo: Reset
Reminders of Green Light Welcomelt!
Reminders of Red Light: Please wait till the green light turn or
Note: e minders in th
Alarm Action
Play Audio:
HTTP Notifcation:
Camera External Output:
Camera Audio:
39 Apply.

Stepl: Click ~“====n=vaeue tg create a group, supports adding up to 9 groups;
Step2: Select cameras into the group;
Step3: Enable People Counting function and start editing:

Step4: About People Counting
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People Counting

Enable:

Max. Stays: ]

Counting Reset: Reset

Live View Counting Reset: Reset

Live View Counting Auto Reset: v
Day: | Everyday V|
Time: | 00:00:00 =

Max. Stays: Enter the maximum number you want to stay in your monitoring area;

Counting Reset: Click the button to reset the data of Occupancy Live View and Statistics
Report;

Live View Counting Reset: Click the button to reset the data of Occupancy Live View;

Live View Counting Auto Reset: The Live View Counting data will be reset automatically
according to your configuration.

Step5: About Live View

Live View

Logo: ) Upload
Delete Logo: Delete

Reset Logo: Reset

Font Size: Small -

Reminders of Green Light: Welcomelll

Reminders of Red Light: Please wait till the green light turn on.

MNote: Please configure your own reminders in the box.

Logo: select an image file and click the “Upload” button, the Logo will be displayed in
Occupancy Live View;
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Delete Logo: Click the button to delete the uploaded Logo;
Reset Logo: Click the button to reset the logo to Milesight logo;
Font Size: Small, medium and large fonts are available;

Reminders of Green/Red Light: You can configure your reminders in the box, and the
content will be displayed in the Live View right below the traffic light. The reminders in small
and medium fonts support up to 80 characters. The large font supports up to 25 characters.

Step6: About Alarm Action

Alarm Action

Play Audio:
HTTP Notification:
Camera External Qutput:

Camera Audio:
When occupancy limits are breached, an audio alarm can be triggered if anyone attempts to
enter before the numbers go below that threshold;

Play Audio: Check the box to play audio when Available number turns into zero. You can
choose default audio or customized audio; (CMS side)

HTTP Notification: Support popping up the alarm news to specified HTTP URL. Three
HTTP notifications at most can be added to the same event. HTTP Notification supports
Basic & Digest authentication;

Camera External Output: You can choose to have the alarm constantly on or set to any
number between 1-999 seconds;

Camera Audio: Check the box to play audio when available number turns into zero.
(Camera side)

Note: After editing is done, click "Apply” to save all the configuration.

4.3.3.2 Occupany Live View

Occupancy Live View will be displayed by group;



@ iveviews x I © Playback Xl & Smart Analysis

Group 1 » 2% Group2

... IEIStaySO
m] 3
aOut (0]

Group 3 # 2 Group 4

Available Milesight Available

Available Milesight Available
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* 3

Milesight

IEI Stays 0
ﬂ In 0
a Out 0

=

Noen

Milesight

IEI Stays 0
ﬂ In 0
a Out 0

Stepl: Click Edio lock the toolbar;

Step2: You can double-click the screen or click the m button to get a full screen;

Step3: Click button to edit the content in Live View;

Milesight

Step4: Click button to save the content, click the button to cancel;
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Step5: Click the button to reset the data of Occupancy Live View.

4.3.3.3 Statistics Report

You can get Statistics Report and backup them on this interface.

@ Live View xl Ui Device Config "l © Playback xl & Smart Analysis xl oo Devices x

lu |

WTotal
9 ¥ 192.168.14.105
¥ Camera192.168.14....

8 ¥ Camera192.168.14....

Stepl: The Search Type including People Counting by Group, People Counting by Camera
and Region People Counting;

Step2:Select Report Type including Daily Report, Weekly Report and Monthly Report;
Step3:Select Statistics Type including People Entered, People Exited and Sum,;

Step4:Select Start Time, then click the “Search” button, camera will automatically count
the data for the day/week/month (based on the report type selected by the user) from the
start time and generate the corresponding statistics chart. Besides, you can also choose
Line Chart or Bar Chart to display the result;

Step5:Click “Backup” or “Backup All” button;

Step6:Choose a file path, and select the export file format including CSV, PDF and PNG,
then click export button.

When the progress bar reaches 100%, the backup is completed.
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Statistics Report Backup X

Flle Path | ]

File Format ’ CsV V]

0%

Export Cancel



Chapter 6. Tools

5.1 E-Map

In this part, you can add an electronic map and draw the different cameras to the map. The
display of map graphics in the Map window and the size of the map can be controlled, and
the map can be moved in the window to show the area you want to view. The E-Map page
is as below:

I @ Live View xl © Playback xl W Device Config xl o EMap x

Map List wil &o3

19 Map.

T Camera192.168.60.147

[ +] 7]

Stepl: Click the Add button k=l to add an electronic map.

Step2: Drag the different cameras to the map.

+
Step3: Use the zoom in / zoom out buttons or with the mouse wheel to adjust the map

size, click the Resize button to restore the size of the map.

Step4: Left-click the hot spot, select the button ° to play the Live View of the hot spot.

And click the button E for PTZ operations, which allow users to adjust the monitoring
angle of PTZ camera and other PTZ operations.
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admin @ Bl @Wsx ¥ _0 X

I @ Live View xl © Playback xl W Device Config xl o EMap x

Map Uit Wil &o%
(19) Map

Device List
Wl NVR122.168.69.48
Wl NVR192.16860.168
T Camera192.168.60.147
T Camera192.168.60.216
"5 Camera192.168.69.251CH1
T Camera192.16860.113
amera192.168.69.193
amera192.168.69.151
amera192.168.69.213
2192.168.69.251
2192.168.69.138
2192168.69.61
2192.168.69.60

[ +] 7]

Step5: Left-click the hot spot, select the button " {0 delete the hot spot.

Step6: Click Map Delete button Il {5 delete the electronic map.

|=) Note:
* The corresponding camera icon lights up and alarms when the event is triggered.

* Right click on the map in the Map List, it supports adding Sibling map and Child map to
the current map.

5.2 Logs

The logs contain the information about the time and IP that has accessed the camera
through web. The Logs page is as below:
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admin & Elex [@sx v _ O X

logs Search I No. Time User Main Type Sub Type Device Name Device Type Channel Message I'
Main Type 1 2018-11-01 145327 admin Operation Log Start Live View NVR 0
| Operation Log M 2 2018-11-01 14:53:24 admin Operation Log Start Live View IPC 0
Sub Type
[ ] 3 2018-11-01 14:31:19 admin Operation Log Start Live View NVR 0
Start Time 4 2018-11-01 14:31:18 admin Operation Log Stop Live View NVR 0
2018/11/01 00:00:00 v\ . .
- 5 2018-11-01 14:31:16 admin Operation Log Start Live View NVR 0
End Time
2018/11/01 235950 -] 6 2018-11-01 1431:16 admin Operation Log Stop Live View NVR 0
Q, Search 7 2018-11-01 14:31:09 admin Operation Log Start Live View NVR 0
2 Export 8 2018-11-01 14:31:09 admin Operation Log Stop Live View NVR 0
9 2018-11-01 14:31:05 admin Operation Log Start Live View NVR 0
10 2018-11-01 14:31:05 admin Operation Log Stop Live View NVR 0
n 2018-11-01 13:49:51 admin Operation Log Start Live View NVR 0
12 2018-11-01 13:49:42 admin Operation Log Add Device Camera192.168.14.102 1PC
13 2018-11-01 13:48:54 admin Operation Log Search Device
14 2018-11-01 09:24:38 admin Operation Log Start Live View IPC 0
135 2018-11-01 09:24:15 admin Operation Log Add Device NVR192,168.7.112 NVR
< »
Total37 1 4 » | 1 | Go Pagel/i

The meanings of the items can be referred to the table below:
Table 57.

Parameters Function Introduction
Main Type There are three main log types: [All], [System Log], [Operation Log]
On the premise of main type has been selected, select the sub type to narrow the
Sub Type
range of logs
Start Time The time log starts
End Time The time log ends
Q, search Click the button to search the matched logs
2 Export Export the log file

You can click the bar to list the log by items such as Log ID, Time, User, Main Type, Sub
Type, Device Name, Device Type, etc.

5.3 Remote Maintenance

In this part, you can add Milesight CCTV Router UR32S to the CMS via SN code. The
devices that have been granted permissions by user-side will be listed on CMS instantly,
and you can enter device password to configure parameters in batch.
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Step 1: Click “Add Router” button, enter the SN code, Router Name, User Name and
Password, and then click “Add” button to add the router.

I @ tieview x| L Remote Maimenance x

Add Router Dmgrype Refresh ~ User Name: Password: Maintenance  Network Video Audio. Image  Cha¢ b

Add Router X
SN

|=) Note: You can check the SN code on the sticker or web GUI of the router.

After the router is successfully added, it will be displayed in the list on the left side, you can

click thelflbutton to delete it, or you can click thel=="button to configure the router.

* Basic Settings
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Router Settings X

Basic Settings ~ WAN Settings

SM: [622-‘—3352328'

Router Mame: [routeﬂ

User Name: [admin

Password: [.--.-.--

Network Status: Interface Status
SiM1 MNo SIM Card
WAN Enabled

OK Apply

* WAN Settings

Router Settings X

Basic Settings  WAN Settings

Connection Type: ’ DHCP Client 7]

MTU: [1499 |
Use Peer DNS: o
Enable MAT:

OK Apply

Step 2: The devices shared by the end user will be listed here. Select the device type,
check the device you need to configure, then enter the user name and password, and you
can modify the device parameters on the right side.
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admin @& Bk Elx ¥ _ O X
1 3 4
Add Router User Name: [admin Passwore d: [eeeseses ] Maintenance Network Video Audio Image  Ch:d b
P MaC Model Status Web
Upgrade v
192.1682.154 1CC316:24084E Ms-C2975-RPC e
192.168.4221 1CCEHIECRON M5-C2941-X23TPC e Local Upgrade [ ) upgrade
192.168.10.12 1C:C316:27:08:18 Ms-C5364-PB e Restore after upgrading
192.168.1044 1CC316:21:07:1F Ms-C2963-PB e Online Upgrade Check
P Network Camera 192.168.10.243 1C:CH1621:A260 Ms-Ca63-p8 e Reboot «
pc Network Camera 19216810246 16C31621:4229 Ms-Cat63-78 e pe— «
e Network Camers 192.166.10247 TecaazAZAS Ms-Casga-p € Configuration File «
Diagnose File <
Date&iTime <

Apply

Currently the following configurations are supported:

» Maintenance: Device Upgrade/Reboot/Reset/Configuration File/Diagnose File/Time
Syn

* Network: Device Activation/Network Settings/DDNS Setup/UPnP Setup

« Camera Configuration: Video/Audio/Image parameters in detalil

* NVR Management: Channel Status

Click the apply button, it will display "Modified successfully” in the status column.
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admin @ EMox Bl ¥V _ O X

Add Router Device Type: | Camera User Name: [admin Passwor d: [eeeseses ] Maintenance Network  Video Audio Image  Ch: ¢ b
Device Type Device Nome 3 MAC Model Status Web
P Network Comera 1921682.154 1CCH1624084E MS-Ca975-RPC

e Network Camera 1921684221 1CCHBCRO14 Ms-C2041-123TPC
e Network Camera 1621661012 1ccatszoBe MS-C5364-28
s Network Camera 1921661044 TCCH62107IF MS-C2963-78
s Juan - C4463-98 19216610179 1CCHB2TAT MS-Cadg3-PB
S Network Camera 19216610243 1CCH621A260 MS-Cadg3-PB
s Network Camera 162.166.10247 1CCa621AZAS MS-Cadg3-pB

Apply

|5/ Note:

« If the configuration fails, you can also check the reason in the status column.

Status

Failed to modify

Meodified successfully

Password error

Password error

Failed to access device

Password error

Password error

Password error

Password error

« It also supports batch configuration, just check multiple devices that need to be
configured, and then enter the same username and password.
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L4 Remote Maintenance  x

Add Router Device Type: Refresh User Name: [admin Password: s =) Maintenance  Network Video Audio Image  Ched b
=) Device Type P MAC Model Status Web
Upgrade v
v Netuork Camera 192.1682.154 1CC316:2A084 Ms-C2975-RPC e
v Pc Netuwork Camera 192168.4221 1CCHTBCRON34 M5-C2941-X23TPC e Local Upgrade Upgrade
v IPC Network Camera 192.168.10.12 1C:C3:16:27:08:18 MS-C5364-PB e Restore after upgrading
Pc Netuwork Camera 192.168.10.44 1CCEIE21071F Ms-C2963-PB & Online Upgrade Checke
P Juan - C4463-PE, 192.168.10.179 1CCEHE1ATAT Ms-C4463-PB & Reboot <
Pc Netuwork Camera 192.168.10.263 1C:Ca1E21:A260 Ms-C4463-PB & fe— <
[ Netuork Camera 192.168.10.246 1C:Ca1E21:A229 Ms-C4463-PB & Configuration File P
Pc Netuork Camera 192.168.10.247 1CCEIB21AZAS Ms-C4463-PB & Diagnose ile 3
DateaTime <
Note: Add the router and the
devices linked to the router
will layed in the list on Apply
the right side. < | —— B
[ | [ Miesght Netwark Camera x 4 - [} x

C @ &N

12c316¢f0134-abc0648 | ramilesight.com PR I

Language E

Milesight

aamin

Forget Password?

Copynight © 2021 Milesight. All Rights. Reserved



Chapter 7. Service

Milesight provides customers with timely and comprehensive technical support services.
End-users can contact your local dealer to obtain technical support. Distributors and
resellers can contact directly with Milesight for technical support.

Technical Support Mailbox: support@milesight.com

Web: http://www.milesight.com

Online Problem Submission System: http://www.milesight.com/service/feedback.asp

MILESIGHT CHINA
TEL: +86-592-5922772

Add: Building C09, Software Park Phase Ill, Xiamen 361024, Fujian, China


http://www.milesight.com/
http://www.milesight.com/service/feedback.asp
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