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Milesight-Troubleshooting
Port Forwarding
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To watch the live view of IP Camera or NVR from remote where is outside the LAN, you
need to map the ports on a router for IP Camera or NVR.
The port forwarding setup is reliant upon the specific brand and model number of the
router being used. Port forwarding of a router is required to allow access to your network
device. Regardless of the Mikrotik Router being used, the process for port forwarding is
essentially similar.
Take our online demo as an example:

Online demo HTTP Port RTSP Port Service Port

NVR:

192.168.8.101

80 1554 1100

IP Camera:

192.168.8.102

8081 554 --

Note: HTTP Port 80 is for you to log in via browser, RTSP 554 is for

video stream. You need to do port forwarding of both two, but you

can change the port number according to your demands.

Figure 1 NVR Network settings

Camera Version xx.5.0.92 Update 2015.01.16

NVR Version xx.6.0.39 Update 2015.01.16
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Figure 2 IPC Network settings

Note:
If you have multiple cameras/NVRs, you should make sure that the port numbers for each
are different.

Take the port mapping of IP Camera 192.168.8.102, HTTP port 8081 for example, details of
steps are as followed:
Step1: Open your web browser.
Enter the router IP address 192.168.9.1 in the address bar.
Step2: Some routers/modems require usernames and/or passwords, if yours requires it,
enter the router’s username and password here. Then click “Log In”. If you have changed it
and don’t remember, you may have to reset your device to factory default settings by
using the reset button on router. If you don’t know it, you can check the user manual of
your router.
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Figure 3 Router log in

Step3: Once you have logged in, select “IP”→“Firewall”→“NAT”→“General”. In this
column, you can set the WALN IP address and port; don’t forget to choose an interface for
the WLAN.

Figure 4 WLAN settings

Step4: NAT the LAN IP address and port.
Select the “Action” column and set the LAN IP address (i.e. IP Camera’s IP address) and




